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Introduction
This contribution is an update of R2-1706510 [1].
At RAN2#98, the following agreements were made: 

Agreements
1	RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2	RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

4	Connection Request will include some information to enable the gNB to decide whether to reject the connection request
FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 
FFS for RRC_INACTIVE


At RAN2#98, RAN2 also sent an LS [3] to SA1, CT1 and SA2 with the above agreement. To the RAN2 NR adhoc meeting in June, CT1 provided an LS [4] on default access categories.
For unified access control, it has been discussed, in line what we also we propose in [2], that the UE is configured with the rules to determine access category. However, when there are no valid rules available, such as when a UE is roaming, there is a need for a default, standardized, behaviour, which is known as default, or standardized, access categories, as indicated in the CT1 LS [4]. This contribution discusses how to define these default access categories and how they relate to configured access categories.
[bookmark: _Ref178064866]Discussion
According to our understanding of what has been so far agreed on access control:
1. The NAS determines the access category
2. The access category is provided to the AS
3. The AS uses the access category together with barring information from the network in order to perform a barring check
According to the LS from CT1 [4], it is assumed that “a default set of access categories are useful to ensure that all UEs making access attempts to any 3GPP network (inbound roamers or home subscribers) can be controlled for expected basic services”. Moreover, in the LS from CT1 it is stated “that said set of default access categories will have the "same meaning regardless of different network operators, i.e., standardized values"”.
In line with the above, we propose in [2] that access categories, and the rules to determine these access categories, are configured by the Core Network, We also propose that a set of default access categories should apply at least when the UE does not have a valid set of configured access categories. Thus we propose:
[bookmark: _Toc484766830][bookmark: _Toc485222991][bookmark: _Toc485416633][bookmark: _Toc490264150]Access categories are classified into configured access categories and default access categories.
In order to have a uniform UE behaviour and to make it easier for the RAN to apply barring, we think that the codepoints used for the default access categories are separate from the codepoints used for the configured access categories. Moreover, in [5], we propose to use the access category in msg3 as the “establishment cause”. In order to intepret this information in msg3, RAN should be able by the codepoint used know for eample whether a default or configured access category triggered the access.
We propose:
[bookmark: _Toc484766831][bookmark: _Toc485222992][bookmark: _Toc485416634][bookmark: _Toc490264151]The codepoints used for the default access categories are separate from the codepoints used for the configured access categories.
The configured access categories are controlled by the core network, including rules for how to detrmine which category to use. On the other hand, the default access categories are fixed and standardised. In [2], we have the observation:
[bookmark: _Toc484766827][bookmark: _Toc485416630][bookmark: _Toc490264147]How to determine the validity of the configured access categories need to be specified.
A typical scenario, is that validity of the configured access categories stored in the UE is determined based on at least two factors:
1. In which area the configuration is valid (e.g. PLMN)
2. Whether the configuration is outdated.
We also need to consider whether the default access categories are defined in the AS or NAS. As NAS determines the access category when, configured access categories are valid, it is natural that also the default access categories are defined by NAS. We propose:
[bookmark: _Toc484591092][bookmark: _Toc484766832][bookmark: _Toc485222993][bookmark: _Toc485416635][bookmark: _Toc490264152]The default access categories are defined in the NAS specifications.
[bookmark: _Toc484591091][bookmark: _Toc484591107]This also implies that RRC would be agnostic of the usage of an access category codepoint which should be in line with the “unified access control mechanism”.
[bookmark: _Toc484766828][bookmark: _Toc485416631][bookmark: _Toc490264148]Specifying the default access categories in NAS keeps RRC agnostic of the usage of an access category codepoint in line with the “unified access control mechanism”.
If RRC is agnostic does not necessarily imply that RAN is agnostic of the meaning of an default access category codepoint and is still able to perform barring decisions of individual access categories. 
[bookmark: _Toc484766829][bookmark: _Toc485416632][bookmark: _Toc490264149]RAN can apply barring even if RRC is agnostic of meaning of a default access category codepoint.
CT1 has started to discuss which default access categories to specify. For example, the CT1 LS [4] states “Such a set of default access categories could be e.g. MO signalling, MO data, emergency, AC 11 to AC 15”. 
Which default access categories to specify depends how these are intended to be used. We see two main cases here:
1. Default access categories are used as a pure fallback in rare cases when configured access categories are not valid, 
2. Default access categories are used when an operator chooses to not configure access categories, only relying on default access categories. used as a single access control.
If we admit that these two cases need to both be cater for, it implies that the default access categories would need to be simple, but yet usable enough to be used as a single access control mechanism. The number of default access categories to specify would also depend on the intended usage. 
As we propose that the default access categories are specified in the NAS specifications, it is natural that CT1, would be responsible on these default categories, but in dialogue with RAN2. We propose
[bookmark: _Toc485222994][bookmark: _Toc485416636][bookmark: _Toc490264153]Send an LS to agree with CT1 what access categories that should be standardized.
Moreover, even if we propose that the set of codepoints available for the access categories are divided into a defalt set and a configured set, the mechanism used for barring is identical for both these sets. We propose:
[bookmark: _Toc484766834][bookmark: _Toc485222996][bookmark: _Toc485416637][bookmark: _Toc484590745][bookmark: _Toc484591094][bookmark: _Toc490264154]The mechanism used for barring is identical for both the default access categories and the configured access categories.
[bookmark: _Toc484766835][bookmark: _Toc485222997][bookmark: _Toc485416638][bookmark: _Toc490264155]The barring parameters of unified access control are defined in the same way for both the default access categories and the configured access categories.

Conclusion
This paper has discussed how the default, standardized access categories could be defined. 
In section 2 we made the following observations:
Observation 1	How to determine the validity of the configured access categories need to be specified.
Observation 2	Specifying the default access categories in NAS keeps RRC agnostic of the usage of an access category codepoint in line with the “unified access control mechanism”.
Observation 3	RAN can apply barring even if RRC is agnostic of meaning of a default access category codepoint.

Based on the discussion in section 2 we propose the following:
[bookmark: _GoBack]Proposal 1	Access categories are classified into configured access categories and default access categories.
Proposal 2	The codepoints used for the default access categories are separate from the codepoints used for the configured access categories.
Proposal 3	The default access categories are defined in the NAS specifications.
Proposal 4	Send an LS to agree with CT1 what access categories that should be standardized.
Proposal 5	The mechanism used for barring is identical for both the default access categories and the configured access categories.
Proposal 6	The barring parameters of unified access control are defined in the same way for both the default access categories and the configured access categories.
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