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1 Introduction

In 3GPP TSG-RAN NR AH #2, the following agreements have been made for SCG bearer handling during SgNB change procedure:
Agreements for EN-DC

1:
For handover, for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.

2
For SCG bearer, when S-KgNB is changed due to key re-fresh (even if we have per bearer key) or SgNB change then SCG PDCP re-established, SCG RLC re-established, SCG MAC is reset;


Note: if solution for bearer type change is applicable then it could be considered to be used also for this case.

In this contribution, we will discuss the impact on split bearer during SgNB change procedure. 
2 Discussion
To support Bearer type harmonisation RAN2 has agreed that the same PDCP protocol specification is used for DRBs for MCG split bearer, SCG split bearer and SCG bearer. The split bearer can either terminate at MN or terminate at SN based on MN decision. Split bearer whose PDCP termination point is at MN can be termed as split bearer terminated at MN or MCG split bearer. Split bearer whose PDCP termination point is at SN can be termed as the split bearer terminated at SN or SCG split bearer.
PDCP termination point for split bearer is not transparent to the UE when the Security key per PDCP termination point i.e. 2 security keys will be used as discussed [1]. UE will be aware of termination point of split bearer based on configured security keys for split bearer i.e. whether split bearer is MCG split bearer or SCG split bearer 

Observation 1:  PDCP termination point for split bearer is not transparent to UE when the Security key per PDCP termination point is configured.
During RAN NR AH #2, handling of SCG bearer during S-KgNB is changed due to key re-fresh or SgNB change is discussed and agreed. In this case SCG PDCP/RLC is re-established, SCG MAC is reset;
In this proposal we have discussed about handling of split bearer when S-KgNB is changed due to key re-fresh or SgNB change and its impact on MCG and SCG L2 entities i.e. RLC/MAC and PDCP.

The Radio Protocol Architecture for MCG split and SCG split bearers in MR-DC with EPC (EN-DC) [2] is depicted as Figure 1.In EN-DC, NW can configure the split bearer with below configuration 

Split bearer: NR PDCP container + LTE configurations on RLC, MAC and physical layers + NR configuration container on NR RLC, MAC and physical layers, etc.
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Figure 1: Radio Protocol Architecture for MCG, MCG split, SCG and SCG split bearers in MR-DC with EPC (EN-DC)

Split bearer will have one PDCP entity which will be either MCG PDCP entity or SCG PDCP entity based on termination point of split bearer.  Apart from this it will also have MCG RLC/MAC entity and SCG RLC/MAC entity.

For SCG split bearer as PDCP termination point is at SN so UE will be configured with SCG PDCP entity. When   S-KgNB is changed due to key re-fresh or SgNB change then the SCG PDCP/RLC need to be re-established and SCG MAC needs to be reset. Apart from this MCG RLC entity associated with this split bearer need to be re-established and MCG MAC need to be reset to discard the data with old keys.  
Proposal 1: In EN-DC, for SCG split bearer, when S-KgNB is changed due to key re-fresh or SgNB change then SCG PDCP/RLC should be re-established, MCG  RLC associated with this split bearer should be re-established and MCG/SCG MAC should be reset .
For MCG split bearer as PDCP termination point is at MN so UE will be configured with  MCG PDCP entity .When S-gNB is changed and UE is configured with MCG split bearer then there will be no impact on MCG PDCP/RLC/MAC entity but corresponding SCG RLC/MAC entity will be impacted and need to be re-establish and reset .

Proposal 2:  In EN-DC, for MCG split bearer, when S-KgNB is changed due to key re-fresh or SgNB change then SCG RLC entity should be re-established SCG MAC should be reset.

In this case we only reset/re-establish the SCG RLC and MAC entity associated with MCG split DRB but did not re-establish the  MCG PDCP entity so  there is no way for recovery of lost data which happen due to SCG RLC re-establishment procedure . There is need to introduce the PDCP data recovery procedure for the MCG split DRB during SgNB change procedure.
Proposal 3: In EN-DC, during SgNB change procedure MCG split DRB should perform PDCP data recovery procedure.
Split bearer and SCG bearer handling during Inter DU change:
RAN3 has decided to select Option 2 (based on centralised PDCP/RRC and decentralised RLC/MAC/PHY) for normative work in Release 15 for CU-DU split architecture [3]. NR Centralized deployment consist of CU, DU, and TRPs (Transmission Reception Point) nodes. One of possible type of mobility procedure due to this split architecture is intra CU - inter DU HO. In this case there will be no change in CU entity but handover can occur between two DU entities serving same CU node. During Intra CU-inter DU HO, there is no need of PDCP re-establishment as PDCP termination point does not change but it is required to perform re-establishment and Reset for RLC and MAC entity as RLC and MAC entity at NW side changes. During inter CU handover, as PDCP termination point changes then all L2 entities need to be re-established and reset
Observation 2: Inter DU handover can happen with and without re-establishing the PDCP entity.
In EN-DC, we propose the below for handling of SCG and split bearer when handover occurs without SgNB change i.e. intra CU – inter DU HO.

Proposal 4: In EN- DC, for SCG bearer and split bearer, when SgNB does not change during inter-DU handover then SCG PDCP should not be re-established, SCG RLC should be re-established ,SCG MAC should be reset.
Proposal 5: Proposal 1 to 4 is also applicable for NR-NR DC.
3 Conclusion

This contribution discussed the impact on split bearer during SgNB change procedure and suggests:
Observation 1:  PDCP termination point for split bearer is not transparent to UE when the Security key per PDCP termination point is configured.
Observation 2: Inter DU handover can happen with and without re-establishing the PDCP entity.
Proposal 1: In EN-DC, for SCG split bearer, when S-KgNB is changed due to key re-fresh or SgNB change then SCG PDCP/RLC should be re-established, MCG  RLC associated with this split bearer should be re-established and MCG/SCG MAC should be reset .
Proposal 2:  In EN-DC, for MCG split bearer, when S-KgNB is changed due to key re-fresh or SgNB change then SCG RLC entity should be re-established SCG MAC should be reset.

Proposal 3: In EN-DC, during SgNB change procedure MCG split DRB should perform PDCP data recovery procedure.
Proposal 4: In EN- DC, for SCG bearer and split bearer, when SgNB does not change during inter-DU handover then SCG PDCP should not be re-established, SCG RLC should be re-established, SCG MAC should be reset.
Proposal 5: Proposal 1 to 4 is also applicable for NR-NR DC.
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