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1   Introduction
In LTE DRB ID is maintained by the MeNB. It is unclear whether we can use same principle for LTE NR DC. In this contribution, we discuss the DRB ID assignment in LTE-NR interworking. 

2   Discussion 
In LTE DC, it was agreed that the DRB ID assignment is centrally managed by the MeNB. As mentioned in [1], the unified DRB ID management by the MeNB in LTE DC has the following three advantages:

· To align the DRB ID management for MCG bearer, split bearer and SCG bearer.
· To avoid frequent generation of S-KeNB.
· To avoid the new specification impact for the counter check procedure.  

For LTE-NR interworking, the MN and the SN belong to different RAT. Similar to LTE DC, we also discuss the DRB ID assignment in LTE-NR interworking from the following aspects.

2.1   DRB ID management for different bearer types
In addition to MCG bearer, MCG split bearer and SCG bearer, a new SCG split bearer is introduced in LTE-NR interworking.

In LTE-NR interworking, at least MCG bearer and MCG split bearer is managed by the MN, so it is quite obviously that the MN should mange DRB ID for MCG bearer and MCG split bearer. 
In order to align the DRB ID management for MCG bearer, MCG split bearer, SCG bearer and SCG split bearer, the DRB ID should be assigned by the MN from a common DRB ID pool. 

Observation 1: To align the DRB ID management for MCG bearer, MCG split bearer, SCG bearer and SCG split bearer, the DRB ID should be assigned by the MN from a common DRB ID pool. 
2.2   DRB ID management for security

In LTE, DRB ID is an input parameter to the encryption algorithm. From the perspective of SA3, if the DRB ID is wrap around, a KeNB refresh procedure should be performed. For example, eNB assigns DRB ID1 to UE bearer1, and some time later the UE bearer1 is released. Now UE bearer2 is coming, if eNB re-assigns DRB ID1 to UE bearer2, a new KeNB will be generated. Therefore, in order to avoid frequent key refresh, it needs to ensure the DRB ID assigned by eNB doesn’t wrap around. 

In LTE-NR interworking, it was agreed that similar principle for KeNB and S-KeNB handling as for DC in LTE is adopted. That means, if S-KeNB refresh is required, the MN should generate a new S-KeNB, and then send the new key to the SN. According to the above agreement in SA3, if the same DRB ID is assigned by the MN and the SN is detected, a S-KeNB refresh procedure should be performed. Therefore, in order to avoid frequent S-KeNB refresh, it should ensure the same DRB ID is not used by both the MN and the SN simultaneously. 

Observation 2: In order to avoid frequent S-KeNB refresh, it should ensure the same DRB ID is not used by both the MN and the SN simultaneously.

In order to ensure the same DRB ID is not used by both the MN and the SN simultaneously and reduce the signaling overhead of DRB ID negotiation between the MN and the SN, it is better for the MN to assign the DRB ID centrally. 

Observation 3: Common DRB ID assignment by the MN can reduce the signaling overhead of DRB ID negotiation between the MN and the SN. 
2.3   DRB ID management for counter check
The counter check message is used by eNB to request the UE to verify the amount of data sent/received on each DRB. 

In LTE DC, RRC is located in MeNB, so UE only receives the counter check message from the MeNB, even if the counter check procedure is triggered by the SeNB. In this case, if DRB ID is assigned by MeNB and SeNB separately, the ambiguity issue on DRB ID on UE will exist. That is to say, UE is unable to know which the checked DRB indicated in the counter check message belongs to.

Observation 4: In LTE DC, if the same DRB ID is assigned by both MeNB and SeNB, the ambiguity issue on DRB ID on UE will exist. 
According to the analysis in [2], if the UE counter check is failure, only the MeNB needs to do the related handling, so it is preferred the counter check procedure in LTE DC is reused in the LTE-NR interworking. Therefore, in order to avoid the above ambiguity issue on DRB ID on UE, a common DRB ID management by the MN is preferred. 

Observation 5: If the counter check procedure in LTE DC is reused in LTE-NR interworking, a common DRB ID management by the MN is preferred. 
Based on the above analysis, we proposal that:
Proposal 1: MeNB assigns DRB ID to MCG bearer, SCG bearer, or split bearer from a common DRB ID pool.
. 
3   Conclusion
In this contribution, we discuss the DRB ID assignment in LTE-NR interworking and have the following observations and proposal:
Observation 1: To align the DRB ID management for MCG bearer, MCG split bearer, SCG bearer and SCG split bearer, the DRB ID should be assigned by the MN from a common DRB ID pool. 

Observation 2: In order to avoid frequent S-KeNB refresh, it should ensure the same DRB ID is not used by both the MN and the SN simultaneously.

Observation 3: Common DRB ID assignment by the MN can reduce the signaling overhead of DRB ID negotiation between the MN and the SN. 

Observation 4: In LTE DC, if the same DRB ID is assigned by both MeNB and SeNB, the ambiguity issue on DRB ID on UE will exist. 

Observation 5: If the counter check procedure in LTE DC is reused in LTE-NR interworking, a common DRB ID management by the MN is preferred. 
Proposal 1: MeNB assigns DRB ID to MCG bearer, SCG bearer, or split bearer from a common DRB ID pool.
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