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Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]This contribution proposes the DC architecture options to support handover enhancements using packet duplication.  The techniques can be used to improve mobility robustness, minimize Radio Link Failure (RLF) and ensure high reliability.  
Discussion
[bookmark: _Toc423019661][bookmark: _Toc423019946][bookmark: _Toc423020275][bookmark: _Toc423020292][bookmark: _Toc423020300]In RAN2 AH, the following was agreed:
Agreements:
1:  Packet duplication is supported for user plane and control plane in NR-PDCP (This agreement does not preclude discussion of other mechanisms to improve mobility robustness)
FFS whether packet duplication should also be supported for LTE-NR dual connectivity
2  The PDCP function in the transmitter supports packet duplication and the PDCP function in the receiver supports duplicate packet removal.

In RAN2#97-Bis, the following was agreed:
Agreements:
1: RRC configures PDCP for duplication and the radio protocols of the UE with separate RLC entities and logical channels to handle duplicates (referred to as “legs”)
2: only one additional leg is configured for PDCP duplicates.
3: the original PDCP PDU and the corresponding duplicate shall not be transmitted on the same transport block.
FFS whether in CA case to support PDCP duplicates on the same carrier with some restriction to prevent them from being transmitted on the same transport block. (Noting that we have already agreed that they can be sent on different carriers)
4:	PDCP duplication solution for CA requires only one MAC entity.
5	logical channel mapping restrictions need to be introduced to handle duplicates in within one MAC entity (CA).

This contribution describes the enhancements required in the DC architecture to support packet duplication during handover.
Packet duplication during handover
During a normal (i.e. in LTE) handover of UE connectivity from the source MgNB to a target MgNB, the UE will have only one link available for communication (data and RRC signaling), since the UE is required to release the RRC connection of the source MgNB before it establishes a new RRC connection to the target MgNB.  In some cases, the target reliability cannot be satisfied with a single link.  Hence, simultaneous transmission of data and RRC signaling with links towards both the source and target MgNB throughout the handover will ensure higher reliability. The analysis in [1] illustrates the benefits of using simultaneous radio connections during a handover. 
Packet duplication naturally provides RRC diversity, which results in improving mobility robustness. Specifically, when either one of the links to source or target MgNB experiences link failure during handover, both the RRC and data connections are still maintained due to the duplication of the CP and UP packets. 
Based on the observations in [1], it can be concluded that packet duplication can be used during handover using simultaneous radio connections with the source and target nodes.  With packet duplication, the target reliability can be achieved with lower overall resource usage.  
There are two options to consider for the for support robust handover with packet duplication. 
The first option uses the conventional 3C architecture for robust handover with packet duplication, where there is a single PDCP in the master/anchor gNB. This option can be used for simultaneous communication with both the master and secondary nodes with and without packet duplication. 
The second option for robust handover with packet duplication is based on the make-before-break procedure. In this case, there is a full protocol stack in both the source gNB and the target gNB. 
In the DC based handover with packet duplication, the PDCP entity in the anchor/master is responsible for packet duplication/removal of PDCP PDUs. Otherwise, in the make-before-break based handover with packet duplication, the anchor PDCP is responsible for packet duplication/removal of the PDCP SDUs.
DC based handover with packet duplication
In the existing DC architecture option 3C, there is only one PDCP entity. In this case, the UE only has one security association with the common PDCP. The UE uses the same set of keys for communication with both the master and the secondary gNB. The DC architecture option 3C is illustrated in Figure 1. 
If the UE is configured for packet duplication, the PDCP entity is responsible for duplicating/removing PDCP PDUs. 
During a handover of the anchor node, the PDCP entity must be relocated from the source gNB to the target gNB. However, if packet duplication is required for reliability during the handover then the UE should send UL packets to both the source and target gNBs using the keys from the source gNB before the PDCP is relocated to the target gNB. After the PDCP is relocated to the target gNB, the UE begins to use packet duplication with the keys for the target gNB.
Proposal 1:	For robust handover, the DC based handover procedure can be used with duplication of PDCP PDUs and transmission on one leg via the cell group of the source node and another leg on the cell group of the target node.
 


Figure 1:  DC based handover with packet duplication.

The DC based handover with UL packet duplication is illustrated in the following figure. 



Figure 2:  DC based handover procedure with packet duplication.

Make-before-break handover with packet duplication
The make-before-break option with separate PDCP entities is illustrated in Figure 3. 

  
[bookmark: _Ref480811885]Figure 3:  Make-before-break based handover with packet duplication.

During a handover of the source gNB to the target gNB, the UE establishes a new protocol stack for the target gNB. The UE uses the new security keys for communication with the target gNB. The UE maintains a connection to the source gNB. 
If the UE is configured with packet duplication, the UE can simultaneously communicate with both the source and target gNBs using the corresponding security keys. 
For DL transmission, the source gNB sends data to the UE directly and also forwards duplicate packets to the target for transmission to the UE. The source gNB forwards the PDCP SDUs along with the PDCP SNs to be used by the target gNB. Each gNB individually performs header compression and encrypts the packets using the corresponding keys. Since the UE has two full protocol stacks for source and target gNBs, the received duplicate packets are processed individually. In order to re-order and remove the duplicate packets, there is one anchor PDCP responsible for this function. The anchor PDCP is initially at the source gNB. After the handover, the target PDCP becomes the anchor PDCP. 
For UL transmission, the PDCP function in the UE is responsible for duplicating the PDCP SDUs. The PDCP SDUs are encrypted using the security keys for the corresponding gNB. Each gNB decrypts the received PDCP SDUs. The target gNB then forwards the PDCP SDUs to the source gNB along with the PDCP SNs. The source gNB is responsible for removing the duplicate PDCP SDUs and for reordering before delivery to upper layers.
In this approach, the anchor PDCP can be switch from the source to the target without any interruption. Packet duplication can be used throughout the handover procedure. 
The procedure for UL transmission is illustrated in the following figure. The procedure for DL is similar. 


Figure 4:  Make-before-break based handover procedure with UL packet duplication.

Proposal 2:	For robust handover, the make-before-break based handover procedure can be used with duplication of PDCP SDUs transmitted on one leg on via the cell group of the source and another leg on via the cell group of the target cell.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]Conclusion
Based on the above discussion, we propose the following:
Proposal 1:	For robust handover, the DC based handover procedure can be used with duplication of PDCP PDUs and transmission on one leg via the cell group of the source node and another leg on the cell group of the target node.
Proposal 2:	For robust handover, the make-before-break based handover procedure can be used with duplication of PDCP SDUs transmitted on one leg on via the cell group of the source and another leg on via the cell group of the target cell.
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