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Introduction

At RAN#70 meeting, support was added to convey information from the UE to the E-SMLC regarding WLAN access point measurements. Other indoor location improvements are also actively being developed to meet U.S./FCC regulatory requirements, and to enhance the ability to acquire and return more accurate civic and geolocation information primarily for enterprise networks. Leveraging all possible avenues for obtaining location measurements will serve to better enable the network to provide accurate location information.
The ATIS ELOC (Emergency Location) work group is developing an Indoor Location standard for use with emergency services that require a UE MAC address to be conveyed over the LPP message response [1]. Here, a WLAN External Location Server is accessed from the National Emergency Address Database (NEAD), where the NEAD is acting as a proxy.
Discussion

In support of emergency calling within the constraints of new rules for Indoor Location accuracy, certain enterprises have unique requirements to store, access, and maintain Wi-Fi AP location data (as well as for Bluetooth beacons in some cases) from within the enterprise’s own managed Wi-Fi location platform environment. For these entities, provisioning their AP/BLE location data into the NEAD directly is not an option. External WLAN location platforms exist, but require the MAC address of the UE’s WLAN interface as input to determine and return location information.  

Increasingly, operators have relationships with enterprises that have large Wi-Fi networks. More sophisticated networks also include highly-accurate location positioning systems specifically tuned for the enterprise. Devices attached to these networks are identified by their MAC address with other attachment credentials being specific to each enterprise network. 

Currently, it is possible for a UE to report the MAC address and SSD of a WLAN AP, which can enable the E-SMLC to identify the location of the AP. However, it is not currently possible for the UE to report the MAC address of its own WLAN device interface over LPP. Other extensions to LPP have been accommodated to support emergency calling, including conveyance of individual Wi-Fi MAC ID’s, but not for the UE being located during an emergency 9-1-1 call.

It is therefore proposed to introduce a way for a UE to report its own MAC address to the E-SMLC. This would allow an operator’s E-SMLC to invoke dedicated enterprise positioning functions where a relationship exists to do so. 

Figure 1 is based on current ATIS/ELOC development work around the NEAD and its interaction with the enterprise external location server. The example shows that the location server receives the UE’s MAC address, along with other identifiers from a UE attached to a Wi-Fi network. The location server queries the NEAD, the NEAD identifies the WLAN network (via the NEAD provisioning process) and determines that the WLAN has a capability to return a location based on the UE’s MAC address. It then queries an WLAN external location server associated with the enterprise to obtain a location for the UE.
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Figure 1: ATIS/ELOC architecture for accessing an External Location Server via the NEAD
The inclusion of the UE MAC address within LPP enables Wi-Fi location platforms to provide the required location information according to their requirements. In addition, WLAN location platforms increase functionality beyond the existing NEAD requirements - something that enterprises may find helpful in the future. Wi-Fi location platforms may make device management easier, provide different security profiles for enterprises, and can provide real-time position information with graphical extensions.
As the conveyance of the UE Wi-Fi MAC address is required for the purposes of emergency calls, it may be limited to situations when emergency calls are in progress.
Proposal 1: Add LPP support for conveyance of UE MAC address for the UE Wi-Fi on-board interface during times when emergency calls are in progress.
Proposal 2: Discuss and agree the CR to TS 36.355 in [2].
Conclusion 

In this contribution, we have discussed the addition of the UE Wi-Fi MAC address being passed to the E-SMLC, with a view to enabling further enhanced indoor positioning technologies.

Proposal 1: Add LPP support for conveyance of UE MAC address for the UE Wi-Fi on-board interface during times when emergency calls are in progress.
Proposal 2: Discuss and agree the CR to TS 36.355 in [2].
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