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1. Introduction
The SID for “Study on Enhanced Support for Aerial Vehicles” [1] includes that following objectives:
	….

· In terms of LTE enhancements, the study should consider the following aspects:

· Interference mitigation solutions for improving system-level performance in both UL and DL [RAN1]

· Solutions to detect whether UL signal from an air-borne UE increases interference in multiple neighbour cells and whether an air-borne UE incurs interference from multiple cells [RAN1, RAN2]

· Identification of an air-borne UE that does not have proper certification for connecting to the cellular network while air-borne [RAN2]
…


This paper discusses identification issue for Aerial Vehicles UE and proposes some potential solutions.
2. Discussion
For the sake of discussion, in this paper, a “drone UE” is defined as a cellular module/UE that is mounted in an Aerial Vehicle. 
With regard to identification, the followings are potential issues for services utilizing drone UEs:
1. For the network to identify and ensure that the drone UE is a certified/licensed one to be used in a drone. 

2. For the network to identify that a module/UE is most likely a rogue drone UE.
This is mainly to identify normal smartphone without drone license mounted in a drone.

The main motivation of finding solution for the above issues is so that the network can:

- detect whether a drone UE causes interference in surrounding cell, and 
- for certified/licenced ones, control the drone UEs to mitigate their UL interferences (see [2] for proposed potential solutions), and 

- for the rogue ones, depending on NW policy and implementation, release the UEs or reject to provide a certain services.  
To allow the network performing the necessary control towards a certain UE (especially dedicated configuration such as enhanced measurement trigger [2]), in addition to evaluation of radio characteristics that may help determination of a drone UE (e.g., measurement results with high number of reported cells, etc.), the following identification may also be considered. 

Note that the following identifications can be categorized as: (a) certification of the device, i.e., UE/module for drone usage and (b) (dynamic) licence that may depend on e.g., where the drone is used. 

1. Defining “UAVdevice” bit that can be set in RRC Connection Request message or UE Capability Information
The bit identifies both the device certification and dynamic license condition. This bit may have definition similar to “delay tolerant” cause, meaning that there is NAS-AS interaction for setting the bit. If the bit is included it means the UE has NAS configuration with contents that the module/handset is certified for drone usage and that it has the necessary licence for drone. The AS will set the concerning bit in the relevant AS messages upon indication from NAS.
Note that AS capability related to the enhancement for drone should be discussed separately.
2. Defining “drone allowed” bit that can be sent in S1AP from the MME to the eNB.
This bit identifies only the licence status and not the device certification status. This identification may be used to indicate that the USIM or user is licenced for drone usage, with a certain area or heights, etc. 
3. Defining “IMEI-SV for drone” indication sent in S1AP from the MME to the eNB

This bit identifies the device certification status. This identification may be used to indicate that the UE/module is physically certified for drone usage. Similar way such as the “Masked IMEISV” that is available today may be used.
If needed, several identifications may be specified to cope with the need of different network, e.g., one network may allow a certified physical device (UE/module) for drone usage without the need to have separate license for place/height and other network may not allow that, etc. So one network may use only “IMEI-SV for drone” indication and other network may use both “drone allowed” and “IMEI-SV for drone” indication.
As for the usage of those identifications, as an example, if the network detects a UE reporting a high number neighbouring cells for a certain event, e.g., event A3, and the UE can be identified using one or combination of the above identification, then the NW can know that it’s a certified/licenced drone UE and may configure the enhanced reporting trigger.
RAN2 should discuss whether identification from device/physical certification is enough or that dynamic license mechanism is necessary. This discussion may need to involve other working groups, such as SA2 or RAN3, and if this is the case, it is proposed to send LS to the concerning group.
Proposal:
RAN2 should discuss the necessity of identification mechanism of physical device (UE/module) certification and dynamic license. Other working groups (SA2, RAN3) should be involved as soon as possible if considered necessary.
3. Summary and Proposal
This document discussed issues on identification of drone UE and proposed some potential solutions.

Proposal:
RAN2 should discuss the necessity of identification mechanism of physical device (UE/module) certification and dynamic license. Other working groups (SA2, RAN3) should be involved as soon as possible if considered necessary.
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