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This is Summary of email discussion on Access Control in NB-IOT.
[bookmark: _GoBack]Way Forward
Considering the views from three operators, I want to propose the following way forward proposals this evening in NB-IOT session:

1.	Consider the 3rd priority discrimination class for the future work, if the cost of the 3rd class is only one additional flag. (see Issue 1 and 2)
2.	Ask CT1 to work on the priority discrimination for NB-IOT NAS layer (see Issue 3). 
3.	Agree that barring time is used in addition to the barring bitmap. When access to the cell is barred, UE starts a barring timer. While the timer is running, access to the cell is barred. It is FFS whether the barring time is fixed or configured by the network.
4.	Consider RAN2 email discussion on the remaining issues below after this meeting. 

Email Discussion

This is the kick-off of the offline discussion on the following issue:
 
We need some priority discrimination
We assume that the priority discrimination classes can be hard-coded in the specification, normal reporting, high-priority/alarm/exception report. This need to be provided by NAS. The final classes are FFS.
 
CB: offline discussion on details, way forward (LG)
 
Regarding access control mechanism in NB-IOT, the session in RAN2 agreed yesterday that:
1. We use barring bitmap
1. The barring bitmap is transmitted separately from other system information and only when access control is enabled.
1. The barring bitmap check is applicable to normal reports. 
1. A separate flag is broadcasted which indicates if exception reports are subject to barring bitmap check or not.
1. The following values of RRC establishment cause may be applicable for NB-IOT: mt-Access, mo-Signalling, mo-Data,mo-Exception-Data
[DT] The above seem to be reasonable agreements we do not challenge, except  4):  We proposed to allow individual handling of UEs to perform exceptional reporting in our R2-15720. So we see a need to individually allow a UE to issue / not issue exceptional reports, this can not be realized with a single broadcast bit only ?! So we will propose the additional UE individual configuration in the next RAN2 meeting …
 
We think that the detail issues below can be further discussed on top of the agreements above. But, I am not sure whether we can solve all of the issues below . Your response will be welcome.
 
Best regards,
Youngdae Lee
 
Issue 1: How many priority discrimination classes should be identified for MO data
RAN2 has consensus on use of two classes: normal MO data and exceptional MO data. In addition to two classes, Vodafone proposed yesterday to introduce one more class for MO data. This additional class seems between normal data and exceptional data. No company proposed more than three classes. 
 
1. Companies are requested to provide their view on the number of priority discrimination classes, i.e. two or three.
1. Companies proposing three classes are requested to provide their view on use case of the additional class, if possible.
 
 
[LG] This issue mainly depends on operator’s use case. We are fine to support three classes if an operator wants to support it. But, in fact we do not fully understand the use case of the additional class.
[VF]: In my view it would be very helpful to have 3 levels of differentiation as there are devices sending e.g. status report, alarms which are not a priority one and a priority once, so we would then map those to normal MO-Data, “Mo-Higher-Data” and Mo-Exceptional-Data. Other reason to have 3 classes would be that it would be allow to switch on and off barring with less risk that all applications will send the traffic at the same time. 
[DT] We do not only have consensus on 2 classes, we also agreed this in the Malmö meeting: 
(* In access, we discriminate between 2 cases, to support discrimination between normal reporting and exception reports.)
 
So DT does not see any reason to re-open this topic. (we thought we want to get this work finalized in March ?)

[DCM] 
We are fine to have only two discrimination in access, normal report and exception report.
Understanding that these will be realized as "Call Type" for the purpose of Access Class Barring and "RRC Establishment Cause(s)" to be sent to eNB (for differentiation in eNB), 
we think that normal report of NB-IOT should NOT be mapped to legacy "mo-data", and "exception report" should be realized as new call type / est.cause
 
 
Issue 2: Barring parameter for third priority discrimination class
This issue depends on issue 1. If we agree to introduce three priority classes, the next question is how to provide barring parameter for the third class. Considering RAN2 agreements, it seems likely to introduce either an additional separate flag or an additional barring bitmap for the third class.
 
1. Companies are requested to provide their view on barring parameter for the third class.
 
[VF]In my opinion the easiest way is a bit. I assume also that the amount of traffic produced is different depending pro traffic class, so that e.g. there will be much more MO-Data traffic then exceptional report data. 
 
 
[LG] It depends on what use case is for the third class.
[VF]In my opinion the easiest way is to use one bit as agreed for exceptional report. I assume also that the amount of traffic produced is different depending pro traffic class, so that e.g. there will be much more MO-Data traffic then exceptional report data. 
[DT] If RAN2 would reopen the issue and introduce a 3rd class, then we will insist on an additional flag and not introduce a new set on AC bitmap …
[WH] We do not see to have 3rd priority discrimination class, since the scenario is not so clear. We think VF should clarify why there is important alarm and not-so-important alarm. 
 
Issue 3: How UE recognizes different priority discrimination classes.
It is not clear how UE recognizes different priority of user packet. For instance, we could consider periodic messages and event-triggered messages as different priorities of messages in NB-IOT. But, it is not clear how UE can identify different types of messages. Considering our assumption that NAS provides different establishment causes on MO-data and MO-exception data, it is likely that NAS should be able to identify different types of messages. Thus, this issue may need to be discussed in CT1.
 
1. Companies are requested to provide their view on how to identify different priority of user packet in the UE.
 
[LG] In our view, this issue is very similar to what 3GPP discussed for ACDC. We do not know how UE can identify different priority of user packets in the UE, apart from ACDC categorization in CT1. We think that RAN2 should send an LS to CT1 to trigger CT1 work on identification of different priorities. How to solve this issue is up to NAS protocol in CT1.
[DT] We agree this is similar to ACDC. For Access Stratum we should assume the UE has an internal indication and AS knows if this is normal or exceptions report.
[DCM] We share the view that AS should be indicated by NAS to understand whether this is a normal or exeception report. We share the view that  ACDC frame work has discussion on this and any way we need to inform CT1 whether

 
 
Issue 4: mo-signalling 
LTE provides separate barring parameter for mo-signaling. It should be discussed whether a separate barring parameter is broadcast in NB-IOT or the barring bitmap is used for both MO-data and MO-signaling. 
 
1. Companies are requested to provide their view on ether a separate barring parameter is broadcast in NB-IOT or the barring bitmap is used for both MO-data and MO-signaling.
 
[LG] MO signaling is used for NAS signaling which would have different priorities than MO data and MO exception data. Thus, it is preferred to have a separate barring parameter.
[VF] I think we might consider a separate barring parameter.
[DT] We think we can avoid the complexity of a separate MO signaling flag. GSM lives since 25y without this … 
[DCM] We think it may be ok to treat NB-IOT mo signaling can be mapped together with NB-IOT mo data, but we need more time to analyse.

Issue 5: Barring time
ACB uses barring time which is broadcast in system information. So, when the access attempt is barred, UE starts a timer which is expired according to the baring time. While the timer is running, new trial of access attempt does not come to the access barring check. Thus, the next access attempt will be possible only after timer expiry.
 
On the other hand, EAB uses no barring time. So, when the access attempt is barred, no timer starts. New trial of access attempt will come to the access barring check. Thus, the next access attempt will be possible whenever upper layer triggers a connection request.
 
1. Companies are requested to provide their view on whether to use barring time.
 
[LG] We prefer to use barring time which is signaled by eNB. If no barring time is used, UE would delay new access attempt in their own barring time. UE does not know how congestion is serious. Thus, UE would unnecessarily repeat access attempts so that UE battery could be wasted. The network should be able to distribute access attempts properly.
[KVVF] Network control is preferred.
[DT] Fixed Barring Time is sufficient (see our R2-15720 from Malmö)
[DCM] NW controlled is prefered.
 
Issue 6: SIB including barring parameters in NB-IOT
ACB barring parameter is included in the SIB that should be updated only according to BCCH modification period. Meanwhile, EAB barring parameter is included in EAB dedicated SIB that can be updated immediately even in the middle of the BCCH modification period. It should be discussed whether NB-IOT barring parameter will be signaled by ‘normal SIB’ or ‘immediately updated SIB’.
 
1. Companies are requested to provide their view on SIB including ACB barring parameter.
 
[LG] We assume that accesses from IOT devices can be well distributed by application layer. A quick surge of congestion level would be very rare. Thus, we prefer to use normal SIB, i.e. SIB2 in LTE.
[VF] I am not sure it is possible to answer this question without knowing the value for the BCCH modification period.
[DT] Normal of course – overload is a rare case and no immediate modification is needed.
[DCM]We prefer to send it in "immediately updated SIB" similar to SIB14 (EAB)
 
Issue 7: Update of barring parameters in NB-IOT
Normal SI modification is indicated in paging for update of ACB barring parameter while EAB indication is included in paging for update of EAB barring parameter. It should be discussed whether update of barring parameter is indicated in paging as SI update indication or separate indication (e.g. EAB indication).
 
1. Companies are requested to provide their view on update mechanism for barring parameters.
 
[LG] We are open.
[DT] No need to support this in order to design a simple system ….
[DCM] We think notification for update of NB-IOT barring parameter SIB via paging should be supported.
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