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1
Introduction
In accordance with the ACDC WID in [1], the objective of this work item is to specify the necessary changes in the stage-3 specifications based on the ACDC requirements in SA1 in order to control the access attempts for the particular, operator-identified applications, based on the information and configuration of ACDC categories. Requirements on ACDC are specified in TS 22.011 [2].
Neither CT1#94 nor SA1#71 has discussed the issue of ACDC conjunction with other access control mechanisms. We think maybe RAN2 could share some views with them.
In this document, we discuss the applicability of ACDC in conjunction with other access control functionalities based on our previous drafts [3,4].
2
Applicability of ACDC in conjunction with other access control functionalities
2.1
ACDC coexists with EAB
EAB is a mechanism for operator to control access attempts from different categorized UEs. ACDC is an access control mechanism for operator-identified applications. SA1 reaches a conclusion that ACDC override ACB, but have not mentioned the relation between EAB and ACDC. We analyze three options as follows. 
Option 1: ACDC overriding EAB
For UEs supporting for both EAB and ACDC, if both EAB and ACDC barring parameters are present in the serving cell, they only execute ACDC check. This means for Rel-13 UEs, they only execute ACDC check. For legacy UEs, they execute EAB check.
Advantage of option 2: This option prevents double check. 

Disadvantage of option 2: Rel-13 and legacy UEs execute different access control mechanism. ACDC is based on the priority of applications, while EAB is based on the priority of UEs. Therefore the network needs to balance the barring rates between Rel-13 and legacy UEs. In order to achieve the same effect of EAB, ACDC should configure dedicated application category for EAB type UEs properly.  
Option 2: EAB override ACDC
If the serving network broadcasts both EAB and ACDC parameters, UEs execute EAB and ignore ACDC parameters. It means both Rel-13 UEs and legacy UEs always execute EAB only.

Advantage of Option 2: Easily achieve fairness between Rel-13 and legacy UEs, since they execute the same barring mechanism.

Disadvantage of Option 2: Application-specific access control cannot be achieved. In an overloading network, it is reasonable to prevent new access attempts from some heavy bandwidth consumption apps rather than all the apps in some particular UEs. However, Option 2 simply prevents access attempts of all the apps for EAB UEs, while other UEs might launch apps which occupy lots of resources.
Option 3：Executing both EAB and ACDC

If the serving network broadcasts EAB barring information, the EAB-capable UE will check the EAB parameters. If the EAB parameters indicate that this UE should be barred, the UE execute EAB bar. If the EAB parameters indicate that the UE should not be barred, the UE then will execute ACDC check if it supports ACDC. 

Advantage of Option 3: Network can set different priorities for applications by ACDC and also set priorities for specific UEs by EAB. Through executing both EAB and ACDC, the network is capable of configuring both UE specific and application specific priorities for access control.
Disadvantage of Option 3: the ACDC is executed only by Rel-13 and afterward UEs. The legacy UEs execute EAB only, while the Rel-13 UEs need to execute both EAB and ACDC. The double check may increase the barring probability for Rel-13 UEs, which might result in unfairness for the Rel-13 and afterward UEs.
From the discussion above, we think Option 1 seems sufficient and 1 is also easier and more fairness and hence more reasonable than other Options.

Proposal 1: In case the network broadcasts both ACDC and EAB, ACDC overrides EAB for Rel-13 and afterward UEs.
2.2
ACDC coexists with SSAC
SSAC is a dedicated access control for IMS requests for mobile originating session, while ACDC is an access control mechanism for operator-identified applications. Simultaneously utilizing SSAC and ACDC may cause the double check unfairness. In order to solve this problem, we propose an ACDC and SSAC coexisting method, as shown in the below Table 2.4. 
Table 2.4 ACDC coexists with SSAC
	
	receive IMS request
	receive non-IMS request
	UE SSAC capable
	UE ACDC capable
	SSAC is broadcasted
	ACDC is broadcasted
	UE action

	#1
	√
	×
	√
	—
	√
	—
	SSAC

	#2
	√
	×
	×
	√
	—
	√
	ACDC (map IMS to ACDC Cat)

	
	
	
	—
	
	×
	
	

	#3
	×
	√
	—
	√
	—
	√
	ACDC

	#4
	—
	—
	×
	×
	—
	—
	ACB or EAB

	
	
	
	—
	—
	×
	×
	

	NOTE:   √ denotes YES;  × denotes NO;  — denotes YES or NO


As shown in the Table 2.4, for #1, if UE’s NAS layer receives IMS service request and if the UE is capable of SSAC and if the SSAC parameter is broadcast in the serving cell, UE executes SSAC for the IMS service and ignores other access control mechanisms including ACDC, ACB and EAB. This means that if serving network broadcasts both SSAC and ACDC parameters, SSAC and ACDC capable UEs execute SSAC for IMS service and execute ACDC for other services and apps.
This method can avoid double check problem when both ACDC and SSAC are applicable for the UE. And the Rel-13 UEs and legacy UEs can easily achieve fairness for IMS services.
Proposal 2: If the network broadcasts SSAC parameters, SSAC capable UEs immunize IMS services from other access control mechanisms.
As shown in the Table 2.4, for #2, if UE’s NAS layer receives IMS service request and if the UE is capable of ACDC and if the ACDC parameter is broadcasted in the serving network and if the UE is not capable of SSAC or if the SSAC parameter is not broadcasted in the serving network, UE’s NAS layer maps IMS service into one of the ACDC category and passes down the category to RRC layer to execute ACDC.
Without this method, SSAC capable UEs do execute SSAC for IMS services while non-SSAC capable UEs don’t. This may cause different success probabilities when launching IMS services. In order to meet similar success probabilities for the same IMS service for both SSAC capable UEs and non-SSAC capable UEs, a reasonable solution for non-SSAC capable UEs is to map IMS to an ACDC category and execute ACDC for IMS services. The network is proposed to set equal barring rate for the corresponding ACDC category and SSAC.
Proposal 3: If SSAC is absent and ACDC is available, NAS layer maps IMS to one of the ACDC category.
As shown in Table 2.4, for #3, if ACDC is broadcasted in the network and UE is capable of ACDC, UE should execute ACDC for apps and services other than IMS. In the Table 2.4, the #4 shows if neither SSAC nor ACDC is available, UE will execute ACB or EAB. These are in line with RAN2 previous understanding.
3
Conclusions
In this paper, we have discussed the applicability of ACDC in conjunction with EAB and SSAC. And we also propose to introduce a NAS notification signal for ACDC barring. We propose the following proposals:

Proposal 1: In case the network broadcasts both ACDC and EAB, ACDC overrides legacy EAB for Rel-13 and afterward UEs.

Proposal 2: If the network broadcasts SSAC parameters, SSAC capable UEs immunize IMS services from other access control mechanisms.

Proposal 3: If SSAC is absent and ACDC is available, NAS layer maps IMS to one of the ACDC category.
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