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1
Introduction
In RAN meeting #69, the new work item on LTE-WLAN RAN level integration supporting legacy WLAN was agreed in [1]. The objectives of this work item are to define a RAN based LTE-WLAN aggregation solution at a bearer level which supports legacy WLAN deployments without any need for modifications to the deployed WLAN nodes. Different from the current LWA solution in Rel-13, the new RAN based LTE-WLAN aggregation solution in this work item is based on IPsec tunnelling above PDCP protocol layer (i.e. PDCP SDU) between eNB and UE over WLAN. 
In this contribution, we mainly analyse the standard impact of this IPsec tunnelling based solution, and further discuss in the following aspects:

1. What problems should be resolved in IPsec tunnelling based solution?

2. Among these problems, which can be resolved by the current LWA solution and which can’t?

3.  If not, what’s the new solution?
2
Discussion
As described in [1], it clears that WLAN network selection and measurement can reuse the solutions which already provided or expected to be provided by Rel-13 LTE-WLAN radio level integration and interworking enhancement WI. In addition, the following problems should also need to be clarified in IPsec tunnelling based solution. 
2.1 IPsec tunnelling establishment
In IPsec tunnelling based solution, an IPsec tunnelling above PDCP protocol layer (i.e. PDCP SDU) should be established between UE and eNB over WLAN. In this case, UE and eNB should know the IP address of each other. 
As shown in figure 1, eNB can send its IP address to UE via RRC signalling firstly. For example, when eNB decides to trigger the LWA operation for UE, it can send its IP address to UE via RRCConnectionReconfiguration in step 7.
Observation 1: eNB can send its IP address to UE via RRC signalling.
Secondly, similar the solution in Rel-12 IWK using S2b, eNB can know UE WLAN IP address by the first UL IP packet from UE over WLAN, and then eNB can communicate with UE by using UE WLAN IP address. That is to say, before UE initiates the setup of an IPsec tunnel with eNB over WLAN it configures an IP address from WLAN network. Then UE uses this IP address and eNB IP address to start IKEv2 tunnel establishment procedure with eNB. During this procedure, eNB can know the UE WLAN IP address based on the first UL IP packet.  
Observation 2: eNB can know UE WLAN IP address by the first UL IP packet from UE over WLAN.
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Figure 1 IPsec tunneling establishment procedure beween UE and eNB over WLAN
After the completion of IKEv2 tunnel establishment procedure, one per UE IPsec tunnelling is established between UE and eNB over WLAN. 
Observation 3: The IPsec tunnelling established between UE and eNB over WLAN is per UE.

In fact, IPsec tunnelling is an IP-in-IP solution. For the outer IP header, UE uses the IP address configured from WLAN network to route data between UE and eNB over WLAN. For the inner IP header, UE uses the IP address assigned by PGW to communicate with the peer. 
Observation 4: For IPsec tunnelling solution, UE is configured two IP address. The IP address configured from WLAN network is used as the outer IP header, and the IP address assigned by PGW is used as the inner IP header.

Proposal 1: RAN2 agrees the figure 1 as the baseline of the IPsec tunnelling establishment procedure between UE and eNB over WLAN. 
2.2 UP between eNB and WT
In Rel-13 LWA, a DC-like UP interface (GTP-U) between the eNB and the WT was defined. The split data PDCP PDU can be transferred over this GTP tunnel between eNB and WT.

However, in IPsec tunnelling based solution, UE needs to establish an IPsec tunnel with eNB directly, WT can route the data to UE/eNB correctly based on the destination IP address in the outer IP header. So in this case, the GTP tunnel between eNB and WT may be unnecessary. As shown in figure 1, the step 6 is optional.
Proposal 2: GTP tunnel between eNB and WT is optional in IPsec tunnelling based solution.

2.3 CP between eNB and WT
Based on the offline email discussion, the parameters exchanged from WT to eNB for Rel-13 LWA are summarized by RAN3. As described in [3], these parameters are divided into two categories. One is static and semi-static parameters, including WLAN identifiers (BSSIDs, SSIDs, HESSIDs), and WLAN band information. The other is dynamic parameters, including BSS load, etc. 
In IPsec tunnelling based solution, in order to help eNB to make LWA decision, eNB also needs to know the BSS load information from WT. In addition, in order to help eNB to route the data to UE through the right WT, eNB also needs to know the WLAN related information from WT. In this case, the parameters exchanged from WT to eNB for Rel-13 LWA can be reused for IPsec tunnelling based solution. 

Proposal 3: The CP mechanism defined for Rel-13 LWA can be reused for IPsec tunnelling based solution.

2.4 PDCP reordering
In Rel-13, LTE-WLAN aggregation is based on PDCP layer, and the PDCP reordering should be supported by UE only for 3C mode. 

However, as described in [1], in IPsec tunnelling based solution, the split data from eNB to UE over WLAN is not handled by PDCP layer. Therefore, in this case, the PDCP reordering function is no needed in UE.
Proposal 4: No PDCP reordering is needed in IPsec tunnelling based solution.

2.5 Bearer mapping
In Rel-13, LTE-WLAN aggregation supports multiple bearer transmission per UE via WLAN. In order to help the receiver to differentiate the PDCP PDUs which belong to different bearers, a bearer ID is added by the eNB in a separate header, which was agreed by RAN2 in [2].
However, as described above, in IPsec tunnelling based solution, the IPsec tunnelling between UE and eNB over WLAN is above PDCP layer, so the data received by the receiver from the IPsec tunnelling is an IPsec packet. In this case, the receiver is no need to differentiate which bearer this IPsec packet belongs to.  

In addition, take the downlink for example, different payloads in 802.11 MAC frame will lead to different operations in the receiver. If the destination IP address in the outer IP header is the eNB IP address, so UE knows the payload in 802.11 MAC frame is the IPsec packet, and then deliver it to IPsec layer to handle. Otherwise, UE think the payload in 802.11 MAC frame is a normal IP packet, and then deliver it to application layer to handle. Generally, the operations mentioned above belong to implementation, and no need to be standardized.
Proposal 5: Bearer mapping operation in Rel-13 LWA is no needed in IPsec tunnelling based solution.
2.6 QoS mapping
In Rel-13 LWA, the mapping between WLAN QoS and LTE QoS is needed, but how to perform the QoS mapping is still FFS. 
As described above, in IPsec tunnelling based solution, the IPsec tunnelling between UE and eNB over WLAN is per UE not per bearer. Similar to the solution in Rel-12 IWK using S2b, the QoS mapping can be performed by WLAN based on the DSCP value in IPsec header. 

Proposal 6: The same solution in Rel-12 IWK using S2b can be reused to the QoS mapping operation in IPsec tunnelling based solution. 
2.7 Flow control

In RAN2 #89bis meeting, some agreements on flow control for Rel-13 LWA were achieved. For 3C mode, flow control is necessary for the eNB to determine the amount of data to route towards the WLN. For 2C mode, at least feedback is needed for the eNB to avoid that more than half the PDCP sequence number space is brought in flight. Only the feedback is provided by WT, the flow control is needed. 
As described in [1], in IPsec tunnelling based solution, the split data from eNB to UE over WLAN is not handled by PDCP layer, so the problem to avoid more than half the PDCP sequence number space in flight is not existed. Similar to 2C mode in Rel-13 LWA, since WLAN is no need to feedback the PDCP sequence number to eNB, the flow control between eNB and WT is also no needed in IPsec tunnelling based solution.

Proposal 7: The flow control between eNB and WT is no needed in IPsec tunnelling based solution.
3
Conclusion
This paper discusses and analyses the standard impact of this IPsec tunnelling based solution in details. Based on the above analysis, we have following proposals and observation:

Observation 1: eNB can send its IP address to UE via RRC signalling.
Observation 2: eNB can know UE WLAN IP address by the first UL IP packet from UE over WLAN.

Observation 3: The IPsec tunnelling established between UE and eNB over WLAN is per UE.

Observation 4: For IPsec tunnelling solution, UE is configured two IP address. The IP address configured from WLAN network is used as the outer IP header, and the IP address assigned by PGW is used as the inner IP header.

Proposal 1: RAN2 agrees the figure 1 as the baseline of the IPsec tunnelling establishment procedure between UE and eNB over WLAN. 

Proposal 2: GTP tunnel between eNB and WT is optional in IPsec tunnelling based solution.
Proposal 3: The CP mechanism defined for Rel-13 LWA can be reused for IPsec tunnelling based solution.
Proposal 4: No PDCP reordering is needed in IPsec tunnelling based solution.

Proposal 5: Bearer mapping operation in Rel-13 LWA is no needed in IPsec tunnelling based solution.

Proposal 6: The same solution in Rel-12 IWK using S2b can be reused to the QoS mapping operation in IPsec tunnelling based solution. 
Proposal 7: The flow control between eNB and WT is no needed in IPsec tunnelling based solution.
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