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1. Introduction
The UE receiving LWA PDCP packets on WLAN needs to differentiate between PDCP and other packets. It is preferred to use a methodology reliably working on existing WLAN deployments without a need to upgrade WLAN entities. Per WID [1], the LWA should avoid any impacts on IEEE 802.11 specifications. 

During RAN2#90, different solutions using Layer 2 based identifiers like EtherType [2] or Layer 3 based identifiers like IP tunnelling [3] were proposed but no decision was made.

In this contribution we analyse different options and propose a way forward.
2. Discussion
2.1 Overview of L2 vs L3 based identifiers
The WiFi modem receiving WiFi MAC PDU from WiFi AP can individually identify PDUs comprising a PDCP packet from the L2 header of the PDU if an L2 identifier is used – filtering based on L2 attributes is already implemented in current WiFi chipsets. The WiFi modem will have to forward the packet to the application processer to determine whether a packet is a LTE PDCP packet if L3 based identifiers are used. In this case, the application processor can forward the PDCP packet to LTE modem after verifying the L3 based identifier. It is therefore expected that use of L2 based identifiers will lead to performance gains and power savings. 
Observation 1: It is expected that use of L2 based identifiers will lead to performance gains and power savings. 
L3 based identifiers also require addition of an extra IP header on top of PDCP packets making them less efficient. 
Observation 2: L3 based identifiers require addition of an extra IP header on top of PDCP packets making them less efficient.
2.2 EtherType 

EtherType was proposed by some companies as a potential L2 based identifier. Using EtherType requires IEEE to define a new type for PDCP packets transferred over WLAN in LWA. It is understood that LWA WI can’t be finalized before receiving confirmation from other standard groups (IEEE). 
Observation 3: Introducing EtherType in LWA requires involvement of other standard groups (IEEE) and the LWA WI can’t be finalized before receiving confirmation from them. 

IEEE specs do not mandate APs to support any particular EtherType. Although it is expected for existing WLAN networks to simply copy/paste the EtherType from received packets to transmitted ones, there are still chances that some APs or WLAN Controllers (WLC) drop packets if they don’t recognize the EtherType. The behaviour of WLAN with respect to unknown EtherType packets is therefore not consistent even though they are all spec compliant.
Observation 4: In some deployments, there are chances that some APs or WLCs drop packets if they don’t recognize the EtherType. The behaviour of WLAN with respect to unknown EtherType packets is therefore not consistent.

In case an existing WLAN AP or WLC drops a packet with unknown EtherType, it is possible to perform some software upgrade to fix the issue.
2.3 MAC Address as L2 based Identifier
There are many protocols such as L2TPv3, EoGRE, L2VPN, etc. that provide L2 tunnelling over IP layer. Most of these protocols are widely used in WLAN deployments and already supported by existing WLCs and APs. It is therefore possible to establish L2 connection between WT and WLAN. Having such L2 connection will provide WLAN with L2 MAC address of WT. The APs will put that MAC address in the source address (SA) field in WiFi MAC header. The UE may receive the WT MAC address directly from eNB via RRC. 
Observation 5: It is possible to establish L2 connectivity between WT and WLC, or AP to provide them with the MAC address of WT using existing L2 tunnelling protocols such as L2TPv3, EoGRE, L2VPN, etc.  

Observation 6: APs will put the MAC address of WT in the source address (SA) field in WiFi MAC header.

Observation 7: The UE can be informed about the WT MAC address by eNB via RRC message 
Observation 8: The UE can identify LWA packets received from WLAN by verifying the source MAC address
Proposal 1: RAN 2 to decide to use WT MAC address for identification of LWA packets sent over WLAN.
 
3. Summary

Based on the observations above we propose:
Proposal 1: RAN 2 to decide to use WT MAC address for identification of LWA packets sent over WLAN.
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