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1 Introduction

In R1-155014 [1], RAN1 discussed the evaluation assumptions for LTE-based V2X. For the periodic traffic in V2V services, the assumption on the message size at the physical layer was the following: “one 300-byte message followed by four 190-byte messages”. The size of the message includes the security overhead too. In addition, RAN1 agreed that the message generation periods of 100 ms and 500 ms are to be used in the evaluation. 
In this paper, we will revisit the message formats of ETSI and provide our view on the assumption on the message sizes.
2 Discussion
2.1 Message properties
Figure 1 depicts the message format defined in ETSI [5, 6]. 
	GN header
	Security header
	BTP header
	CAM message
	Security trailer


Figure 1 Message format of ETSI
To have a fair comparison with the assumption by RAN1, only the CAM message in ETSI and the security header/trailer are to be considered.
· According to [2], the maximum CAM message (generated by vehicle) size is 284 Bytes (details in Annex A), where the LF container and special vehicle container are to be included in a time-triggered way (per 500ms or larger).  

· As for the security overhead [3] on top of the CAM messages, the overhead for the digest-type security envelop is 93 Bytes (85 Bytes header/trailer + 8 Bytes digest) while the overhead for the certificate-type security envelop is 217 Bytes (85 Bytes header/trailer + 132 Bytes digest), where the selection of short (93 bytes) or long (217 bytes) overhead follows specific rules (either time or event-triggered, details in Annex B).
Combine the two triggering rules together, it is possible that the message size can be increased by the two components simultaneously, i.e., LF container / special vehicle container and full certificate based security overhead. Therefore, summing the CAM message size and security overhead, it is recommended that the assumption on the message size, according to the definition in [1], should be greater than 300 Bytes.
Observation 1 LF container / special vehicle container and full certificate based security overhead may be triggered simultaneously and thus CAM message size is increased.
Considering the effect of the optional fields of the CAM messages on the message size, SA1 input is necessary on this.

Proposal 1 Send LS to SA1 to ask the typical size range of periodic V2V messages at application level, including the potential impact of optional fields in the periodic V2V message.
Considering the security mechanism is to be confirmed by 3GPP, SA3 input is necessary on this.

Proposal 2 Send LS to SA3 to ask which is the 3GPP security overhead of periodic V2V messages, if any.

Besides the core message size and security overhead, other protocols to be applied for V2x messages further adds to the message size, and therefore is to be defined, including

· L2 headers: like the layer of MAC, RLC, PDCP, to be studied in RAN2 [4].
· Above L2: like the transport layer headers (e.g. IP/UDP/RTP) or other headers typically included in the DSRC/WAVE/G5 stack such as WSMP as described in IEEE1609.3. This should be investigated by SA2.
Proposal 3 Send LS to SA2 to ask which is the typical size range of transport level overhead, if any, for periodic V2V messages.
2.2 Message periodicity
For ETSI, the CAM message (from vehicles) is generated according to the following rules [2]:

· Maximum time interval between CAM generations is 1s;

· Minimum time interval between CAM generations is 0.1s. These rules are checked latest every 100 ms;

· Generate CAM when absolute difference between current heading (towards North) and last CAM heading > 4 degree;

· Generate CAM when distance between current position and last CAM position > 5m;

· Generate CAM when absolute difference between current speed and last CAM speed > 1m/s;

· The generation rules are checked every 100ms.
Besides, the ITS application can increase the CAM generation frequency (yet still smaller than 10Hz).

Observation 2 CAM message is generated per second as the minimum frequency, which can be increased to 10Hz as the maximum value, due to reasons like position change, speed change and direction change.

As stated in section 2.1, the message periodicity is coupled with the triggering rules for each field in the message (LF container, special vehicle container) and security header (digest, full certificate), where SA WGs input is needed.
Proposal 4 Send LS to SA1 to ask which is the typical periodicity range of periodic V2V messages.
3 Conclusion
In section 2 we made the following observations:
Observation 1
LF container / special vehicle container and full certificate based security overhead may be triggered simultaneously and thus CAM message size is increased.
Observation 2
CAM message is generated per second as the minimum frequency, which can be increased to 10Hz as the maximum value, due to reasons like position change, speed change and direction change.


Based on the discussion in section 2 we propose the following:
Proposal 1
Send LS to SA1 to ask the typical size range of periodic V2V messages at application level, including the potential impact of optional fields in the periodic V2V message.
Proposal 2
Send LS to SA3 to ask which is the 3GPP security overhead of periodic V2V messages, if any.
Proposal 3
Send LS to SA2 to ask which is the typical size range of transport level overhead, if any, for periodic V2V messages.
Proposal 4
Send LS to SA1 to ask which is the typical periodicity range of periodic V2V messages.
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Annex A: CAM message size
For CAM message, the payload of each part is summarized as following table [2].

Table 1 CAM message size

	Field
	Type
	Size 
	Description

	ITS PDU Header
	Mandatory
	48 bits
	 

	GenerationDeltaTime
	Mandatory
	16 bits
	 

	BasicContainer
	Mandatory
	132 bits
	 

	High-Frequency (HF) Container
	Mandatory, Optional
	282 bits
	where 154 bits of optional field is also considered

	Low-Frequency (LF) Container
	Optional
	1606 bits
	PathHistory consist of up to 23 elements, where each element occupy 69 bits

	Special Vehicle Container
	Optional
	179 bits
	The max. size bits may be reached when using Public Transport Container, with min. size of 6 bit reached when using RescureContainer.

	Total (max)
	 
	284 bytes
	Extra bits as ASN.1 encoding overhead.


LF Container is transmitted every 500 ms (or larger):

The low frequency container shall be included in the first CAM generation, i.e., the CA basic service activation. After that the low frequency container of CAM shall be included if time elapsed since the generation of the last CAM with the low frequency container generation is equal to or greater than 500 ms. (Section 6.1.3 [2]) 
For special vehicle, Special Vehicle Container is transmitted every 500 ms (mandatory for special vehicle): 

For special vehicles, the special-vehicle container shall also be included in the first CAM generation. After that, a special vehicle container shall be included if the time elapsed since the generation of the last CAM with a special vehicle container is equal to or greater than 500 ms. (Section 6.1.3 [2]).
Annex B: Security trigger rules
The including of full certificate in the security overhead can be either time-triggered (per 1 second) or event-triggered (due to a CAM from a previously unknown certificate, or a CAM whose security header includes a HeaderField of type request_unrecognized_certificate) [3].

· In the normal case, the signer_info field of type certificate_digest_with_sha256 shall be included.

· Instead of including a field of type certificate_digest_with_sha256, a signer_info field of type certificate shall be included one second after the last inclusion of a field of type certificate.

· If the ITS-S receives a CAM from a previously unknown certificate, it shall include a field of type certificate immediately in its next CAM, instead of including a field of type certificate_digest_with_sha256. In this case, the timer for the next inclusion of a field of type certificate shall be restarted.

· If an ITS-S receives a CAM whose security header includes a HeaderField of type request_unrecognized_certificate, then the ITS-S shall evaluate the list of HashedId3 digests included in that field. If the ITS-S finds a HashedId3 of its own, currently used authorization ticket and not of the authorization authority in that list, it shall include a signer_info field of type certificate immediately in its next CAM, instead of including a signer_info field of type certificate_digest_with_sha256. If the ITS-S finds a HashedId3 of its own, currently used authorization authority in that list, it shall include a signer_info field of type certificate_chain containing the currently used authorization ticket and authorization authority certificate immediately in its next CAM, instead of including a signer_info field of type certificate_digest_with_sha256.
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