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1	Introduction
During the RAN2#109bis-e meeting and the email discussion [Post109e][035] about RRC open issues, some companies argued that allowing IAB node configuration without DRB has a significant impact on the RRC specifications in terms of changes to be made. Further, it was also claimed that not configuring a DRB could have impacts in CT and SA specs. However, in our understanding, none of these are justified arguments. 
This contribution illustrates two alternative options for how to introduce the changes with minimum impact on the RRC specifications.
[bookmark: _Ref178064866]2	Discussion
The DRB is an end-to-end service between the UE and the RAN. When IABs are used to reach the UE, this service is built on the connections different IABs establish between each other and the donor DU/CU. These connections are BH Channels. While an IAB is formed of two parts IAB-DU and IAB-MT, an IAB is a network node customized for and controlled by the operator. When the UE connects to the network, the network must set-up a DRB. This is a requirement on the network. This requirement to establish a DRB between the NW and the UE is kept even if a UE is connected through IAB nodes. The question here is, however, if the network must establish at least one DRB towards an IAB-MT i.e. towards a network node. 
It has extensively discussed the need of a DRB for IAB-MTs in RAN3. An IAB may need to connect to OAM. This can be done through different mechanisms. RAN3 has agreed that using a DRB to connect to OAM is optional. Indeed, BH channels are of mandatory support for IABs and BH bearers can also be used to connect to OAM. Regardless of the IAB-MT support, the network should be free to choose the method to connect to OAM via either BH bearers or DRBs. 
From an RRC point of view, there are no reasons to establish a DRB for an IAB-MT unless it is used to connect to OAM and, since DRBs are optional to connect to OAM, an RRC connection should not require setting up DRBs. It should be up to the NW implementation to decide how to connect to OAM.

We did not find any impact or references in the CT or SA specs which forces a network to establish DRBs. 
[bookmark: _Toc40860711]Regardless if a IAB-MT optionally or mandatorily supports DRBs, it is up to the NW to set up or not set-up the DRB. 
[bookmark: _Toc40860712]From an RRC point of view, there are no reasons to establish a DRB for an IAB-MT unless it is used to connect to OAM and, since DRBs are optional to connect to OAM, the NW should not be mandated to set up DRBs.

The second concern, the impact on the specifications, is very limited. Two options are provided for how to introduce the changes required in the specifications for IAB configuration without DRB. Option 1 presents a solution that has the least impact on the RRC specifications. Option 2 presents a solution that introduces minimal changes in all parts/sections of the specifications that are affected. In any case, either solution introduces minimal changes, and in our view, the argument of “not agreeing because it introduces changes in the specs” is not a valid argument, since introducing changes in the specs are the essence of new features and new releases.
[bookmark: _Toc40860713]There are no major specs impacts to introduce that the network is not forced to configure a DRB for IAB node(s).
Option 1 – Minimal changes
[bookmark: _Toc20425678][bookmark: _Toc29321074][bookmark: _Toc36756666][bookmark: _Toc36836207][bookmark: _Toc36843184][bookmark: _Toc37067473]5.3.1.1	RRC connection control
RRC connection establishment involves the establishment of SRB1. The network completes RRC connection establishment prior to completing the establishment of the NG connection, i.e. prior to receiving the UE context information from the 5GC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the network may configure the UE to perform measurement reporting, but the UE only sends the corresponding measurement reports after successful AS security activation. However, the UE only accepts a re-configuration with sync message when AS security has been activated.
Upon receiving the UE context from the 5GC, the RAN activates AS security (both ciphering and integrity protection) using the initial AS security activation procedure. The RRC messages to activate AS security (command and successful response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate AS security is not ciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs) are both integrity protected and ciphered. After having initiated the initial AS security activation procedure, the network may initiate the establishment of SRB2 and DRBs, i.e. the network may do this prior to receiving the confirmation of the initial AS security activation from the UE. In any case, the network will apply both ciphering and integrity protection for the RRC reconfiguration messages used to establish SRB2 and DRBs. The network should release the RRC connection if the initial AS security activation and/ or the radio bearer establishment fails. A configuration with SRB2 without DRB or with DRB without SRB2 is not supported (i.e., SRB2 and at least one DRB must be configured in the same RRC Reconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB, a configuration with SRB2 without DRB is supported.
NOTE:	The different RRC procedures which require SRB2 and at least one DRB to be setup for a UE, only require SRB2 to be setup for an IAB.

The release of the RRC connection normally is initiated by the network. The procedure may be used to re-direct the UE to an NR frequency or an E-UTRA carrier frequency.

Option 2 – Changes in affected section

5.3.1.1	RRC connection control
RRC connection establishment involves the establishment of SRB1. The network completes RRC connection establishment prior to completing the establishment of the NG connection, i.e. prior to receiving the UE context information from the 5GC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the network may configure the UE to perform measurement reporting, but the UE only sends the corresponding measurement reports after successful AS security activation. However, the UE only accepts a re-configuration with sync message when AS security has been activated.
Upon receiving the UE context from the 5GC, the RAN activates AS security (both ciphering and integrity protection) using the initial AS security activation procedure. The RRC messages to activate AS security (command and successful response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate AS security is not ciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs) are both integrity protected and ciphered. After having initiated the initial AS security activation procedure, the network may initiate the establishment of SRB2 and DRBs, i.e. the network may do this prior to receiving the confirmation of the initial AS security activation from the UE. In any case, the network will apply both ciphering and integrity protection for the RRC reconfiguration messages used to establish SRB2 and DRBs. The network should release the RRC connection if the initial AS security activation and/ or the radio bearer establishment fails. A configuration with SRB2 without DRB or with DRB without SRB2 is not supported (i.e., SRB2 and at least one DRB must be configured in the same RRC Reconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB, a configuration with SRB2 without DRB is supported.
The release of the RRC connection normally is initiated by the network. The procedure may be used to re-direct the UE to an NR frequency or an E-UTRA carrier frequency.

 ---- next change ---
[bookmark: _Toc37067495][bookmark: _Toc36843206][bookmark: _Toc36836229][bookmark: _Toc36756688][bookmark: _Toc29321095][bookmark: _Toc20425699]5.3.5.2	Initiation
The Network may initiate the RRC reconfiguration procedure to a UE in RRC_CONNECTED. The Network applies the procedure as follows:
-	the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is performed only when AS security has been activated;
-	the addition of Secondary Cell Group and SCells is performed only when AS security has been activated;
-	the reconfigurationWithSync is included in secondaryCellGroup only when at least one RLC bearer is setup in SCG;
-	the reconfigurationWithSync is included in masterCellGroup only when AS security has been activated, and SRB2 with at least one DRB or, for IAB, SRB2, are setup and not suspended;
-	the conditionalReconfiguration is included only when AS security has been activated, and SRB2 with at least one DRB or, for IAB, SRB2, are setup and not suspended.

---- next change ---

[bookmark: _Toc37067519][bookmark: _Toc36843230][bookmark: _Toc36836253][bookmark: _Toc36756712][bookmark: _Toc29321117][bookmark: _Toc20425721]5.3.5.8.2	Inability to comply with RRCReconfiguration
The UE shall:
1>	if the UE is in (NG)EN-DC:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if MCG transmission is not suspended:
4>	initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
3>	else:
4>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends;
2>	else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB1;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends.
1>	else if RRCReconfiguration is received via NR (i.e., NR standalone, NE-DC, or NR-DC):
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
NOTE 0:	This case does not apply in NE-DC.
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if MCG transmission is not suspended:
4>	initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
3>	else:
4>	initiate the connection re-establishment procedure as specified in clause 5.3.7, upon which the connection reconfiguration procedure ends;
2>	else if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over the SRB1 or if the upper layers indicate that the nas-Container is invalid:
NOTE 0a:	The compliance also covers the SCG configuration carried within octet strings e.g. field mrdc-SecondaryCellGroupConfig. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded SCG configuration or with the combination of (parts of) the MCG and SCG configurations.
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB or, for IAB, SRB2, have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
2>	if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message or if the upper layers indicate that the nas-Container is invalid:
3>	perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in clause 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.
[bookmark: _Hlk34294223]NOTE 3:	It is up to UE implementation whether the compliance check for an RRCReconfiguration received as part of ConditionalReconfiguration is performed upon the reception of the message or upon CHO and CPC execution (when the message is required to be applied).

---- next change ---

[bookmark: _Toc37067536][bookmark: _Toc36843247][bookmark: _Toc36836270][bookmark: _Toc36756729][bookmark: _Toc29321126][bookmark: _Toc20425730]5.3.7	RRC connection re-establishment
[bookmark: _Toc37067537][bookmark: _Toc36843248][bookmark: _Toc36836271][bookmark: _Toc36756730][bookmark: _Toc29321127][bookmark: _Toc20425731]5.3.7.1	General

	
Figure 5.3.7.1-1: RRC connection re-establishment, successful
	


Figure 5.3.7.1-2: RRC re-establishment, fallback to RRC establishment, successful
The purpose of this procedure is to re-establish the RRC connection. A UE in RRC_CONNECTED, for which AS security has been activated with SRB2 and at least one DRB setup or, for IAB, SRB2, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds if the network is able to find and verify a valid UE context or, if the UE context cannot be retrieved, and the network responds with an RRCSetup according to clause 5.3.3.4.
The network applies the procedure e.g as follows:
-	When AS security has been activated and the network retrieves or verifies the UE context:
-	to re-activate AS security without changing algorithms;
-	to re-establish and resume the SRB1;
-	When UE is re-establishing an RRC connection, and the network is not able to retrieve or verify the UE context:
-	to discard the stored AS Context and release all RBs;
-	to fallback to establish a new RRC connection.
[bookmark: _MON_1267947476][bookmark: _MON_1289914521][bookmark: _MON_1267947623][bookmark: _MON_1289914522]If AS security has not been activated, the UE shall not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'other'. If AS security has been activated, but SRB2 and at least one DRB or, for IAB, SRB2,  are not setup, the UE does not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'RRC connection failure'.

---- next change ---

[bookmark: _Toc37067545][bookmark: _Toc36843256][bookmark: _Toc36836279][bookmark: _Toc36756738][bookmark: _Toc29321135][bookmark: _Toc20425739]5.3.8	RRC connection release
[bookmark: _Toc37067546][bookmark: _Toc36843257][bookmark: _Toc36836280][bookmark: _Toc36756739][bookmark: _Toc29321136][bookmark: _Toc20425740]5.3.8.1	General


Figure 5.3.8.1-1: RRC connection release, successful
The purpose of this procedure is:
-	to release the RRC connection, which includes the release of the established radio bearers as well as all radio resources; or
-	to suspend the RRC connection only if SRB2 and at least one DRB or, for IAB, SRB2,  are setup, which includes the suspension of the established radio bearers.
[bookmark: _1267948855][bookmark: _1289914524][bookmark: _1582530302][bookmark: _1582606777][bookmark: _Toc20425741][bookmark: _Toc29321137][bookmark: _Toc36756740][bookmark: _Toc36836281][bookmark: _Toc36843258][bookmark: _Toc37067547]5.3.8.2	Initiation
The network initiates the RRC connection release procedure to transit a UE in RRC_CONNECTED to RRC_IDLE; or to transit a UE in RRC_CONNECTED to RRC_INACTIVE only if SRB2 and at least one DRB or, for IAB, SRB2,  is setup in RRC_CONNECTED; or to transit a UE in RRC_INACTIVE back to RRC_INACTIVE when the UE tries to resume; or to transit a UE in RRC_INACTIVE to RRC_IDLE when the UE tries to resume. The procedure can also be used to release and redirect a UE to another frequency.

---- next change ---

[bookmark: _Toc37067557][bookmark: _Toc36843268][bookmark: _Toc36836291][bookmark: _Toc36756750][bookmark: _Toc29321147][bookmark: _Toc20425751]5.3.10.3	Detection of radio link failure
The UE shall:
1>	if dapsConfig is configured for any DRB:
2>	upon T310 expiry in source; or
2>	upon random access problem indication from source MCG MAC; or
2>	upon indication from source MCG RLC that the maximum number of retransmissions has been reached:
3>	consider radio link failure to be detected for the source MCG i.e. source RLF;
4>	suspend all DRBs in the source;
4>	release the source connection.
1>	else:
2>	upon T310 expiry in PCell; or
2>	upon T312 expiry in PCell; or
2>	upon random access problem indication from MCG MAC while neither T300, T301, T304, T311 nor T319 are running; or
2>	upon indication from MCG RLC that the maximum number of retransmissions has been reached; or
2>	if connected as an IAB-node, upon BH RLF indication received on BAP entity from the MCG; or
2>	upon indication of consistent uplink LBT failures from MCG MAC:
3>	if the indication is from MCG RLC and CA duplication is configured and activated, and for the corresponding logical channel allowedServingCells only includes SCell(s):
4>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
3>	else:
4>	consider radio link failure to be detected for the MCG i.e. RLF;
4>	discard any segments of segmented RRC messages received;
4>	store the following radio link failure information in the VarRLF-Report by setting its fields as follows:
5>	clear the information included in VarRLF-Report, if any;
5>	set the plmn-IdentityList to include the list of EPLMNs stored by the UE (i.e. includes the RPLMN);
5>	set the measResultLastServCell to include the RSRP, RSRQ and the available SINR, of the source PCell based on the available SSB and CSI-RS measurements collected up to the moment the UE detected radio link failure;
5>	set the ssbRLMConfigBitmap and/or csi-rsRLMConfigBitmap in measResultLastServCell to include the radio link monitoring configuration of the source PCell;
5>	for each of the configured NR frequencies in which measurements are available:
6>	if the SS/PBCH block-based measurement quantities are available:
7>	set the measResultListNR in measResultNeighCells to include all the available measurement quantities of the best measured cells, other than the source PCell, ordered such that the cell with highest SS/PBCH block RSRP is listed first if SS/PBCH block RSRP measurement results are available, otherwise the cell with highest SS/PBCH block RSRQ is listed first if SS/PBCH block RSRQ measurement results are available, otherwise the cell with highest SS/PBCH block SINR is listed first, based on the available SS/PBCH block based measurements collected up to the moment the UE detected radio link failure;
8>	for each neighbour cell included, include the optional fields that are available;
6>	if the CSI-RS based measurement quantities are available:
7>	set the measResultListNR in measResultNeighCells to include all the available measurement quantities of the best measured cells, other than the source PCell, ordered such that the cell with highest CSI-RS RSRP is listed first if CSI-RS RSRP measurement results are available, otherwise the cell with highest CSI-RS RSRQ is listed first if CSI-RS RSRQ measurement results are available, otherwise the cell with highest CSI-RS SINR is listed first, based on the available CSI-RS based measurements collected up to the moment the UE detected radio link failure;
8>	for each neighbour cell included, include the optional fields that are available;
5>	for each of the configured EUTRA frequencies in which measurements are available:
6>	set the measResultListEUTRA in measResultNeighCells to include the best measured cells ordered such that the cell with highest RSRP is listed first if RSRP measurement results are available, otherwise the cell with highest RSRQ is listed first, and based on measurements collected up to the moment the UE detected radio link failure;
NOTE:	The measured quantities are filtered by the L3 filter as configured in the mobility measurement configuration. The measurements are based on the time domain measurement resource restriction, if configured. Blacklisted cells are not required to be reported.
5>	if detailed location information is available, set the content of locationInfo as follows:
6>	if available, set the commonLocationInfo to include the detailed location information;
6>	if available, set the bt-LocationInfo in locationInfo to include the Bluetooth measurement results, in order of decreasing RSSI for Bluetooth beacons;
6>	if available, set the wlan-LocationInfo in locationInfo to include the WLAN measurement results, in order of decreasing RSSI for WLAN APs;
6>	if available, set the sensor-LocationInfo in locationInfo to include the sensor measurement results;
5>	set the failedPCellId to the global cell identity and the tracking area code, if available, and otherwise to the physical cell identity and carrier frequency of the PCell where radio link failure is detected;
5>	if an RRCReconfiguration message including the reconfigurationWithSync was received before the connection failure:
6>	if the last RRCReconfiguration message including the reconfigurationWithSync concerned an intra NR handover:
[bookmark: _Hlk34403629]7>	include the previousPCellId and set it to the global cell identity and the tracking area code of the PCell where the last RRCReconfiguration message including reconfigurationWithSync was received;
7>	set the timeConnFailure to the elapsed time since reception of the last RRCReconfiguration message including the reconfigurationWithSync;
5>	set the connectionFailureType to rlf;
5>	set the c-RNTI to the C-RNTI used in the PCell;
5>	set the rlf-Cause to the trigger for detecting radio link failure;
5>	if the rlf-Cause is set to randomAccessProblem or beamFailureRecoveryFailure:
6>	set the absoluteFrequencyPointA to indicate the absolute frequency of the reference resource block associated to the random-access resources;
6>	set the locationAndBandwidth and subcarrierSpacing associated to the UL BWP of the random-access resources;
6>	set the msg1-FrequencyStart, msg1-FDM and msg1-SubcarrierSpacing associated to the random-access resources;
6>	set the parameters associated to individual random-access attempt in the chronological order of attmepts in the perRAInfoList as follows:
7>	if the random-access resource used is associated to a SS/PBCH block, set the associated random-access parameters for the successive random-access attempts associated to the same SS/PBCH block for one or more radom-access attempts as follows:
8>	set the ssb-Index to include the SS/PBCH block index associated to the used random-access resource;
8>	set the numberOfPreamblesSentOnSSB to indicate the number of successive random access attempts associated to the SS/PBCH block; 
8>	for each random-access attempt performed on the random-access resource, include the following parameters in the chronological order of the random-access attempt:
9>	if contention resolution was not successful as specified in TS 38.321 [6] for the transmitted preamble:
10>	set the contentionDetected to true;
9>	else:
10>	set the contentionDetected to false;
9>	if the SS/PBCH block RSRP of the SS/PBCH block corresponding to the random-access resource used in the random-access attempt is above rsrp-ThresholdSSB:
10>	set the dlRSRPAboveThreshold to true;
9>	else:
10>	set the dlRSRPAboveThreshold to false;
7>	else if the random-access resource used is associated to a CSI-RS, set the associated random-access parameters for the successive random-access attempts associated to the same CSI-RS for one or more radom-access attempts as follows:
8>	set the csi-RS-Index to include the CSI-RS index associated to the used random-access resource;
8>	set the numberOfPreamblesSentOnCSI-RS to indicate the number of successive random-access attempts associated to the CSI-RS; 
8>	for each random-access attempt performed on the random-access resource, include the following parameters in the chronological order of the random-access attempt:
9>	if contention resolution was not successful as specified in TS 38.321 [6] for the transmitted preamble:
10>	set the contentionDetected to true;
9>	else:
10>	set the contentionDetected to false;
9>	if the CSI-RS RSRP of the CSI-RS corresponding to the random-access resource used in the random-access attempt is above rsrp-ThresholdCSI-RS:
10>	set the dlRSRPAboveThreshold to true;
9>	else:
10>	set the dlRSRPAboveThreshold to false;
4>	if AS security has not been activated:
5>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other';-
4>	else if AS security has been activated but SRB2 and at least one DRB or, for IAB, SRB2,  have not been setup:
5>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
Editor's note: FFS if the check for SRB2 activation and the setup of one DRB is applicable to IAB nodes.
4>	else:
5>	if T316 is configured; and
5>	if SCG transmission is not suspended; and 
5>	if PSCell change is not ongoing (i.e. timer T304 for the NR PSCell is not running in case of NR-DC or timer T307 of the E-UTRA PSCell is not running as specified in TS 36.331 [10], clause 5.3.10.10, in NE-DC):
6>	initiate the MCG failure information procedure as specified in 5.7.3b to report MCG radio link failure.
5>	else:
6>	initiate the connection re-establishment procedure as specified in 5.3.7.
The UE may discard the radio link failure information, i.e. release the UE variable VarRLF-Report, 48 hours after the radio link failure is detected.
The UE shall:
1>	upon T310 expiry in PSCell; or
1>	upon T312 expiry in PSCell; or
1>	upon random access problem indication from SCG MAC; or
1>	upon indication from SCG RLC that the maximum number of retransmissions has been reached; or
1>	if connected as an IAB-node, upon BH RLF failure indication received on BAP entity from the SCG;
1>	upon indication of consistent uplink LBT failures from SCG MAC:
2>	if the indication is from SCG RLC and CA duplication is configured and activated; and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else if MCG transmission is not suspended:
3>	consider radio link failure to be detected for the SCG, i.e. SCG RLF;
3>	initiate the SCG failure information procedure as specified in 5.7.3 to report SCG radio link failure.
2>	else:
3>	if the UE is in NR-DC:
4>	initiate the connection re-establishment procedure as specified in 5.3.7;
3>	else (the UE is in (NG)EN-DC):
4>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7;


---- next change ---

[bookmark: _Toc37067589][bookmark: _Toc36843300][bookmark: _Toc36836323][bookmark: _Toc36756782][bookmark: _Toc29321178][bookmark: _Toc20425782]5.4.3	Mobility from NR
[bookmark: _Toc37067590][bookmark: _Toc36843301][bookmark: _Toc36836324][bookmark: _Toc36756783][bookmark: _Toc29321179][bookmark: _Toc20425783]5.4.3.1	General


Figure 5.4.3.1-1: Mobility from NR, successful


Figure 5.4.3.1-2: Mobility from NR, failure
The purpose of this procedure is to move a UE in RRC_CONNECTED to a cell using other RAT, e.g. E-UTRA, UTRA-FDD. The mobility from NR procedure covers the following type of mobility:
-	handover, i.e. the MobilityFromNRCommand message includes radio resources that have been allocated for the UE in the target cell;
[bookmark: _Toc37067591][bookmark: _Toc36843302][bookmark: _Toc36836325][bookmark: _Toc36756784][bookmark: _Toc29321180][bookmark: _Toc20425784]5.4.3.2	Initiation
The network initiates the mobility from NR procedure to a UE in RRC_CONNECTED, possibly in response to a MeasurementReport message, by sending a MobilityFromNRCommand message. The network applies the procedure as follows:
-	the procedure is initiated only when AS security has been activated, and SRB2 with at least one DRB or, for IAB, SRB2,  are setup and not suspended.

---- next change ---

[bookmark: _Toc36756878][bookmark: _Toc36836419][bookmark: _Toc36843396][bookmark: _Toc37067685][bookmark: _Hlk510001691]5.7.3b	MCG failure information
[bookmark: _Toc37067686][bookmark: _Toc36843397][bookmark: _Toc36836420][bookmark: _Toc36756879]5.7.3b.1	General


Figure 5.7.3b.1-1: MCG failure information
The purpose of this procedure is to inform the network about an MCG failure the UE has experienced i.e. MCG radio link failure. A UE in RRC_CONNECTED, for which AS security has been activated with SRB2 and at least one DRB setup or, for IAB, SRB2, may initiate the fast MCG link recovery procedure in order to continue the RRC connection without re-establishment.
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4	Conclusion
In the previous sections we made the following observations: 
Observation 1	Regardless if a IAB-MT optionally or mandatorily supports DRBs, it is up to the NW to set up or not set-up the DRB.
Observation 2	From an RRC point of view, there are no reasons to establish a DRB for an IAB-MT unless it is used to connect to OAM and, since DRBs are optional to connect to OAM, the NW should not be mandated to set up DRBs.
Observation 3	There are no major specs impacts to introduce that the network is not forced to configure a DRB for IAB node(s).
[bookmark: _Toc20923153][bookmark: _Toc20923200][bookmark: _Toc20923427]Based on the discussion in the previous sections we propose the following:
The network is not forced to configure DRB towards IABs; hence, an RRC connection without DRBs is valid.
Agree on option 1 to implement that a DRB is not mandated to be configured for IAB node(s). 
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