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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
In RAN2 #107bis[1], BH link RLF detection mechanism and notification messages were discussed and there are the following agreements [1]:
R2 confirm that when the IAB-node is not configured with DC, it applies for BH RLF handling the same mechanisms and procedures as UE’s RLF handling currently specified in TS 38.331 (including e.g. detection and recovery). FFS on need of additional enhancements.
When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.
The following is agreed as working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16. 
For an IAB-node not configured with DC, it initiates RRC reestablishment when it receives downstream notification “Recovery Failure”
For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
R2 assumes that RLF notification “recovery failure” would be triggered when RRC reestablishment has failed. FFS whether this need to be specified
BAP layer is used to transmit BH RLF notification(s).
R2 assumes that Upstream BH RLF notification to Donor CU via current F1-AP signalling is supported.
According to the above agreements, the BAP layer message will be used for BH link RLF recovery failure notification. However, whether to introduce other RLF notification messages and the content of the recovery failure message and the BAP control PDU format are still left open. This paper investigates these open issues. 
2. [bookmark: OLE_LINK99][bookmark: OLE_LINK189][bookmark: OLE_LINK188][bookmark: OLE_LINK98]Discussion
In the following, firstly a brief summary of the previous discussion regarding the RLF notification were provided, based on which the feasibility to introduce other RLF notification messages in Rel-16 is discussed. Afterwards, the message design of RLF recovery failure notification is discussed.
2.1 IAB RLF notification messages
In previous email discussion [2], 4 types of BH link RLF notification messages were discussed.
· Type 1 – “Plain” notification: Indication that BH link RLF is detected by the child IAB-node.
· Type 2 – “Trying to recover”: Indication that BH link RLF is detected, and the child IAB-node is attempting to recover from it. 
· Type 3 – “BH link recovered”: Indication that the BH link successfully recovers from RLF.
· Type 4 – “Recovery failure”: Indication that the BH link RLF recovery failure occurs. 
· Type 4x – “Indicating child nodes to perform RLF procedure”: it is implementation when the parent sending this indication, and the child node should perform RLF related procedure when receiving this indication. 
Among these messages, only Type 4, i.e. RLF recovery failure message was agreed in RAN2-#107bis according to the agreements mentioned above. Upon reception of the RLF recovery failure message, an IAB node can try to select a new parent IAB node and setup the radio connection to the new parent IAB node if an new parent IAB node has been selected.
Observation 1: RLF recovery failure notification was adopted and an IAB node can try to radio connection reestablishment procedure upon reception of a RLF recovery failure notification message.
Among these 4 messages, Type 1 message and Type 2 message indicate the similar message, which means the RLF of backhaul link is detected and could be used as an alarm of final RLF recovery failure risk. The alarming message could help a child IAB node to perform early radio connection reestablishment preparation such as searching a potential parent IAB node, which could potentially reduce the time to perform backhaul connection reestablishment when Type 4 message is finally received. Type 3 message is used to cancel the alarm of the RLF failure, when the BH link recovery failure is successful. However, the actual behavior of early preparation has not been sufficiently discussed. Considering the limited time available for Rel-16, it is preferred not to include Type 1/2/3 into Rel-16 IAB.
Observation 2: Type 1/2/3 are for further optimization and the IAB node behavior upon reception of these messages has not been sufficiently discussed.
Proposal 1: Considering the limited available time for Rel-16 and insufficient discussion of IAB node behavior upon reception of Type 1/2/3, whether to introduce Type1, 2 and 3 could be left for Rel-17.
2.2 RLF recovery failure message design
It was already agreed that BAP layer message will be used to indicate the RLF recovery failure. The exact contents and the format are still left open. Based on our understanding, BAP control PDU is used to convey the recovery failure message. 
Observation 3: BAP control PDU is used to indicate the RLF recovery failure notification.
A message type indicator shall be used to indicate that the BAP control PDU carries the RLF recovery failure notification message. Further, the RLF recovery failure notification message should also be able to provide information to assist the parent IAB node selection by a child IAB node receiving this message. During the RLF recovery procedure, an IAB node should not select IAB nodes that have already triggered RLF message. Let’s discuss this issue based on an example IAB network as illustrated in Figure 1. In the figure, when IAB node 1 determines RLF recovery failure to the donor IAB, it sends a RLF recovery failure notification to IAB node 2. Upon reception of the RLF recovery failure notification message from IAB node 1, IAB node 2 may try RLF recovery, i.e. try to find and build up backhaul link to a new parent IAB node other than IAB node 1. If RLF recovery fails for IAB node 2, IAB node 2 shall send an RLF recovery failure notification to IAB node 3. Upon the reception from IAB node 2, IAB node 3 shall try to find and build up the new backhaul link with a new parent IAB node other than IAB node 1 and 2.
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[bookmark: _Ref31815629]Figure 1 RLF recovery failure message convey in multiple hop IAB network
The IAB nodes which triggers RLF failure recovery failure message shall also carry the IAB node list which triggers the RLF recovery failure along the route so that an IAB node receiving the RLF failure recovery failure message can avoid select any of the IAB nodes suffering RLF recovery failure. This could be important to reduce the service interruption due to wrong parent IAB node selection.
Proposal 2: The RLF recovery failure message should comprise:
· Message type indicator to indicate the RLF recovery failure message;
· List of IAB nodes that trigger the RLF recovery failure messages along the RLF message propagation route.
If proposal 2 is preferred, we can further discuss what parameters are used to indicate the IAB node list that triggers the RLF recovery failure messages. For instance, either of node ID, PCI, ECGI and BAP address ID could be used to identify an IAB node that triggers an RLF recovery failure message. A PCI could be preferred since a UE can quickly determines PCI without receiving MIB/SIB1 during cell searching procedure for radio connection reestablishment. 
Proposal 3: PCI is used to identify the IAB nodes suffering RLF recovery failures.
3. Conclusion
In this contribution, we discuss the IAB RLF related notification messages and the design of RLF recovery failure notification. We have the following observations and conclusions:
Observation 1: RLF recovery failure notification was adopted and an IAB node can try to radio connection reestablishment procedure upon reception of a RLF recovery failure notification message.
Observation 2: Type 1/2/3 are for further optimization and the IAB node behavior upon reception of these messages has not been sufficiently discussed.
Observation 3: BAP control PDU is used to indicate the RLF recovery failure notification.
Proposal 1: Considering the limited available time for Rel-16 and insufficient discussion of IAB node behavior upon reception of Type 1/2/3, whether to introduce Type1, 2 and 3 could be left for Rel-17.
Proposal 2: The RLF recovery failure message should comprise:
· Message type indicator to indicate the RLF recovery failure message;
· List of IAB nodes that trigger the RLF recovery failure messages along the RLF message propagation route.
Proposal 3: PCI is used to identify the IAB nodes suffering RLF recovery failures.
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