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1	Introduction
In RAN2#105, whether an NB-IoT UE is required to check MIB, i.e. if access barring is enabled, when configured with a DRX value shorter than the modification period before triggering access to the network was discussed. The discussion was not concluded and thus continued in RAN2#105bis. Please see the meeting minutes below:

R2-1904688	SI update notification and access barring in NB-IoT	Ericsson	discussion	NB_IOT-Core
· Huawei wonders if the assumption is that SIB14 is always scheduled. Ericsson think that if there is a change then there needs to be SI update procedure.
R2-1904764	NB-IoT Access Barring Clarifications	Sequans Communications	discussion	Rel-13	NB_IOT-Core	Late
· Ericsson thinks the intention was for the NW to be able to toggle the barring bit in MIB at any time without notifying SI update, so UE should check before triggering access.
· Qualcomm think that if SIB14 is scheduled then the content could change without notifying UEs, but if it is not scheduled then the SI update is needed to switch on barring.
· Huawei think that start of barring coincides with start of scheduling of SIB14, according to the original discussion and agreement and there is no requirement for UE to check MIB always before access.
· Sequans think the requirement is to check a valid version of MIB.
· Intel think that if SIB14 is scheduled then MIB needs to be checked. Ericsson thinks that if SIB14 is not scheduled then UE will be notified if barring becomes enabled.
· Ericsson wonder what the purpose of the MIB bit is, if UE has to monitor SIB14 if it is scheduled, and otherwise not. QC think the intention was to avoid impacting UEs that don’t need to make access.
· Nokia wonders how UE can know whether AB is enabled unless it reads the MIB.
· Huawei think the issue would only exist for a UE that is currently camped on the cell and with a relatively short DRX.
Offline discussion #301 (Sequans) – to decide what to do (CR and/or agreement)
· Sequans propose to try and agree on the intention, that the AB-enabled flag only needs to be checked by re-acquiring MIB, prior to access, when SIB14 is scheduled.
· Huawei agrees.
· Nokia has a different understanding and think UE can directly read SIB14 when it is scheduled.
· Ericsson also have a different understanding of the intention.
Aim to have a CR to clarify in the next meeting
postponed

In [2], we discussed whether an NB-IoT UE is required to acquire MIB-NB to check if access barring is enabled before triggering access to the network when configured with a DRX cycle length shorter than the modification period. In this contribution, we continue the discussion.

[bookmark: _Ref178064866]2	Discussion
In RRC_IDLE, E-UTRAN may notify NB-IoT UEs about SI update using Direct Indication information. In 36.331 [1] subclause 5.2.1.3 on system information validity and notification of changes, the highlighted text below has been captured:
[bookmark: _Hlk4487021]“In RRC_CONNECTED, BL UEs or UEs in CE or NB-IoT UEs are not required to acquire system information except when T311 is running or upon handover where the UE is only required to acquire the MasterInformationBlock in the target PCell. In RRC_IDLE, E-UTRAN may notify BL UEs or UEs in CE or NB-IoT UEs about SI update, and except for NB-IoT, ETWS and CMAS notification and EAB modification, using Direct Indication information, as specified in 6.6 (or 6.7.5 in NB-IoT) and TS 36.212 [22].”

In NB-IoT, MasterInformationBlock-NB/MasterInformationBlock-TDD-NB includes a value tag, i.e., systemInfoValueTag, that indicates if a change has occurred in SI messages. systemInfoValueTag does not need to be changed when ab-Enabled is toggled, e.g., to avoid an impact on all UEs camped in the cell. Considering that there is no requirement for the eNB to notify any change in AB-parameters via paging message, we think UEs are required to check ab-Enabled, i.e., acquire MasterInformationBlock-NB/MasterInformationBlock-TDD-NB, before triggering access to the network except for MT cases. The highlighted part below in 36.331 [1] subclause 5.2.1.7 captures the need for such acquisition:


[bookmark: _Toc535571078]5.2.1.7	Access Barring parameters change in NB-IoT
Change of Access Barring (AB) parameters can occur at any point in time. The AB parameters are contained in SystemInformationBlockType14-NB. Update of the AB parameters does not impact the systemInfoValueTag in the MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB or the systemInfoValueTagSI in SystemInformationBlockType1-NB.
A NB-IoT UE checks ab-Enabled indication in theMasterInformationBlock-NB/ MasterInformationBlock-TDD-NB to know whether access barring is enabled. If access barring is enabled the UE shall not initiate the RRC connection establishment / resume for all access causes except mobile terminating calls until the UE has a valid version of SystemInformationBlockType14-NB.

In RAN2#105bis, we discussed whether the UE would be notified when SIB1-BR is updated due to change in the scheduling information for SIB14. One may say systemInfoValueTag needs to be updated in that case and thus the UE would be notified. But considering that SI modification periods can be rather long in NB-IoT, e.g. 40.96 s or larger) to accommodate the high number of repetitions required, it should be possible to enable AB whenever it is needed, i.e., no need to notify UEs regarding the update. This is similar to the intention with the mechanism for ETWS/CMAS notification as CMAS notification, ETWS primary notification and/ or ETWS secondary notification can occur at any point in time.
Otherwise the network may need to schedule SIB14 (and notify UEs) in advance to be prepared and update parameter ab-Enabled in MIB-NB immediately, without notifying UEs, when needed. Note that the UE would still need to acquire SIB14 in this case since, as captured in subclause 5.2.1.7 in [1], change of Access Barring (AB) parameters can occur at any point in time. This means that, the network would unnecessarily need to broadcast SIB14 even when access barring is not enabled. 

In NB-IoT, UE is required to acquire MIB-NB to check if access barring is enabled before triggering access to the network regardless UE being configured with a DRX cycle length shorter or longer than the modification period.

[bookmark: _Ref190406817][bookmark: _Toc226862296][bookmark: _Toc347823621][bookmark: _Toc347824073][bookmark: _Toc347824246][bookmark: _Toc4712449]RAN2 to confirm that an NB-IoT UE is required to acquire MIB to check if access barring is enabled before triggering access to the network.

Please see the CRs provided in [3], [4], and [5] to clarify this behaviour in the specifications.
3	Conclusion
In this contribution, we discussed whether an NB-IoT UE is required to acquire MIB to check if access barring is enabled before triggering access to the network when configured with a DRX cycle length shorter than the modification period. Based on the discussion in the section above, we propose the following:

Proposal 1	RAN2 to confirm that an NB-IoT UE is required to acquire MIB to check if access barring is enabled before triggering access to the network.
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