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1. Introduction
	In the last RAN2 meeting, following agreement was made [1]

We develop Ethernet header compression 100% in 3GPP TS (not by extending ROHC)


The next step is to address the details of header compression mechanism and this paper tries to address it.
2. Discussion
In the last meeting, many papers [2-16] addressed the framework of header compression for IIOT. Firstly, it should be addressed the modelling of this header compression. In ROHC, as specified in TS38.323, it is per DRB whether header compression is applied or not and every PDCP entity uses at most one ROHC compressor instance and at most one ROHC decompressor instances. 
	5.7.2
Configuration of header compression

PDCP entities associated with DRBs can be configured by upper layers TS 38.331 [3] to use header compression. Each PDCP entity carrying user plane data may be configured to use header compression. In this version of the specification, only the robust header compression protocol (ROHC) is supported. Every PDCP entity uses at most one ROHC compressor instance and at most one ROHC decompressor instance.


We can utilize these principles to the header compression for IIOT since it should depend on QoS whether header compression is useful or not. It should be noted that we can use “per DRB” instead of “per PDCP” since it is still FFS whether PDCP spec implements this header compression. 
Proposal1: Header compression for IIOT takes following modelling:

 - It is per DRB whether header compression is applied or not.

 - Every DRB uses at most one header compressor instance and at most one header decompressor instances.

As stated in many papers, we can utilize many mechanisms defined in ROHC spec. Thus, we would like to address the required aspects based on the contents of RFC3095. Following is the simplified overviews on what is defined. 
Table1: (Simplified) Overview of contents defined in RFC3095

	Section
	Remarks

	4.1
	Operating assumptions
	

	4.2
	Dynamicity
	Can be discussed together with 4.1

	4.3
	Compression and decompression states
	

	4.4.
	Modes of operation
	

	4.5.
	Encoding methods
	

	4.6/4.7
	Errors caused by residual errors
	Can be discussed together with 4.1

	5.1
	Data structures
	This section specifies the required parameter for compression/decompression. 

	5.2
	ROHC packets and packet types
	

	5.3-5.5, 

5.6
	Operation in Unidirectional mode
Operation in Bidirectional Optimistic mode
Operation in Bidirectional Reliable mode
Mode transitions
	Can be discussed together with 4.4.

	5.7
	Packet formats.
	Can be discussed together with 5.2

	5.8
	List compression
	Can be discussed together with 4.5

	5.9
	Header compression CRCs, coverage and polynomials
	Can be discussed together with 4.1 and 5.2

	5.10 -12
	ROHC UNCOMPRESSED -- no compression (Profile 0x0000)
ROHC UDP -- non-RTP UDP/IP compression (Profile 0x0002)
ROHC ESP -- ESP/IP compression (Profile 0x0003)
	Can be discussed together with 5.7

	6
	Implementation issues
	If anything is required for IIOT HC, we can discuss further. 

	7
	Security Considerations
	No need to be addressed since PDCP security is used in Uu. 


We can address one-by-one as below:

Operation assumption 

RFC3095 assumes that various cases such that the algorithm is generic as much as possible. On the other hand, due to it, there are many options. To simplify the mechanism, it is worth reviewing which assumption in RFC will be applicable to IIOT header compression. It should be noted that following discussion tries to address all the assumption stated in RFC3095 while some of them may not impact our design. Following table summarizes the assumption RFC takes and our view on the applicability to IIOT header compression:
	Item in RFC3095
	Assumption in RFC3095
	Applicable to 3GPP defined header compression for IIOT?
	Remarks

	Channels
	Some cellular radio links can have several channels connecting the same pair of nodes.  Each channel can have different characteristics in terms of error rate, bandwidth
	No
	

	Context identifiers
	ROHC uses a distinct context identifier space per channel and can eliminate context identifiers completely for one of the streams when few streams share a channel.
	Yes
	

	Packet type indication
	Packet type indication is done in the header compression scheme itself.
	Yes
	Can be discussed in terms of “ROHC packets and packet types”

	Reordering
	The channel between compressor and decompressor is required to maintain packet ordering
	Yes and already covered by existing RAN2 protocol.
	PDCP guarantees in-sequence delivery

	Duplication
	The channel between compressor and decompressor is required to not duplicate packets
	Yes and already covered by existing RAN2 protocol.
	PDCP guarantees no duplication

	Packet length
	ROHC is designed under the assumption that lower layers indicate the length of a compressed packet
	Yes and already covered by existing RAN2 protocol.
	MAC indicates length of packet. 

	Framing
	The link layer must provide framing that makes it possible to distinguish frame boundaries and individual frames.
	Yes and already covered by existing RAN2 protocol.
	MAC indicates length of packet.

	Error detection/protection
	The ROHC scheme has been designed to cope with residual errors in the headers delivered to the decompressor
	No
	L1 (and PDCP) can guarantee sufficient reliability.

	Negotiation
	The link layer MUST provide a way to negotiate header compression parameters
	Yes
	Can be discussed in context of “Required parameters (specified in section of “Data structures”)”

	Dynamicity
	ROHC does not assume that “negotiated channel” state can change dynamically during the channel lifetime
	Yes
	Can be discussed in context of “Required parameters (specified in section of “Data structures”)”


For item “channels”, ROHC assumes various channels, such as uni-directional and bi-directional, reliability and bandwidth. From IIOT perspective, we can simplify the cases which we consider. Specifically, for IIOT, we need to satisfy very high reliability and latency at the same time. Also, the end stations of the IIOT (e.g. robots in the factory) should have both DL and UL link. Thus, we can assume the reliable bi-directional channel for IIOT is always available. 
For item “Context identifiers”, as stated in several papers, several Ethernet flows can go through one UE, e.g. various types of packet as listed in [13] and also one UE can be connected to more than one end stations. Since they may have same QoS and (thus be mapped on the same DRB), it should be supported, one DRB can compress several Ethernet flows which have different header patterns. 
For item “Reordering”, “Duplication”, “Packet length” and “Framing”, we think that they are already addressed by existing L2 functions.
For item “Error detection/protection”, ROHC is designed to cover the residual errors, e.g. due to that lower layer does not have sufficient detection capability of bit reversing. In 3GPP Rel-15, L1 already supports sufficient length of CRC for URLLC and thus, there is no need to take care of residual errors. 
For item “Packet type indication”, “Negotiation”, we can discuss in other discussion points.

For time “Dynamicity”, we think that the “negotiated channel” which will be determined by RRC configuration in 3GPP are semi-static basically and we think that we don’t need to change this methodology for IIOT. 

From above, following observation can be foreseen.

Observation1: Header compression can be designed with following assumption:

- The reliable bi-directional channel for IIOT is always available
- One DRB can compress several Ethernet flows which have different header patterns
- “Reordering”, “Duplication”, “Packet length” and “Framing” are already covered by existing layer2 functions.

- L1 already supports sufficient length of CRC
- We will not assume that “negotiated channel” state can change dynamically during the channel lifetime
From the second bullet, it is natural consequence that we will use context ID concept such that compressor and decompressor associates a context ID with each Ethernet header pattern. Compressor and decompressor uses the context ID as key to derive the header field values to be de-/compressed. 
Proposal2: Use context ID concept such that compressor and decompressor associates a context ID with each Ethernet header pattern.
Compression/decompression states
In ROHC, the states of compressor and decompressor are defining in which level compressor and decompressor are synchronized, entirely synchronized, partially synchronized and fully synchronized. This can be used to determine the behaviours of compression and decompressor and packet format (e.g. how much information need to be transferred). For example, when there is entirely no context in both sides, the compressor is in “IR state” and the decompressor is in “No context state”. In these states, compressor transmits packet with full header and Decompressor does not accept any compressed packet until context is established. Since ROHC assumes several class of header field characteristics (e.g. static, dynamic), such several levels of states are beneficial to make the header size as smaller as possible depending on the situation. In this case, only the header fields requiring synchronization have to be explicitly transmitted between compressor and decompressor while other parts can be still compressed. For example, when compressor detects context damage (i.e. need for synchronization again) only for the dynamic parts (e.g. RTP SN in case of Profile0x0001), compressor transmits packet with partially compressed header (e.g. with full dynamic part information and no static part information). Thus, the discussion point for IIOT is how many variety of the characteristic of header field pattern IIOT packet will have. As analysed TR38.825, all the fields in Ethernet packet are static. This implies that only 2 states are required. Also, from the observation1, we can assume that reliable channel for IIOT is always available and thus no transition back to lower state is required once compressor/decompressor transit to higher context state since there will be no possibility of context damage. 
Observation2: Header compression can be designed with following assumption:

- Only 2 states are sufficient in both compressor and decompressor (i.e. IR state and SO state for compressor and No context state and full context state for decompressor)
- No transition back to lower state is required once compressor/decompressor transit to higher context state
Modes of operation
In ROHC, mode operation is one of the characteristic to be considered. While “state” is used to determine the high-level behaviours of compressor and decompressor, “mode” is used how to achieve them. For example, compressor in IR mode needs to guarantee that decompressor has correctly established context before compressor transit to higher context state. In U-mode, since there is no feedback channel, it is guaranteed implicitly such that the sufficient number of packets with full-header are transmitted. In R-mode, since the channel is assumed not reliable, it is guaranteed by explicit acknowledgement from decompressor. Thus, the discussion point for IIOT is what channel characteristic we will assume. From observation1, we can assume only one channel characteristic which has sufficient reliability. 
Observation3: Header compression can be designed with assumption Only 1 mode is sufficient.
From Observation2 and 3 taking ROHC algorithm, following compression is proposed:
Proposal3: Compression is done with following principle:

- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
- After above, compressor starts transmits compressed packets when at least one packet is transmitted (FFS for more than one) with full header. 
- Compressor never transmits the packet with full header once context is established and maintained.
Encoding methods
In ROHC, several encoding methods are defined since each header field have each own changing pattern. For example, LSB encoding can be used e.g. for RTP SN and RTP time-stamp, and IP-ID encoding and List compression can be used for some IP header fields. Since Ethernet fields are static, we do not need to specific encoding methods, i.e. compressor just remove the static fields and decompressor derives them using context ID as a key. 
Observation4: We do not need to specific encoding methods, i.e. compressor just remove the static fields and decompressor derives them using context ID as a key.
Required parameters (specified in section of “Data structures”)
In ROHC, there are configurable parameters. Following table summerises our views on the required for header compression for IIOT or not:

Table3: Parameters defined in ROHC and its applicability to IIOT HC
	Parameter
	
	Required for header compression for IIOT?
	Remarks

	MAX_CID
	The maximum CID value that can be used.
	Yes
	

	LARGE_CIDS
	This is inferred from the configured value of MAX_CID
	No
	

	PROFILES
	Profiles are used to define which profiles are allowed to be used by the UE.
	Yes
	

	FEEDBACK_FOR
	This is a reference to the channel in the opposite direction between two compression endpoints and indicates to what channel any feedback sent refers to.
	No
	Not applicable in PDCP spec

	MRRU
	ROHC segmentation
	No
	Not applicable in PDCP spec


For MAX_CID and LARGE_CIDS, these are used by compressor and decompressor to determine the required memory size for compression (i.e. how to allocate implemented memory for several compressors/decompressors). We assume that there is no need to support bunch of contexts in one compressor/decompressor unless the concrete use case is clarified. Thus, we can, for example, support up to 16 contexts per DRB from protocol point of view as proposed in [11] and exact number can be decided in discussion of protocol format since it depends on how many bits can be used. It is noted that as in ROHC, one context id can be reserved for uncompressed section for the case of more than 17 Ethernet flows which have different header patterns happen for sure. 
For PROFILES, it depends on how many header structures we will support. For example, in [10], it is proposed to support several formats while the differences are existing of extension parts. We think that it seems modelling issue, e.g. whether we see them as totally different structure or they can be considered as one structure. If RAN2 takes the former, we may need to define more than one profiles. However, anyway it will be good to define profile (even if we have only one profile in this release) for future proof to avoid defining additional protocol format when new profile is defined in future release. 
For FEEDBACK_FOR, this is a reference to the channel in the opposite direction between two compression endpoints and indicates to what channel any feedback sent refers to. We think that this is not needed as in the current PDCP spec assuming feedback received on one ROHC channel for this PDCP entity shall always refer to the ROHC channel in the opposite direction for this same PDCP entity
For MRRU, this is not needed since RLC does segmentation.
Proposal4: Define following RRC configurable parameters:

- MAX_CID (one CID is reserved for uncompressed session)
- PROFILES (FFS how many profile is supported in this release)

ROHC packets and packet types
Following is the high-level structure of ROHC packet (extracted from section5.2 of RC3095):
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Figure1. High-level structure of ROHC packet
In above, padding is not required obviously since MAC can do. The main question is whether we need feedback part (including both standalone feedback and piggybacked feedback). We think that feedback part is not needed since lower layer needs anyway guarantee the sufficient reliability and RLC status report can be used as alternative approach. 
Proposal5: Padding and feedback (including both standalone feedback and piggybacked feedback) parts are not needed.
For “Header” part, we think that at least context ID and indication to distinguish header format (i.e. full header and compressed header). In ROHC, there is a special case for context ID. For context ID = 0, the context ID field can be omitted. This may save one byte of overhead but we think the gain is marginal and deterministic behaviour can be implementation-friendly. Furthermore, one possible field which may be included is profile ID. This can be used by compressor and decompressor to determine the header structure when the packets with different structures go through the same compressor and decompressor. If this is possible scenario in the future, this should be included from the initial release to avoid multiple protocol formats as much as possible. 
Proposal6: Protocol format is designed to include following mandatory fields:

- Context ID

- Indication of header format (i.e. full header and compressed header)
- Profile ID

3. Summary and Conclusion

This contribution presented the details of header compression for IIoT and following were proposed:
Observation1: Header compression can be designed with following assumption:

- The reliable bi-directional channel for IIOT is always available

- One DRB can compress several Ethernet flows which have different header patterns

- “Reordering”, “Duplication”, “Packet length” and “Framing” are already covered by existing layer2 functions.

- L1 already supports sufficient length of CRC
- We will not assume that “negotiated channel” state can change dynamically during the channel lifetime
Observation2: Header compression can be designed with following assumption:

- Only 2 states are sufficient in both compressor and decompressor (i.e. IR state and SO state for compressor and No context state and full context state for decompressor)
- No transition back to lower state is required once compressor/decompressor transit to higher context s
Observation3: Header compression can be designed with assumption Only 1 mode is sufficient.
Observation4: We do not need to specific encoding methods, i.e. compressor just remove the static fields and decompressor derives them using context ID as a key.
Proposal1: Header compression for IIOT takes following modelling:

 - It is per DRB whether header compression is applied or not.

 - Every DRB uses at most one header compressor instance and at most one header decompressor instances.

Proposal2: Use context ID concept such that compressor and decompressor associates a context ID with each Ethernet header pattern.
Proposal3: Compression is done with following principle:

- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
- After above, compressor starts transmits compressed packets when at least one packet is transmitted (FFS for more than one) with full header. 
- Compressor never transmits the packet with full header once context is established and maintained.
Proposal4: Define following RRC configurable parameters:

- MAX_CID (one CID is reserved for uncompressed session)

- PROFILES (FFS how many profile is supported in this release)

Proposal5: Padding and feedback (including both standalone feedback and piggybacked feedback) parts are not needed.

Proposal6: Protocol format is designed to include following mandatory fields:

- Context ID

- Indication of header format (i.e. full header and compressed header)
- Profile ID
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