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1 Introduction
In the E-mail discussion “[105bis#15][NR/mob enh] HO interruption solutions (Huawei)”, all the companies providing comments thinks that PDCP duplication should be supported during handover at least in downlink.
The paper will discuss the duplication scheme separately in DC-based HO and eMBB HO.
2 Discussion
2.1 Non-DC-based handover
In Rel-15 NR, the duplication scheme is introduced, see as below:
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Figure 1: Packet Duplication in Rel-15

For eMBB solution, the “duplication” is used, see the following figure:
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Figure 2: Packet Duplication for eMBB solution
In Rel-15 duplication, after completely handled by the PDCP entity, the PDCP PDU is duplicated and sent to two RLC parallel RLC entities. For eMBB shown in Figure 2, a PDCP SDU is duplicated. One of them is sent to the target gNB and is handled (e.g. ROHC, cipher) by PDCP entity of the target gNB; the other one is further handled by the PDCP entity of the source gNB and then passed to the RLC at the source gNB. The two PDCP PDUs are different. It is obvious that the “duplication” in eMBB is another new scheme from Rel-15 duplication.

Observation 1: From the view of technique, “duplication” in eMBB is a new scheme which is completely different from Rel-15 duplication.
According to ROHC compression principle [2], packet loss or out-of-order delivery may cause the decompression failure and then the PDCP packet will be discarded, which means that the user data is loss.
Issue 1: Packets loss
In [3], it implies that the eMBB HO can avoid duplicate DL transmissions. We understand that the scheme is: the UE sends the PDCP status report to the target gNB, and then the target gNB discards the duplicated PDCP SDUs which are successfully delivered by the source gNB. However the discard will cause ROHC problem since the discarded packets (including the IR packets which are used to setup the compression context) are handled by ROHC compressor, but not by ROHC decompressor. See the following example:
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Figure 3: ROHC failure example for eMBB solution
In the above example, the PDCP SDU 111-130 are discarded due to decompression failure. 
Issue 2: out-of-order decompression
When the UE stops transmission to the source gNB, the UE will re-transmit the PDCP SDUs for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers. The re-transmitted PDCP SDU will use the ROHC corresponding to the target gNB. If re-transmitted PDCP SDUs have been received by source gNB, it is possible that the target gNB delivers the packets to ROHC in out of order, which causes ROHC decompression failure and further causes user data loss. See the following example:
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Figure 3: ROHC failure example for eMBB solution
It seems that even if not supporting UL duplication, the ROHC problem still exists.

According to the IMT-2020 [4], there are much higher reliability requirement for NR than LTE. NR needs to achieve the reliability of 1-10-5 for 32 bytes with a user plane latency of 1ms:
A general URLLC reliability requirement for one transmission of a packet is 1-10-5 for 32 bytes with a user plane latency of 1ms.
The above two issues may serviously impact the achievement of the NR reliability requirement. 
Observation 2: The above two issues for eMBB HO may serviously impact the achievement of the NR reliability requirement.
Proposal: Ask RAN2 to take the above two issues into account when evaluating the 0ms handover solutions.
If supporting the UL simultaneous transmission, there are more problems (e.g. common reordering) which has been presented in previous papers. 
3 Conclusion

This contribution discusses the duplication scheme in 0ms handover and suggests:
Observation 1: From the view of technique, “duplication” in eMBB is a new scheme which is completely different from Rel-15 duplication.
Observation 2: The above two issues for eMBB HO may serviously impact the achievement of the NR reliability requirement.
Proposal: Ask RAN2 to take the above two issues into account when evaluating the 0ms handover solutions.
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