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1. Background 
In R15, “LTE connectivity to 5G-CN” WI [1] introduced AS changes to enable E-UTRA connectivity to 5G Core Network. It is possible for ng-eNB to have connectivity to both EPC and 5GC, i.e., devices supporting only 5GC, only EPC & both EPC and 5GC can connect to their preferred core networks by accessing the same ng-eNB. This R15 WI does not cover CIoT connectivity to 5GC.  As part of this R15 WI, several changes/enhancements were introduced for legacy SIBs, addition of new SIBs, changes to dedicated RRC signaling messages and new 5GC specific features (e.g., RRC_INACTIVE, Unified Access Control, Slicing, 5G QoS etc.). During RAN2#105bis, to enable 5GC connectivity for both NB-IoT and eMTC, following agreements were made.
	Agreements:

· For NB-IoT: SIB1-NB extended to include 5GC PLMN list, per PLMN indication of Cell Reserved for Operator Use, common 5GC Tracking Area Code and 5GC Cell Identity across all PLMNs, common Cell Barring for 5GC connectivity across all PLMNs.
· For NB-IoT/eMTC: SIB-NB/SIB1-BR extended to include per PLMN indication of the supported CIoT 5GS Optimisations
· For NB-IoT: Update Paging-NB message to include 5G S-TMSI as UE Identity for core network paging.
· For NB-IoT: Adopt critical extension of  RRCConnectionRequest-NB message for 5GC connectivity and include 48 bit 5G S-TMSI and random value as Initial UE identity along with specific RRC establishment cause.
· For NB-IoT: Update RRCConnectionSetupComplete-NB to include RegisteredAMF-r15, full 5G S-TMSI (48 bit long).

· For NB-IoT/eMTC: FFS :Whether s-NSSAI-list-r15 is applicable

· For NB-IoT/eMTC: FFS: Applicability of NR PDCP for SRB1, DRBs 

· For eMTC: UAC feature is supported. 

· For NB-IoT: FFS how to support access control.

· For NB-IoT: FFS how to support slicing.

· For NB-IoT: FFS whether to adopt SDAP as user plane protocol, and whether AS reflective QoS is applicable

· For eMTC: Adopt SDAP as user plane protocol, and AS reflective QoS is optional
· For NB-IoT/eMTC: Working assumption that CN type is not used in RRCConnectionRelease/ RRCConnectionRelease-NB 

· For NB-IoT: How to support RRC Connection Re-establishment for the UP and CP optimization

· For NB-IoT/eMTC: FFS whether for data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501.
· For NB-IoT/eMTC: FFS whether AS security algorithms are identified by using LTE code points.
· For eMTC: mt-Access, mo-Signaling, mo-Data, emergency, highPriorityAccess and mo-VoiceCall are applicable establishment causes.

· For NB-IoT/eMTC: Release cause loadBalancingTAURequired at RRC connection release is not applicable.




In this paper we will discuss CIoT AS changes required to support 5GC QoS, Slicing, CN selection, CN redirection and mobility support. 
2. AS changes for NB-IoT/eMTC connectivity to 5GC  
2.1 5GC Network Slicing support

R15 5GC introduced the concept of core network slicing. R15 LTE connecting to 5GC UEs will support up to 8 slices simultaneously and S-NSSAI is provided in Msg 5 during RRC Connection Setup procedure to assist the eNB in the AMF selection. 

In TR  23.724 [4], for key issue 15 Core Network selection for cellular IoT, “Solution 45:Core Network Type and Node Selection for CIoT UE Using Explicit Indications” is recommended as the basis for the normative work for the architectural requirement on CN Type Selection for CIoT” and  “Solution 44: C-IoT UE Core Network selection based on S-NSSAIs” is not selected for normative work. 

In the evaluation of the two solutions, it is noted that solution 44 may lead to complex logic of mapping CIoT optimizations in EPC with standardized S-NSSAI values. It is also noted that low complexity CIoT devices may support single slice and therefore may not be pre-configured with any S-NSSAI values. 
Since slicing is Core Network concept and work involves multiple groups i.e. SA2, CT1, RAN3, we propose to send a LS to SA2 and CC: CT1, RAN3. Based on LS response, RAN2 can define AS changes needed for slicing feature.

Proposal 1. RAN2 agrees to send a LS to SA2, CC: CT1,RAN3 asking them how many slices NB-IoT/eMTC UEs can support simultaneously and whether S-NSSAI will be used by the ng-eNB in addition to the indications of the supported 5G CIoT optimisations for AMF selection. 
2.2 5GC flow based QoS & AS SDAP Protocol

In R15 5GC, flow based QoS concept was introduced and applied for LTE connected to 5GC. In order to support mapping between NAS based QoS flows (identified as QoS Flow Id) and AS DRBs, a new user plane AS protocol SDAP (Service Data Adaptation Layer) was introduced.  SDAP protocol is used only when LTE UE is connected to 5GC. 
In case of NB-IoT connected to EPS, there are restrictions on what is supported in the user plane, e.g. at most two default EPS bearers and two DRBs. 
For NB-IoT connected to 5GC, it is not clear how many QoS flows are needed, and knowing this information will help to decide whether to introduce AS user plane SDAP protocol or not and the need for AS reflective QoS. 
Some multimode UEs will have support for NB-IoT and other RATs like eMTC, NR, LTE etc. During mobility between different RATs, it is not clear how QoS flows are mapped and this needs further discussion and inputs from SA2. Thus, we propose to send a LS to SA2 and CC: CT1, RAN3. 
Proposal 2. RAN2 agrees to send a LS to SA2, CC: CT1,RAN3 asking them about applicability 5GC QoS frame work for NB-IoT/5GC & how QoS mapping is handled during mobility between NB-IoT and other RATs. 
2.3 Core Network Type selection

From R15, ng-eNB is allowed to have connectivity to 1) EPC only, 2) 5GC only, or 3) both EPC and 5GC. Depending on a given UE support for a specific CN type, CN type preference for a given PLMN, features supported by a given CN (It is up to UE implementation), a UE capable of both EPC and 5GC is allowed to select a specific CN type & such core network selection is a NAS functionality. 
As part of R16 5G CIoT work, SA2 has introduced CN type selection based on CIoT feature support.  

“The UE selects the core network type (EPC or 5GC) based on the broadcast indications for both EPC and 5GC, and the UE's (5G) Preferred Network Behaviour.”

In case of NB-IoT/5GC, it should be possible for a NB-IoT UE to select a particular CN type based on the supported CIoT 5GC features and this is a NAS functionality. NB-IoT AS is expected to read the CN type and the supported CIoT 5GC features per PLMN from SIB1-NB and report them to upper layer as assistance info for NAS CN type selection.
In case of eMTC/5GC, it should be possible for eMTC UEs to select a particular CN type based on the supported CIoT features and this is a NAS functionality. eMTC UEs AS is expected to read CN type and the supported CIoT features per PLMN from SIB1-BR, and report them to upper layer as assistance info for NAS CN type selection.
In RRC idle mode UE reduces power consumption by using eDRX cycle in the range 5.12 – 2621.44s (for WB-S1) and 20.48s - 10485.76s (for NB-S1). Idle mode eDRX feature support will be directly negotiated between UE and AMF via NAS registration signalling procedures. Even if AMF configures idle mode eDRX feature for UE during registration signalling procedure, all ng-eNBs connected to that AMF may or may not support idle mode eDRX operation. UE operates in Idle mode eDRX in a given ng-eNB only if that ng-eNB indicates its support for idle mode eDRX operation.  In order for ng-eNB to indicate its support for idle mode eDRX feature for eMTC devices when ng-eNB connected to 5GC, RAN2 agreed to introduce a flag eDRXAllowed-5GC in SIB1-BR. In case of EPC, for NB-IoT, idle mode eDRX feature is mandatory to support in a cell, hence same should apply when using 5GC (i.e. no IE required in SIB1-NB). 

Below is text from SA2 agreed CR S2-1902547 [7]:
For WB-E-UTRA the eNB broadcasts an indicator for support of extended idle mode DRX in 5GC in addition to the existing indicator for support of extended idle mode DRX in EPC as defined in TS 36.331 [23]. This indicator is used by the UE in CM-IDLE state.

NOTE 2:
A broadcast indicator for support of extended idle mode DRX is not needed for NB-IoT as it is always supported in NB-IoT.
Proposal 3. NB-IoT UE AS forwards all CIoT feature support indications broadcast in the cell  to NAS as assistance info for CN type selection by NAS. 
Proposal 4. eMTC UE AS forwards all CIoT feature support indications broadcast in the cell  to NAS as assistance info for CN type selection by NAS. 
2.4 Redirection between EPC and 5GC

In R15, CN Type indication was provided in RRC Connection Release Message to perform CN redirection between EPC and 5GC. However, for Cellular IoT, SA2 has agreed to have a NAS based redirection with the following requirements adopted in TS 23.501:
“In the networks that support CIoT features in both EPC and 5GC, the operator may steer the UEs from a specific CN type due to operator policy, e.g., due to roaming agreements, Preferred and Supported Network Behaviour, load redistribution, etc. Operator policies in EPC and 5GC are assumed to avoid steering UEs back and forth between EPC and 5GC.

To redirect a UE from 5GC to EPC, when the UE requests Registration, the AMF sends a Registration Reject with an EMM cause value indicating the UE should not use 5GC. The UE disables N1 mode and re-enables S1 mode, if it was disabled. The UE then performs either an Attach or TAU with EPC as described in clause 5.17.2.

To redirect a UE from EPC to 5GC, when the UE requests an Attach or TAU procedure, the MME sends a reject message with an EMM cause indicating the UE should not use EPC. The UE disables S1 mode and re-enables N1 mode, if it was disabled. The UE then performs a Registration with 5GC as described in clause 5.17.2.”
As shown above, NAS based redirection between EPC and 5GC is used for SA2 normative work. Therefore, there is no need to introduce CN Type in   RRCConnectionRelease-NB message.
During RAN2#105bis, “For NB-IoT/eMTC: Working assumption that CN type is not used in RRCConnectionRelease/ RRCConnectionRelease-NB. We propose to make this as RAN2 agreement. 

Proposal 5. CN Type is not used in  RRCConnectionRelease/RRCConnectionRelease-NB message as NAS based redirection between EPC and 5GC is used for CIoT.
2.5 eMTC Intra RAT (Intra 5GC system) connected mode mobility

In R15 LTE connected to 5GC, in order to support intra LTE RAT mobility within 5GC system, RRC Connection Reconfiguration Message (including Mobility Control Info) is enhanced with the following security configuration changes including intra5GC-r15 IE.

SecurityConfigHO-v1530 ::=

SEQUENCE {


handoverType-v1530



CHOICE {


intra5GC-r15





SEQUENCE {



securityAlgorithmConfig-r15


SecurityAlgorithmConfig

OPTIONAL,
-- Cond fullConfig


keyChangeIndicator-r15



BOOLEAN,


nextHopChainingCount-r15


NextHopChainingCount,


nas-Container-r15




OCTET STRING
OPTIONAL
-- Need ON

},

The same SecurityConfigHO-v1530 -> intra5GC-r15 IE changes are applicable for intra eMTC, intra 5GC HO case as well.
Proposal 6. For eMTC intra RAT connected mode mobility (for intra 5GC case), adopt R15 LTE connected to 5GC introduced changes for RRCConnectionReconfiguration (including Mobility Control Info) including SecurityConfigHO-v1530 -> intra5GC-r15 IE.

2.6 eMTC Intra RAT (Inter system EPC & 5GC) connected mode mobility

In R15 LTE connected to 5GC, in order to support intra LTE RAT mobility, inter system mobility between EPC & 5GC system, Mobility from EUTRA command message carrying RRC Connection Reconfiguration Message was adopted. RRC Connection Reconfiguration Message was enhanced with the following security configuration changes including fivegc-ToEPC-r15 and epc-To5GC-r15.

SecurityConfigHO-v1530 ::=

SEQUENCE {


handoverType-v1530



CHOICE {



intra5GC-r15





SEQUENCE {




securityAlgorithmConfig-r15


SecurityAlgorithmConfig

OPTIONAL,
-- Cond fullConfig




keyChangeIndicator-r15



BOOLEAN,




nextHopChainingCount-r15


NextHopChainingCount,




nas-Container-r15




OCTET STRING
OPTIONAL
-- Need ON



},



fivegc-ToEPC-r15




SEQUENCE {




securityAlgorithmConfig-r15


SecurityAlgorithmConfig,




nextHopChainingCount-r15


NextHopChainingCount



},



epc-To5GC-r15




SEQUENCE {




securityAlgorithmConfig-r15

SecurityAlgorithmConfig,




nas-Container-r15



OCTET STRING


}


},

For eMTC, Intra RAT, Inter System HO between 5GC and EPC, it is reasonable to adopt Mobility from EUTRA command message carrying RRC Connection Reconfiguration Message and RRC Connection Reconfiguration Message enhancements including SecurityConfigHO-v1530-> fivegc-ToEPC-r15 and epc-To5GC-r15.
Proposal 7. For eMTC intra RAT connected mode mobility (for inter system mobility between EPC and 5GC), adopt R15 LTE connected to 5GC introduced MobilityFromEUTRACommand carrying RRCConnectionReconfiguration (including Mobility Control Info) including SecurityConfigHO-v1530 -> fivegc-ToEPC-r15 and epc-To5GC-r15 IEs.

 3. Conclusion  
In this contribution, we discussed various AS changes required to enable NB-IoT/eMTC devices connecting to 5GC.
 Proposal 1.
RAN2 agrees to send a LS to SA2, CC: CT1,RAN3 asking them how many slices NB-IoT/eMTC UEs can support simultaneously and whether S-NSSAI will be used by the ng-eNB in addition to the indications of the supported 5G CIoT optimisations for AMF selection.
Proposal 2.
RAN2 agrees to send a LS to SA2, CC: CT1,RAN3 asking them about applicability 5GC QoS frame work for NB-IoT/5GC & how QoS mapping is handled during mobility between NB-IoT and other RATs.
Proposal 3.
NB-IoT UE AS forwards all CIoT feature support indications broadcast in the cell  to NAS as assistance info for CN type selection by NAS.
Proposal 4.
eMTC UE AS forwards all CIoT feature support indications broadcast in the cell  to NAS as assistance info for CN type selection by NAS.
Proposal 5.
CN Type is not used in  RRCConnectionRelease/RRCConnectionRelease-NB message as NAS based redirection between EPC and 5GC is used for CIoT.
Proposal 6.
For eMTC intra RAT connected mode mobility (for intra 5GC case), adopt R15 LTE connected to 5GC introduced changes for RRCConnectionReconfiguration (including Mobility Control Info) including SecurityConfigHO-v1530 -> intra5GC-r15 IE.
Proposal 7.
For eMTC intra RAT connected mode mobility (for inter system mobility between EPC and 5GC), adopt R15 LTE connected to 5GC introduced MobilityFromEUTRACommand carrying RRCConnectionReconfiguration (including Mobility Control Info) including SecurityConfigHO-v1530 -> fivegc-ToEPC-r15 and epc-To5GC-r15 IEs.
Draft LS is available in R2-1906055.
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