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1	Introduction
[bookmark: _Ref178064866]A new WI on DC and CA enhancements was approved in RAN#81. One objective of the WI is to enhance the radio link failure recovery procedure. Fast recovery solutions were discussed in email discussion [105#55]. The applicability of fast recovery for different failure cases was also discussed. It is likely that fast recovery will be used at least for some failure cases.
In case the fast recovery procedure is unable to regain the MCG connection, there should be a way of the UE to regain connection to the network. In this contribution, we discuss what solutions could be used to regain the connection to the network if fast recovery is failed.
2. Discussion
A good quality radio link toward the SN could be utilised in recovering from M-RLF, however it should be handle with care considering that the primary link with the UE and the network has gone through a failure. The following failure cases were discussed in email discussion [105#55] for fast recovery. 
a) MCG leg RLF
b) MCG reconfiguration with sync failure 
c) Mobility from NR failure
d) Integrity check failure indication from lower layers concerning SRB1 or SRB2
e) RRC connection reconfiguration failure
f) Other, please specify

There is a consensus to support a) MCG leg RLF as a trigger for fast recovery. For case b) to f), the companies have different opinions. Hence, at least case a) is agreeable as the trigger for fast recovery solution. We don’t think multiple fast recovery solutions should be designed for different trigger cases. The cases which are not agreeable for fast recovery trigger, conventional RRC Re-establishment should be used.
Proposal 1: The cases which are not agreed as trigger for fast recovery solution, the conventional RRC Re-establishment procedure should be used.

During the email discussion [105#55], most companies supported the fast recovery solution which mirrors the SCG failure recovery. Upon reception of SCG failure indication from the UE, the MN may take the action to resolve the SCG failure by SCG release, PSCell change, SN change or change of SCG configuration. 
With MCG failure, the MN could take actions to reconfigure MCG, change PCell, handover to another cell depending on the failure case which triggered the fast recovery. Taken MCG leg RLF as an example, there are three causes for the MCG RLF. These are 1).Expiry of a timer started after indication of radio problems from the physical layer (if radio problems are recovered before the timer is expired, the UE stops the timer); 2).Random access procedure failure; 3).RLC failure. To resolve MCG RLF, the network may change PCell or handover to another cell. Note that reconfiguration with sync is used when changing PCell and handover in NR. 

One of the most likely actions from the network upon the reception of MCG failure is to handover the UE to another cell (PCell change or another gNB). For handover to work, the target cell should be able to support the UE. There is a possibility of the target is unable to accept the UE. The fast recovery may fail. 
Even though, release of SCG is possible action in resolving SCG failure (when all other actions are exhausted), release of MCG is not a viable action for MCG failure recovery given that release of MCG results in sending the UE to Idle mode. Thus, logical step to resolve the fast recovery failure is the RRC re-establishment to regain the connection to the network.
Proposal 2: In case of fast recovery failure, RRC re-establishment procedure to regain the connection to the network should be considered.

The conventional RRC re-establishment procedure involves cell (re)selection to identify a suitable cell. Cell (re)-selection adds latency to the recovery procedure. Also, the UE has sent the MCG failure information to the network via the SN as the SN link is good. Considering the latency of cell (re)selection and also the SN is found to be good quality link for the UE, the UE should be guided to re-establish the connection at the SN, in case of the MN has exhausted of actions to resolve MCG failure. 
The conventional RRC re-establishment also involves the UE transmitting RACH on the selected cell. Given that the UE is already communicating with the SN, the step involving RACH access to the selected cell could be avoided. Therefore, the solution, which supports the UE fallback to re-establishment at the SN in case of fast recovery failure, is beneficial.
Proposal 3: In case of fast recovery failure, a fallback solution should aim at re-establishment of the UE connection at the SN.

During the email discussion [105#55], most companies supported the fast recovery solution option 1. 
· Option 1: when MCG failure occurs, UE follows SCG failure-like procedure. Thus, UE does not trigger RRC connection re-establishment. Instead, UE triggers MCG failure information procedure in which the MCGFailureInformation message is transmitted to the network.
The message can be transmitted to the MN either using SRB1S or SRB3. A possible fallback solution based on Option 1 is shown in Figure 1.



















Figure 1: Fallback mechanism in case of fast recovery failure.
MCG failure indication is sent to the MN via the SN over split SRB1S. It is considered that the SN cannot comprehend the MCGFailureInformation sent by the UE in step 1. At step 2a, the MN is aware of fast recovery failure. The MN informs the SN of unsuccessful fast recovery together with the necessary UE context required for RRC re-establishment at the SN. The SN performs the admission control and access the UE as re-establishment at the SN. The SN sends the RRC re-establishment message to the UE in response to the MCGFailureInformation sent at step 1. The UE sends the RRC re-establishment complete message. 
Proposal 4: RAN2 is requested to discuss fallback solution shown in Figure 1 in case of fast recovery failure. 

To enable RRC re-establishment at the SN, the SN should be made aware of the ue-Identity and ReestablishmentCause as in conventional RRCRe-establishmentRequest message. It is required to provide ue-Identity (c-RNTI to the C-RNTI used in the source PCell, physCellId to the physical cell identity of the source PCell, shortMAC-I and the KRRCint key and integrity protection algorithm that was used in the source PCell) and ReestablishmentCause to the SN. ReestablishmentCause can be derived from the MCGFailureInformation and the ue-Identity information is known by the MN. The MN can generate the message in step 2b including ue-Identity and ReestablishmentCause based on MCGFailureInformation and known UE information at the MN. Otherwise, the ue-Identity information could be signalled in MCGFailureInformation itself. In which case, the MN simply forwards the MCGFailureInformation message to the SN. note that when including ue-Identity and ReestablishmentCause, it is similar as existing RRCRe-establishmentRequest message.  
Proposal 5: If fallback mechanism to re-establish the RRC connection at the SN is considered, the ue-Identity and ReestablishmentCause should be provided to the SN by the MN over Xn interface. 
Proposal 6: If the UE-Identity is included in MCGFailureInformation, the MN can simply forwards the MCGFailureInformation message to the SN for the UE re-establishment at the SN.
[bookmark: _Ref189046994]3	Conclusion
In this contribution, we have discussed the necessity for a fallback mechanism in case of fast recovery failure. The following proposals were made.
Proposal 1: The cases which are not agreed as trigger for fast recovery solution, the conventional RRC Re-establishment procedure should be used.
Proposal 2: In case of fast recovery failure, RRC re-establishment procedure to regain the connection to the network should be considered.
Proposal 3: In case of fast recovery failure, a fallback solution should aim at re-establishment of the UE connection at the SN.
Proposal 4: RAN2 is requested to discuss fallback solution shown in Figure 1 in case of fast recovery failure. 
Proposal 5: If fallback mechanism to re-establish the RRC connection at the SN is considered, the ue-Identity and ReestablishmentCause should be provided to the SN by the MN over Xn interface. 
Proposal 6: If the UE-Identity is included in MCGFailureInformation, the MN can simply forwards the MCGFailureInformation message to the SN for the UE re-establishment at the SN.
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