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1	Introduction
A new SI on optimisations on UE radio capability signalling has been approved at RAN#80 in [1], where RAN2 task is to study mechanisms to optimise the UE Radio Capability signalling over the air while addressing the limitations of radio protocol interface.
Related discussion already took place in SA2, where as part of the SA2 SI different solutions are proposed and documented in [2].

2	Discussion
2.1	Uniqueness of UE capability identity 
Some of the proposals use a UE model ID or similar as baseline to derive the UE radio capabilities. It should be noted that in practice some vendor implementations use multiple different configuration in the market, based on UE / Chipset vendor and operators agreements. So, there is not a unique configuration for a given chipset model/firmware.
Further the handling of a such a UE model ID based optimisation requires the existence and up-to-date maintenance of a global database which handles all individual configurations and a central allocation of a “UE capability identity” needs to be ensured for consistency.
It is not clear where such a central database will be maintained ? GSMA ? 
Operators also do not want or prefer not to have the efforts of maintaining such database and the related complicated processes around this.
Observation 1:	UE configuration of a certain “model” (of chip / UE) may vary between different operators and especially open market devices.
Observation 2:	It is not obvious nor clear which entity will setup and maintain a central UE capability database.
Observation 3:	Consistently maintaining a central UE capability database implies a huge effort for UE vendors and mobile operators, which seems not to be acceptable.
Proposal 1: Do not further proceed discussion on deployment of global data base

2.1	Inherent Uniqueness of UE capability identity 
The UE capability information container, which consists of all the details on the UE capabilities– but it is deems to be to large which in the meantime implies certain drawback in the signalling (overhead, delay, need for segmentation) – this is the reason for this SI.
As the content of the UE capability information is well structured according to the used ASN.1 (defined in 36/38.331) the resulting capability bitstring is a unique representation of the UE capabilities, knowing the ASN.1 structure.
A simple step to derive a unique short identification of the long UE capability bitstring is to apply a well-defined hash function of the bitstring which results into a shorter representation of the UE capability, but still is unique. 
Proposal 2: The actual ASN.1 representation of the UE capabilities should be used as a base for the unique identification of the UE capabilities 
Proposal 3: To minimise the length of the UE capability identification, a hash function shall be applied on the ASN.1 representation of the UE capabilities and the result of this hash function provides the unique UE capability identity which is further used in the network for exchange of UE information needed for example at RRC Connection Establishment.

2.3	Local maintenance of UE capability information 
In order to make use of the shorter representation of the UE capabilities, the RAN needs to hold a database which stores the hashed identifications (UE capability ID) for each UE capability configuration. Such a database will be filled by applying the same hash function as the UE applies on the UE capability information. Initial UE capability information needs to be transferred between UE and RAN node, but subsequently the system can make use the hashed representation (alternatively a pre-configuration is possible).
Proposal 4: The RAN holds a database which contains the hashed representations of the UE capabilities together with the hashed value as UE capability identity
Proposal 5: The RAN database can “learn” the configurations from new / unknown UE capability information transfer applying the same hash function as the UE, alternatively it could be preconfigured.
Proposal 6: The RAN database content can by synchronised between other RAN nodes, necessary synchronisation with CN node (i.e. MME) would also be possible, pending on SA2 conclusions.


3	Conclusion
The hased based representation of the UE capabilities defined in a well-structured ASN.1 format should be used as unique UE capability identity. It provides a “as such” uniqueness allowing automated creation and maintenance of a related database. Especially it avoids complex handling of “UE model Id databases” which need to be globally consistent and always up to date. The related efforts for this are not justified and might result into the situation that the benefits of a signalling optimisations will not be widely used due to the efforts … 
Observation 1:	UE configuration of a certain “model” (of chip / UE) typically varies between different operators and especially open market devices.
Observation 2:	It is not obvious nor clear which entity will setup and maintain a central UE capability database.
Observation 3:	Consistently maintaining a central UE capability database implies a huge effort for UE vendors and mobile operators, which seems not to be acceptable.

Proposal 1: Do not further proceed discussion on deployment of global data base
Proposal 2: The actual ASN.1 representation of the UE capabilities should be used as a base for the unique identification of the UE capabilities 
Proposal 3: To minimise the length of the UE capability identification, a hash function shall be applied on the ASN.1 representation of the UE capabilities and the result of this hash function provides the unique UE identity which is further used in the network for exchange of UE information needed for example at RRC Connection Establishment.
Proposal 4: The RAN holds a database which contains the hashed representations of the UE capabilities together with the hashed value as UE capability identity
Proposal 5: The RAN database can “learn” the configurations from new / unknown UE capability information transfer applying the same hash function as the UE, alternatively it could be preconfigured.
Proposal 6: The RAN database content can by synchronised between other RAN nodes, necessary synchronisation with CN node (i.e. MME) would also be possible.

The co-signing companies kindly propose to that RAN2 adopts the proposals 1 – 6 and use this as basis for the work on UE capability signalling optimisation. An LS shall be sent to SA2 informing them about the outcome of the discussions in RAN2.  
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