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	Reason for change:
	Currently there are very limited cause values for re-establishment (RLFreconfiguration failure, handover failure HOF,, other), which limits the possibility for the network to take the most optimal action when the UE re-establishes the connection 

	
	

	Summary of change:
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•	HandoverFailure
•	reconfigurationFailure
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START OF CHANGES
[bookmark: _Toc524434324]5.3.7.4	Actions related to transmission of RRCReestablishmentRequest message
The UE shall set the contents of RRCReestablishmentRequest message as follows:
1>	set the ue-Identity as follows:
2>	set the c-RNTI to the C-RNTI used in the source PCell (reconfiguration with sync or mobility from NR failure) or used in the PCell in which the trigger for the re-establishment occurred (other cases);
[bookmark: _GoBack]2>	set the physCellId to the physical cell identity of the source PCell (reconfiguration with sync or mobility from NR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:
3>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input;
3>	with the KRRCint key and integrity protection algorithm that was used in the source PCell (reconfiguration with sync or mobility from NR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases); and
3>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
1>	set the reestablishmentCause as follows:
2>	 if the re-establishment procedure was initiated due to detection of radio link failure as specified in 5.3.10.3:
3>	 if the expiry of T310 was the cause of the radio link failure:
4>	set the reestablishmentCause to the value t310-expiry;
3>	 else if a random access problem was the cause of the radio link failure:
4>	set the reestablishmentCause to the value randomAccessProblem;
3>	 else if reaching the max number of retransmission on an MCG RLC was the cause of the radio link failure:
4>	set the reestablishmentCause to the value rlc-MaxNumRetx;
2>	else if the re-establishment procedure was initiated due integrity check failure indication from layers concerning SRB1 or SRB2:
3>	set the reestablishmentCause to the value srb-IntegrityFailure;


2>	 if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.8.2:
3>	set the reestablishmentCause to the value reconfigurationFailure;
2>	else if the re-establishment procedure was initiated due to reconfiguration with sync failure as specified in 5.3.5.8.3 (intra-NR handover failure) or 5.4.3.5 (inter-RAT mobility from NR failure):
3>	set the reestablishmentCause to the value handoverFailure;
2>	else:
3>	set the reestablishmentCause to the value otherFailure;
1> restore the RRC configuration and security context from the stored UE AS context;
1>	restore the PDCP state and re-establish PDCP for SRB1;
1>	re-establish RLC for SRB1;
1>	resume SRB1;
1>	The UE shall submit the RRCReestablishmentRequest message to lower layers for transmission.



END OF CHANGES




START OF CHANGES
[bookmark: _Toc510018577][bookmark: _Toc510018570]6.3.2	Radio resource control information elements
[bookmark: _Toc524434464]–	RRCReestablishmentRequest
The RRCReestablishmentRequest message is used to request the reestablishment of an RRC connection.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to Network
RRCReestablishmentRequest message
-- ASN1START
-- TAG-RRCREESTABLISHMENTREQUEST-START


RRCReestablishmentRequest ::=       SEQUENCE {
    rrcReestablishmentRequest           RRCReestablishmentRequest-IEs
}

RRCReestablishmentRequest-IEs ::=   SEQUENCE {
    ue-Identity                         ReestabUE-Identity,
    reestablishmentCause                ReestablishmentCause,
    spare                               BIT STRING (SIZE (1))
}

[bookmark: _Hlk523297253]ReestabUE-Identity ::=              SEQUENCE {
    c-RNTI                              RNTI-Value,
    physCellId                          PhysCellId,
    shortMAC-I                          ShortMAC-I
}

ReestablishmentCause ::=            ENUMERATED {t310-Expiry, randomAccessProblem, rlc-MaxNumRetx, srb-IntegrityFailure, reconfigurationFailure, handoverFailure, otherFailure, spare1}

-- TAG-RRCREESTABLISHMENTREQUEST-STOP
-- ASN1STOP

	ReestabUE-Identity field descriptions

	physCellId
The Physical Cell Identity of the PCell the UE was connected to prior to the failure.



	RRCReestablishmentRequest-IEs field descriptions

	reestablishmentCause
Indicates the failure cause that triggered the re-establishment procedure. gNB is not expected to reject a RRCReestablishmentRequest due to unknown cause value being used by the UE.

	ue-Identity
UE identity included to retrieve UE context and to facilitate contention resolution by lower layers.



END OF CHANGES
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