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START OF CHANGES
[bookmark: _Toc510018510]5.3.11	UE actions upon going to RRC_IDLE
UE shall:
1>	reset MAC;
1>	stop all timers that are running except T320 and T325;
1>	discard any stored AS context previously stored upon reception of RRCRelease, fullI-RNTI, shortI-RNTI-Value, ran-PagingCycle and ran-NotificationAreaInfo;
1>	discard the current AS security context if any including the nextHopChainingCount value, the KgNB key, the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key, if stored;
1>	release all radio resources, including release of the RLC entity, the MAC configuration and the associated PDCP entity and SDAP for all established RBs;
1>	indicate the release of the RRC connection to upper layers together with the release cause;
1>	enter RRC_IDLE and perform procedures as specified in TS 38.304 [21], except if going to RRC_IDLE was triggered by reception of the MobilityFromNRCommand message or by selecting an inter-RAT cell while T311 was running;
NEXT CHANGE
5.3.13.3	Actions related to transmission of RRCResumeRequest or RRCResumeRequest1 message
The UE shall set the contents of RRCResumeRequest or RRCResumeRequest1 message as follows:
1>	if field useFullResumeID is signalled in SIB1:
2>	select RRCResumeRequest1 as the message to use;
2>	set the resumeIdentity to the stored fullI-RNTI value;
1>	else:
2>	select RRCResumeRequest as the message to use;
2>	set the shortResumeIdentity to the stored shortI-RNTI value;
1>	set the resumeCause in accordance with the information received from upper layers or from AS layer;
1>	restore the RRC configuration and AS security context from the stored UE AS context except the cellGroupConfig;
1>	set the resumeMAC-I to the 16 least significant bits of the MAC-I calculated:
2>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarResumeMAC-Input;
2>	with the KRRCint key and the previously configured integrity protection algorithm; and
2>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
Editor’s Note: FFS Additional input to VarResumeMAC-Input (replay attacks mitigation).
1>	restore the RRC configuration and security context from the stored UE AS context except the cellGroupConfig;
1> submit the selected message RRCResumeRequest or RRCResumeRequest1 for transmission to lower layers;
1>	update the KgNB key based on the current KgNB or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key;
1>	configure lower layers to apply integrity protection for all radio bearers except SRB0 using the previously configured algorithm and the KRRCint key and KUPint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
NOTE 1:	Only DRBs with previously configured UP integrity protection shall resume integrity protection.
1>	configure lower layers to apply ciphering for all radio bearers except SRB0 and to apply the previously configured ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
1>	restore the PDCP state and re-establish PDCP entities for SRB1;
1>	resume SRB1;
1> submit the selected message RRCResumeRequest or RRCResumeRequest1 for transmission to lower layers;
NOTE 2:	Only DRBs with previously configured UP ciphering shall resume ciphering.

If lower layers indicate an integrity check failure while T319 is running, perform actions specified in 5.3.13.5.
The UE shall continue cell re-selection related measurements as well as cell re-selection evaluation. If the conditions for cell re-selection are fulfilled, the UE shall perform cell re-selection as specified in 5.3.13.6.
[bookmark: _Hlk509832034][bookmark: _Hlk512510712]5.3.13.4	Reception of the RRCResume by the UE
The UE shall:
1>	stop timer T319;
1>	if the RRCResume includes the fullConfig:
2>	perform the full configuration procedure as specified in 5.3.5.11;
1>	else:
2>	restore the PDCP state and reset COUNT value for SRB2 and all DRBs;
[bookmark: _Hlk518668949]2>	restore the cellGroupConfig from the stored UE AS context; 
2>	indicate to lower layers that stored UE AS context is used;
1>	discard the fullI-RNTI, shortI-RNTI and the stored UE AS context previously stored upon reception of RRCRelease, except ran-NotificationAreaInfo and nextHopChainingCount value;
1>	if the RRCResume includes the masterCellGroup:
2>	perform the cell group configuration for the received masterCellGroup according to 5.3.5.5;
Editor’s Note: FFS Whether it is supported to configure secondaryCellGroup at Resume.
1>	if the RRCResume includes the radioBearerConfig:
2>	perform the radio bearer configuration according to 5.3.5.6;
Editor’s Note: FFS Whether there needs to be a second radioBearerConfig.
1>	resume SRB2 and all DRBs;
1>	if stored, discard the cell reselection priority information provided by the cellReselectionPriorities or inherited from another RAT;
1> stop timer T320, if running;
1>	if the RRCResume message includes the measConfig:
2>	perform the measurement configuration procedure as specified in 5.5.2;
1>	resume measurements if suspended;
Editor’s Note: FFS Whether there is a need to define UE actions related to access control timers (equivalent to T302, T303, T305, T306, T308 in LTE). For example, informing upper layers if a given timer is not running.
1>	enter RRC_CONNECTED;
1>	indicate to upper layers that the suspended RRC connection has been resumed;
1>	stop the cell re-selection procedure;
1>	consider the current cell to be the PCell;
1>	set the content of the of RRCResumeComplete message as follows:
2>  if the upper layer provides NAS PDU, set the dedicatedNAS-Message to include the information received from upper layers; 
2> if the upper layer provides a PLMN, set the selectedPLMN-Identity to PLMN selected by upper layers (TS 24.501 [23]) from the PLMN(s) included in the plmn-IdentityList in SIB1; 
2>	if the masterCellGroup contains the reportUplinkTxDirectCurrent:
3> include the uplinkTxDirectCurrentList;
1>	submit the RRCResumeComplete message to lower layers for transmission;
1>	the procedure ends.

NEXT CHANGE
5.3.15.2	Reception of the RRCReject by the UE
The UE shall:
1>	stop timer T300, if running; 
1>	stop timer T319, if running;
1>	reset MAC and release the MAC configuration;
1>	start timer T302, with the timer value set to the waitTime;
1>	set the variable pendingRnaUpdate to 'FALSE';
1>	if RRCReject is received in response to a request from upper layers:
2>	inform the upper layer that access barring is applicable for all access categories except categories ‘0’and '2';
1>	if RRCReject is received in response to an RRCSetupRequest:
2>	inform upper layers about the failure to setup the RRC connection, upon which the procedure ends;
1>	if RRCReject is received in response to an RRCResumeRequest or an RRCResumeRequest1:
2>	if resume is triggered by upper layers: or 
23>	inform upper layers about the failure to resume the RRC connection;
Editor’s note: FFS In which cases upper layers are informed that a resume failure occurred upon the reception of RRC Reject.
2>	if resume is triggered by RRC:
3>	set the variable pendingRnaUpdate to 'TRUE';
2>	discard the current security context including the KgNB key, the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key;
2>	suspend SRB1, upon which the procedure ends;
Editor’s note: FFS Handling of timer T380 upon Reject e.g. stop, re-start, etc.
The RRC_INACTIVE UE shall continue to monitor paging while the timer T302 is running.
END OF CHANGES
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