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1   Introduction
In RAN2#97 meeting, the joint configuration failure handling was discussed and the following agreements were achieved.

Agreements

1: When both MCG and SCG reconfiguration is required due to coordination, the SCG reconfiguration message must be encapsulated in an MCG RRC message that also carries the corresponding MCG reconfiguration that ensures that the combined configuration is valid.

2: 
UE uses a joint success failure for messages in an encapsulating MN RRC message.

3: 
A failure of the MN RRC messages, including one encapsulating  SN RRC message with or without any MN reconfiguration fields triggers a re-establishment procedure.  

4:
Each SN RRC message should have its own RRC response message even when the SCG request message is encapsulated in an MCG RRC message. SCG response message is forwarded over Xx to SN.

5:
For MCG reconfiguration containing a SCG reconfiguration, UE sends a MN RRC response message that encapsulates the SN RRC response message.

With respect to the LTE RRC message including both LTE MCG configuration and NR SCG configuration, according to the agreement, any part is failed, the LTE RRC connection re-establishment procedure should be triggered. In this contribution, we prefer to discuss the potential enhancement for this procedure.

2   Discussion
In EN-DC, it is common understanding that the NR SCG configuration is generated by the SgNB based on the inter-node message SCG-ConfigInfo provided by the MeNB. The NR SCG configuration is NR RRC format and the detailed configuration is transparent to the MeNB according to the RAN2 agreement. In principle, the network should be responsible to make sure the final configuration being applicable to the UE based on the coordination between MeNB and SgNB. However, since the MeNB cannot understand the SCG configuration, it is still possible that the UE fails to apply the final configuration.

Based on the agreements, upon joint configuration failure, the UE shall trigger the RRC connection re-establishment procedure by sending RRCConnectionReestablishmentRequest message. From the MeNB perspective, upon reception of the LTE RRCConnectionReestablishmentRequest message, it should perform the RRC connection reestablishment and the handling of the SgNB is left to implementation. However, the MeNB does not know whether the configuration failure is caused by the LTE part or the NR part. Based on this assumption, it is possible that the failed configuration, no matter the LTE configuration or the NR configuration, is not changed, then the jointed configuration failure may happen again. To our understanding, it is beneficial to inform the MeNB of the detailed failure information, i.e., the LTE configuration failure or the NR configuration failure. In details, in the LTE RRCConnectionReestablishementRequest message, the UE should indicate the configuration failure is caused by which part, i.e., the LTE part or the NR part. In this way, the MeNB can have more flexibility to do appropriate decision e.g. adapt MeNB configuration, change another SN, etc. Obviously, this mechanism can also be applied to Option 4.
Proposal: In joint configuration, in case of RRC configuration failure, the UE shall inform the MN the configuration failure is caused by which part, i.e., the MN part or the SN part, in the RRC connection reestablishment request message.
3   Conclusion
In this contribution, the configuration failure handling is discussed and the following proposals were provided:
Proposal: In joint configuration, in case of RRC configuration failure, the UE shall inform the MN the configuration failure is caused by which part, i.e., the MN part or the SN part, in the RRC connection reestablishment request message.
4   Reference

 [1]   RAN2 #97 chairman notes.
5   Annex: change on TS 36.331

START OF FIRST CHANGE
5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

Except for NB-IoT, if the procedure was initiated due to radio link failure or handover failure, the UE shall:

1>
set the reestablishmentCellId in the VarRLF-Report to the global cell identity of the selected cell;

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
except for a NB-IoT UE for which AS security has not been activated, set the ue-Identity as follows:

2>
set the c-RNTI to the C-RNTI used in the source PCell (handover and mobility from E-UTRA failure) or used in the PCell in which the trigger for the re-establishment occurred (other cases);

2>
set the physCellId to the physical cell identity of the source PCell (handover and mobility from E-UTRA failure) or of the PCell in which the trigger for the re-establishment occurred (other cases);

2>
set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:

3>
over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input (or VarShortMAC-Input-NB in NB-IoT);

3>
with the KRRCint key and integrity protection algorithm that was used in the source PCell (handover and mobility from E-UTRA failure) or of the PCell in which the trigger for the re-establishment occurred (other cases); and

3>
with all input bits for COUNT, BEARER and DIRECTION set to binary ones; 

1>
for a NB-IoT UE for which AS security has not been activated, set the ue-Identity as follows:

2>
request upper layers for calculated ul-NAS-MAC and ul-NAS-Count using the cellIdentity of the PCell in which the trigger for the re-establishment occurred;

2>
set the s-TMSI to the S-TMSI provided by upper layers;

2>
set the ul-NAS-MAC to the ul-NAS-MAC value provided by upper layers;

2>
set the ul-NAS-Count to the ul-NAS-Count value provided by upper layers;

1>
set the reestablishmentCause as follows:

2>
if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.5 (the UE is unable to comply with the reconfiguration):

3>
set the reestablishmentCause to the value reconfigurationFailure;

2>
else if the re-establishment procedure was initiated due to handover failure as specified in 5.3.5.6 (intra-LTE handover failure) or 5.4.3.5 (inter-RAT mobility from EUTRA failure):

3>
set the reestablishmentCause to the value handoverFailure;

2>
else if the re-establishment procedure was initiated due to SCG configuration failure in EN-DC as specified in TS 38.331 subclause 5.3.5.8.2:

3>
set the reestablishmentCause to the value scgReconfigurationFailure;

2>
else:

3>
set the reestablishmentCause to the value otherFailure;

The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

START OF NEXT CHANGE
–
RRCConnectionReestablishmentRequest
The RRCConnectionReestablishmentRequest message is used to request the reestablishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


reestablishmentCause



ReestablishmentCause,


spare







BIT STRING (SIZE (2))

}

ReestabUE-Identity ::=



SEQUENCE {


c-RNTI







C-RNTI,


physCellId






PhysCellId,


shortMAC-I






ShortMAC-I

}

ReestablishmentCause ::=


ENUMERATED {











reconfigurationFailure, handoverFailure,











otherFailure, scgReconfigurationFailure}

-- ASN1STOP

	RRCConnectionReestablishmentRequest field descriptions

	physCellId

The Physical Cell Identity of the PCell the UE was connected to prior to the failure.

	reestablishmentCause

Indicates the failure cause that triggered the re-establishment procedure. eNB is not expected to reject a RRCConnectionReestablishmentRequest due to unknown cause value being used by the UE.

	ue-Identity

UE identity included to retrieve UE context and to facilitate contention resolution by lower layers.
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