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1. Introduction 
SA2 has agreed details regarding NSSAI as mentioned in their LS in [1]
	[RAN2-specific topics]  SA2 has discussed the topic of the size of the NSSAI (which consists of multiple S-NSSAIs), and agreed that a UE may at most register with 8 S-NSSAI instances simultaneously. This means that in the worst case the UE may request a NSSAI with 8 S-NSSAI instances in it.
SA2 would also note that the S-NSSAI is a combination of two pieces of information:  

· The SST (Slice/Service Type) field, which identifies the slice type

· The SD (slice Differentiator) field, which differentiates among Slices with same SST field.

Only the SST field is mandatory, and the SD field may be omitted when it is not needed.

SA2 has agreed that the SST should consists of 8 bits (with range is 0-255), and the SD should consist of 24 bits.

Based on this understanding one S-NSSAI can be at most 32 bits and it may be 8 bits if SD field is omitted.  Therefore, the NSSAI can theoretically be at most 256 bits long albeit this is not expected to be the most common case as S-NSSAIs with SST field only and smaller number than 8 of slices per UE are expected to be common.

SA2 has editor’s notes in their TSs to note that if RAN has concerns on the size of NSSAI or on the way the NSSAI is used in RRC, changes could be possible.


NSSAI can be theoretically 256 bits long and SST field is the only mandatory field in S-NSSAI. 
Further RAN2 agreed that AMF selection information will be provided in MSG5. However, details needs to be worked out e.g. if AMF selection information could be NSSAI/SST or DCN ID (eDECOR) or any other information.

In this contribution we look into if NSSAI can be included in RRC message MSG5.

2. Discussion

If UE has already performed initial registration then there is no need for UE to include NSSAI (or SST or S-NSSAI) in MSG5 and Temporary Identifier e.g. 5G-GUTI can be used for AMF selection. This is also confirmed by SA3 LS in [2].
Observation 1: if 5G-GUTI is included in MSG5 then AMF selection at gNB should take place based on 5G-GUTI and NSSAI is not used for AMF selection. 
If UE does not have a 5G-GUTI allocated or 5G-GUTI is not valid and UE performs initial registration then NSSAI may assist gNB in selecting appropriate AMF entity. While looking at SA3 LS response, as shown below in the box, it prohibits sharing slice information in an unprotected RRC message. 

	Similarly, the security and privacy threats are also applicable when NSSAI related information is included in unprotected RRC signaling messages. Therefore, including NSSAI related information in such unprotected RRC signaling should be avoided when possible and shall be avoided when privacy of such information (e.g., when UE is accessing privacy sensitive slices) is required. 

In cases where privacy of NSSAI is required, if the UE is already registered, SA3 believes that it is sufficient to include only the UE temporary identifier (e.g., 5G GUTI) assigned by the AMF in the previous registration in the unproteted RRC message and not include the NSSAI related information in unprotected RRC messages. If the 5G RAN is unable to select the AMF from this information (e.g., due to UE mobility), the UE can always fall back and perform the protected NAS message procedures. The UE temporary identifier needs to be constructed such that it does not reveal any privacy sensitive slice specific information.

SA3 understands that if NSSAI (or part of it) is not included in the initial unprotected NAS messages or unprotected RRC messages due to the privacy requirement of the slice(s) being requested by the UE, it may result in a non-optimal initial selection of the AMF (e.g., default AMF) with potential AMF relocation when the full requested NSSAI is sent by the UE in a later protected NAS message after the security context is established between the UE and the AMF. This a tradeoff between performance and privacy when the requested NSSAI requires privacy protection. It should be noted here that if the number of UEs accessing privacy sensitive slices in a given RAN is relatively low compared to the number of UEs accessing that RAN, then the absense of NSSAI related information in RRC message itself may leak information that these low number of users are accessing privacy sensitive slices. SA3 has not concluded yet whether and if so how such leakage of information needs to be prevented in 5GS


As can be seen above, SA3 also has a concern for the case where few UEs include NSSAI in unprotected RRC message and others don’t. MSG 5 is an unprotected RRC message as security context is not yet setup between UE and gNB in case of initial registration from RRC_IDLE to RRC_CONNECTED.

Observation 2: SA3 LS states that NSSAI should not be included in unprotected RRC message and MSG5 is an unprotected message during Idle to Connected transition.
MSG5 like RRC message will also be used in INACTIVE state. In our understanding, UE context will already exist in the gNB and CN slice selection would already have been done. There is a possibility that network updates allowed NSSAI and subscription information or UE transition to CONNECTED state is triggered by another service which is supported by a different slice. However, in all these scenarios UE must send NAS signalling to old AMF and gNB does not perform AMF selection. In case UE performs resume from a different gNB then UE context from another gNB will be fetched and old AMF information will be available. So, we don’t see a need to include NSSAI in MSG5 when UE is in INACTIVE state

Observation 3: When UE is in INACTIVE state then NSSAI in MSG5 like RRC message is not needed as gNB already have UE context and there is no use case for gNB to perform AMF selection.
Based on above observations, we don’t see a case where NSSAI can be included in MSG5. In the absence of NSSAI in MSG5, gNB will anyway route the NAS message to default AMF.
Observation 4: If NSSAI is not included in MSG5 then gNB should be able to route NAS message to “default AMF”.

We therefore propose that: 
Proposal: We propose RAN2 to agree that NSSAI is not included in MSG5. 
3. Conclusion
We propose RAN2 to discuss and agree following observations:
Observation 1: if 5G-GUTI is included in MSG5 then AMF selection at gNB should take place based on 5G-GUTI and NSSAI is not used for AMF selection. 
Observation 2: SA3 LS states that NSSAI should not be included in unprotected RRC message and MSG5 is an unprotected message during Idle to Connected transition.
Observation 3: When UE is in INACTIVE state then NSSAI in MSG5 like RRC message is not needed as gNB already have UE context and there is no use case for gNB to perform AMF selection.
Observation 4: If NSSAI is not included in MSG5 then gNB should be able to route NAS message to “default AMF”.

Based on above observations, we propose:

Proposal: We propose RAN2 to agree that NSSAI is not included in MSG5.
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