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1. Introduction

In RAN#75, the study item on enhanced support for aerial vehicles was approved [1]. The study item will investigate the ability for aerial vehicles to be served using LTE network deployments with Base Station antennas targeting terrestrial coverage, supporting Release 14 functionality (i.e. including active antennas and FD-MIMO). One of the aspects for potential LTE enhancement is as following:
· Identification of an air-borne UE that does not have proper certification for connecting to the cellular network while air-borne [RAN2]
In RAN2#99 meeting, identification issues were discussed and following agreements were made:
Agreements

1 The license/certification related identification is necessary for UAV UE from RAN2 point of view and to consult SA2, SA3 and RAN3 on the details.
2 The solution developed for interference detection within this SI should allow for detection of potentially air-borne UEs causing excessive interference, including UEs non-certified for aerial usage and UEs not implementing Rel-15 UAV functions
In this contribution, we will discuss the identification issues for a drone UE.
2. Discussion
2.1. Un-authorized drone UE
It was indicated in [1] that there are two types of drone UE: One is a drone equipped with a cellular module certified for aerial usage. On the other hand, there might be a drone carrying a cellular module that is only certified for terrestrial operation. Thus as mentioned in [2], there exist two kinds of un-authorized drone UE:
· flying non-drone capable UE

· flying drone capable UE but has no certification

In order to identify above two kinds of un-authorized drone UE, at least following drone information needs to be identified by the network
· Flying status, which means if a drone is flying or not.
· Drone capability, which means if a UE has claimed to be a drone. 
· Certification for drone, which means if the drone has been certified or not.
Above three listed items are the essential information for drone UE identification and the solutions for these three issues may not be identical completely. The basic principle is that even a UE has claimed to be a drone, it may not be in the flying status. Thus, it can be regarded as a normal UE. In other aspect, if a UE pretended to be a drone, the network still needs to confirm its claim by certification. Thus we have the following observation:
Observation 1: To identify un-authorized drone UE, network at least need to identify drone flying status, drone capability, drone certification.

2.2. Flying status identification

In [3], several options to identify an airborne drone UE are listed, e.g. UE indicates flight mode, network coordination with different cells, network determination based on UE’s location, eNB estimates AoA of drone signal. However, it also commented that all the listed options are based on estimations and none of the detection methods may be foolproof. Thus more solid solutions are needed to improve the identification accuracy.
To identify drone flying status, the most important information is the height, speed and heading direction. However, eNB cannot identify a drone is flying only based on those information, since a normal UE is also possible in a high building, or on a high bridge. Thus, some additional information is necessary to assist the right judgement. If a 3D geography map can be associated, together with the information of height, speed and heading direction, it is easy to determine whether a drone UE is flying or not. For example, when tracking a drone UE with a certain height, speed and heading direction, and according to 3D geography map, there does not always exists a high building, bridge etc., then it can be determined such drone is flying. Such method is general for both type of un-authorized UE in section 2.1, and could be performed in a server that located in eNB or core network. 
Proposal 1: Consider to identify drone flying status based on 3D geography map in eNB or core network.

2.3. Drone capability
Drone UE can indicate whether it has drone capability to network, using current UE capability reporting procedure. The drone capability needs to be indicated to both eNB. It is not preferred to create a new category for drone UE, since except drone capability, other capability are all same as terrestrial UEs and current UE category can be reused.
Proposal 2: drone UE indicate drone capability to eNB and core network reusing current UE capability reporting procedure.

3. Conclusion

In this contribution, we discuss the issues of identification for aerial UEs, and have the following observation and proposals:
Observation

Observation 1: To identify un-authorized drone UE, network at least need to identify drone flying status, drone capability, drone certification.

Proposals

Proposal 1: Consider to identify drone flying status based on 3D geography map in eNB or core network.

Proposal 2: drone UE indicate drone capability to eNB and core network reusing current UE capability transfer procedure.
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