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1. Introduction
In RAN Plenary #77, UDC WI is agreed with DEFLATE compression method as working assumption [1]. In RAN2#99bis meeting [2], it is agreed 4-bit checksum in UDC header for compression memory synchronization check. In this document, we propose the procedure and the corresponding message formats for UDC checksum error case. The design concept is to keep UDC error handling in PDCP layer.
2. Discussion
UDC uses dictionary-based compression method, in which the compressor/decompressor keeps uncompressed/decompressed data in their own compression memory, and thus in normal case, the compression memory is synchronized between two sides. If the compression memory is out of synchronization, the decompressor fails to decode upcoming compressed data. Therefore, 4-bit compression memory checksum is designed in UDC header to detect the error. Consequently, some procedures should be decided to resynchronize the compression memory.
UDC is transmitted over RLC AM bearer, in which the transmission error rate is assumed to be lower than 10e-6. We think UDC checksum error is rarely caused by the transmission error. Hence, UDC checksum error handling is designed to handle exceptional cases when compression memory is not synchronized due to some unusual behaviour, such as asynchronous or erroneous memory operation, or other implementation issues.
Observation 1: UDC error handling is designed to handle exceptional cases when memory is not synchronized.
2.1. Error Handling Concept

RoHC is the compression method standardized in current LTE specifications, and error handling of RoHC protocol is done in PDCP layer. We propose to follow the same principle to have UDC error handling in PDCP.
Proposal 1: UDC checksum error is handled by PDCP layer.
If the PDCP PDU encounters UDC checksum error, it may be discarded by PDCP layer. Due to the security concern in TS 33.401 [3] that COUNT in PDCP cannot be re-used with the same Radio Bearer identity and with the same KeNB, UE shall not re-use PDCP SN of the PDU with UDC checksum error.  We think the recovery in the error handling procedure should start from un-transmitted PDCP packets.

Observation 2: Due to security concern, new compression triggered by error handling should start from un-transmitted PDCP packets.
We propose an error handling procedure as shown in Figure 1. The receiver performs checksum operation to ensure compression memory synchronization. Once the checksum error is detected by the receiver, a notification message is delivered via PDCP control message. Receiving the notification, the sender resets its compression memory and re-initialize UDC operations. And, the sender add the “reset indication” for the 1st UDC packet after the re-initialization.

Proposal 2: Specify in RAN2 spec the proposed UDC checksum error handling procedure.
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Figure 1. The flow of UDC checksum error handling

2.2. Message Formats

To handle UDC checksum error by PDCP layer, it needs a new PDCP Control PDU for UDC checksum error notification as shown in Figure 2.


[image: image2]
Figure 2. PDCP Control PDU for UDC checksum error notification

Proposal 3: Specify in RAN2 spec the PDCP Control PDU for UDC checksum error notification.
We further propose to add FR bit in UDC header to notify the receiver that the sender resets its compression memory in PDCP layer. Figure 3 shows the revised UDC header format.
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Figure 3. Revised UDC header format for compression memory reset indication

Proposal 4: Specify in RAN2 spec the FR bit in UDC header for compression memory reset indication.
2.3. Reset Mechanism
For compression memory resynchronization, resetting the memory to all zeros can be one option. However, we observe that there are many supports to have pre-defined dictionary in email discussion. We also observed that companies support to preload the pre-defined dictionary into the memory when UDC is initiated because it anyway is better than all-zeros. Since memory resynchronization is starting from cleaning up the memory, the behaviour is similar to UDC initialization. So, we suggest to reload pre-defined dictionary after the clean-up. 
Proposal 5: Specify in RAN2 spec that pre-defined dictionary is reloaded after memory clean-up.

3. Conclusion
In this document, we observed that

Observation 1: UDC error handling is designed to handle exceptional cases when memory is not synchronized.
Observation 2: Due to security concern, new compression triggered by error handling should start from un-transmitted PDCP packets.

And we propose the following for UDC checksum error handling:
Proposal 1: UDC checksum error is handled by PDCP layer.
Proposal 2: Specify in RAN2 spec the proposed UDC checksum error handling procedure.
Proposal 3: Specify in RAN2 spec the PDCP Control PDU for UDC checksum error notification.
Proposal 4: Specify in RAN2 spec the FR bit in UDC header for compression memory reset indication.

Proposal 5: Specify in RAN2 spec that pre-defined dictionary is reloaded after memory clean-up.
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