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Discussion and decision
1 Introduction

During RAN2#99, based on the email discussion [98#55], RAN2 agreed: 
It is left up to UE implementation how the UE AS is aware of UL upper layer critical data within a given DRB of one user.
However there was no consensus on whether the network needs to be aware of the critical data. In this contribution, we analyze how to use the information, and provide the solution details.
2 Benefits on awareness of the critical data
In Rel-14 VoLTE WID, since packet loss impact voice quality significantly, RAN2 specified the solution on delay budget reporting to reduce the packet loss, and increase the voice quality. The details are:
· If a UE in good coverage, the UE can tell the eNB to reduce the local air interface delay, so that the E2E delay and jitter can be reduced.
· The peer UE in bad coverage can send delay budget to ask the eNB to adjust Uu air interface. E-UTRAN may configure the UE with coverage enhancement techniques, e.g. lower MCS, additional redundancy, additional retransmission or more repetitions, etc. 
Similar to voice, if the critical data is lost, the video quality will also be impacted significantly, e.g. very short video freezes (as some I-frames are not fully transmitted by the modem because of PDCP discard; on the receiver side, video decoding is stopped until the video sender retransmits the missing I-frames), small video jumps (due to retransmission of the missing video data by the video sender, the end-to-end latency increases suddenly and the video jitter buffer throws away a few frames because they are too old to be played out) and longer video freezes (the video data which have been discarded by PDCP are not retransmitted by the video sender - because the I-frame to be retransmitted is too old - or are retransmitted by the video sender but discarded again in PDCP layer. The video freezes until the next I-frame).

To avoid the impact on user experience, one way is that the network always schedules the UE in the robustness way, e.g. lower MCS, additional redundancy, additional retransmission or more repetitions, etc. However it will waste precious air interface resources since not every packets are critical. For instance, H264 encoder normally generates I-Frames every 2~3 sec.
If a UE could notify the eNB when UL critical data is stored within a given DRB, the eNB can provide different scheduling handling (e.g. having more and/or larger grants) or additional protection for the UL grant (e.g. lower MCS, additional redundancy, different maximum number of retransmission or increase the number of repetitions required when operating in CE) to help that this critical data gets transmitted on time. It is to note that actual decision is up to eNB taken into consideration diverse factors. Moreover eNB may also benefit to know when there is non-critical data stored in UE's buffer as this can help the network to revert back to normal behavior (e.g. increasing MCS, reducing redundancy).
Note 1: It is up to network implementation on how to use this information, and this is similar to the delay budget reporting, which does not affect legacy QoS and IMS policies.

Note 2: It does not change current UL data handling in UE side, the UE just follows network configuration and scheduling as today. 
Based on the analysis above, awareness of critical data could help the network improve video quality with limited additional resources. Therefore we propose:
Proposal 1. Introduce a mechanism for UE to inform the eNB when critical data is in the UE's buffer.. 
Proposal 2. It is up to eNB implementation how to use UE's information about its UL critical data in its buffer, e.g. on the scheduling (e.g. to provide more and/or larger grants) or on the protection for the UL grant (e.g. to provide lower MCS, additional redundancy, different maximum number of retransmission or increase the number of repetitions required when operating in CE).
3 Discussion on potential solutions
In the email discussion [98#55], two approaches are mainly consider to provide the information associated to the UL critical data in the UE's buffer: via PDCP or via MAC layer. Enabling a mechanism via PDCP may provide packet level granularity, however this adds UE complexity (e.g. packet inspection may need to be enabled) and may not provide as much benefit taken into consideration legacy LTE QoS frame (which does not allow to provide different handling within a given DRB). Therefore we suggest enabling the MAC approach. 
Proposal 3. A MAC based mechanism is used for the UE to notify eNB about UL critical data in its buffers.
To avoid the impact to legacy network, and to avoid unnecessary reporting, the reporting on critical data in UE’s buffer should be controlled by the network based on the UE capability. In addition, to avoid the UE to report the information for the service that the network does not want to handle, the network should enable this per DRB. 

Proposal 4. Introduce UE capability to indicate whether the UE support this notification on critical data in buffer;

Proposal 5. The network configures, by RRC signalling, for a particular DRB whether the UE can report the MAC based notification.
It is important to discuss which information may be of most help for an eNB and based on that different MAC approaches could be considered. Some of the information that may be helpful are the following:

(1) To indicate when there is critical data stored in UE's buffer. 

(2) To indicate when there is non-critical data stored in UE's buffer.

(3) To indicate if with latest UL grant allocation and expected periodicity, the critical data would end up being discarded before being able to transmit it.
The most important information are (1) and (2), i.e. whether there is critical data stored in UE’s buffer or not. To indicate this, reserve bit of MAC header for the BSR, extend the content of BSR, or a new MAC all can work. Since this information is similar to buffer status information, we could reuse BSR mechanism.  
There are two solutions on the table:
(a) One approach is to use the reserve bit of MAC header as proposed in [1]. Since the MAC header is common for DL-SCH, UL-SCH and MCH, we should limit the usage of R bit only for BSR scenario, i.e.:
“-
R: Reserved bit, set to "0" if LCID is not “11101” (short BSR) or “11110” (long BSR); For short BSR and long BSR, the R field indicates the presence of critical data in the buffer. If there is critical data in the buffer, the value of the R field is, set to "1", otherwise it is set to "0".”

(b) Another approach is to extend BSR content itself :

An extension of legacy BSR to include critical data reporting. A new LCID of the UL-SCH could use to differentiate this new extended version of legacy BSR MAC CE that includes the critical data reporting. A field indicates whether there is critical data stored in UL buffer.  If there is critical data in the buffer, the value of the A field is set to "1", otherwise it is set to "0". For Long BSR format: four A fields, corresponding to LCG IDs #0 through #3

[image: image1.emf]Buffer Size LCG ID Oct 1

R A Oct 2

Buffer Size #0

Buffer 

Size #1

Buffer Size #1 Buffer Size #2

Buffer 

Size #2

Buffer Size #3

Oct 1

Oct 2

Oct 3

A0 A1 A2 Oct 4 A3 R R R R


Figure 2. Extended version of legacy BSR for critical data reporting
Proposal 6. To discuss whether to define (a) R bit in MAC header for UL critical data reporting or (b) an extended version of legacy BSR(s) for critical data reporting. 

Another issue is when the UE reports the information, i.e. whether new event trigger is needed for the reporting of critical data in the buffer? Based on current BSR mechanism, the critical data cannot trigger the regular BSR, the UE can only report the critical data in buffer if other events are met which will introduce additional delay and make the feature not so useful. Therefore we would prefer to have new event for it.
Proposal 7. For critical data stored in buffer, introduce a new event for BSR triggering as:

Critical data, for a logical channel which belongs to a LCG for which reportCriticalDataInBuffer is configured, becomes available for transmission in the PDCP entity, in which case the BSR is referred below to as "Regular BSR"..
4 Conclusion

This contribution proposes the following:
Proposal 1.
Introduce a mechanism for UE to inform the eNB when critical data is in the UE's buffer..
Proposal 2.
It is up to eNB implementation how to use UE's information about its UL critical data in its buffer, e.g. on the scheduling (e.g. to provide more and/or larger grants) or on the protection for the UL grant (e.g. to provide lower MCS, additional redundancy, different maximum number of retransmission or increase the number of repetitions required when operating in CE).
Proposal 3.
A MAC based mechanism is used for the UE to notify eNB about UL critical data in its buffers.
Proposal 4.
 Introduce UE capability to indicate whether the UE support this notification on critical data in buffer;
Proposal5. 
The network configures, by RRC signalling for particular DRB whether the UE can report the  MAC based notification.
Proposal 6. 
To discuss whether to define (a) R bit in MAC header for UL critical data reporting or (b) an extended version of legacy BSR(s) for critical data reporting. 

Proposal 7.
For critical data stored in buffer, introduce a new event for BSR triggering as:

Critical data, for a logical channel which belongs to a LCG for which reportCriticalDataInBuffer is configured, becomes available for transmission in the PDCP entity, in which case the BSR is referred below to as "Regular BSR"..
 
Corresponding CRs are provided in [2]-[5].
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