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1
Introduction
Last RAN2#99 meeting made the following agreements regarding the RAN support of network slicing [1].  
Agreements:

1
RAN2 understand that a network slice has a RAN part and a CN part. There is no concept of a RAN slice separate from the network slice

2
RAN2 targets that RAN solutions for network slicing should be able to support a large number of slices (e.g. hundreds of slices).

2a: Number of slices supported by UE in parallel is 8.

3
From UE perspective, the UE can be configured to support the requirements of the supported slices (e.g by appropriate configuration of different DRBs of different PDU sessions).

4
For intra-freq cell reselection the UE try to always camp on the best cell.

5
We will not support additional functionality for RACH resource isolation/differentiated treatment for slicing for Rel-15

Working assumption: For needs of slicing, appropriate configuration of the dedicated priorities provided from the gNB can be used to control the frequency on which the UE camps. (i.e. reuse of same mechanism as in LTE). (To be checked whether the gNB has knowledge of all the slices to which the UE is registered)

FFS: Whether any additional mechanisms are to be introduced for control of the frequency on which the UE camps

As agreed above, a network slice is composed of a RAN part and a core part, we believe a better understanding of the RAN part of network slice, not separate from the end-to-end network slice, would be beneficial to progress the UE AS aware operations. In this document, we propose the definition of RAN part of network slice, and potential ways for UE AS awareness to fulfil differentiated handlings towards different slices. 
2
Discussion
A network slice is defined as a logical network that provides specific network capabilities and network characterises [2].  There are two open issues for RAN2 to consider the RAN part of network slice as follows. 

· What is the relationship between RAN part and core part of network slice? 

· What are the potential issues of using S-NSSAI for RAN purposes e.g., access control, resource isolation, cell reselection etc? 
2.1
Relation between CN part and RAN part of network slice 
As agreed above, a network slice is composed of the CN part and the RAN part of network slice. From UE perspective, the RAN part is an integral part of network slice.
In the email discussion [3], there were some discussions whether different network slices have the same or separate radio configurations. When these NSIs have the same/similar requirements, a single RAN configuration could share the same radio configuration in terms of L1/L2 configuration. In this case, a single RAN configuration may correspond to multiple CN parts of network slice. 
Here we define the RAN part of network slice, which could be treated a RAN common configuration, is a combination of L1 resource component, L2 configuration/functions, and RAN infrastructure, to address the needs of specific services and requirements. Hence there is one to many mapping between RAN part of network slice and CN part of network slice. 

Also, when these network slices have different slice requirements from each other, the RAN part of network slice may have different radio configurations. In this case it is one to one mapping between RAN part of network slice and Core part of network slice. 

Observation 1: There is one to one or one to more mapping between the RAN part of network slice and core part of network slice depending on the detailed SLA of network slices. 
2.2
Using S-NSSAI(s) to support network slice in RAN
As agreed in [2], based on the different set of configurations for different network slices, the RAN shall provide differentiated handing for different network slices. Typically, the UE AS should be aware of network slices for dedicated radio resources, slice-dependent congestion control and cell reselection etc. As mentioned in many contributions, to fulfil the targets above, the S-NSSAIs could be broadcasted or acquired by on demand SI.  But several aspects of this S-NSSAI over the radio interface need to be considered. 

· Scalability  

The support of network slice in RAN should be future proof e.g., to allow to support a large set of slices in terms of hundreds or even thousands.  It is not suitable for the RAN to broadcast each supported S-NSSAIs for resource isolation, cell reselection etc. It may not scale well when operators deploy thousands of slices in the future. Note that the category based access control where the slice information is being treated as an input should consider the scalability too. 
· Security

To direct transfer the S-NSSAI over the radio interface may bring security risk. Typically, SA2 has agreed slice privacy considerations on NSSAI [2]. 
when the UE is aware or configured that privacy considerations apply to NSSAI:

· the UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context

· the UE shall not include NSSAI in unprotected RRC signalling 
Though it is noted that this clause could be considered void till SA3 explicitly indicate the privacy reasons, it is not suitable that the NSSAI is included in the Msg5 when the UE is aware that privacy considerations apply to this particular NSSAI. For Msg3, the explicit cause value relating to slice information may have the same security risk as S-NSSAI. 
· Operator deployment exposure

The broadcast of S-NSSAI may also expose the operator deployment, which may increase the attack risk.  

Observation 2: There are following issues if S-NSSAI(s) is broadcasted/transferred over the radio interface for resource isolation, congestion and access control, cell reselection etc.
· Scalability to deploy more slices in the future
· Security risk 
· Operator deployment exposure risk
3
Potential way forward
Based on above analysis, the S-NSSAI may not be broadcast by RAN or acquired by on demand. And due to security reason it may not be provided by the UE. In order to assist the UE to acquire the resource isolation information, and perform cell reselection etc, two options are envisioned as follows. 
· Option 1: SST
SA2 has agreed the standardized SST values with 8 bits size, e.g., value 1 corresponds to eMBB, 2 is URLLC and 3 is MIoT. Hence in this option, RAN may use the SST for RAN resource isolation, cell reselection purpose. 
On one hand, it is simple and easily implemented. For example, the RAN may broadcast its supported SST as slice availability information, and each UE may provide this in Msg3/Msg5. 
However, for the S-NSSAI definition, the SST is mandatory in the S-NSSAI while SD is optional. In some typical scenarios the SST may explicitly identify a network slice. Thus those above issues applied to S-NSSAI could be applied to the SST as well. 

· Option 2: RAN part of network slice ID (NSRPI)
A RAN part ID could be introduced into RAN. As discussed in 2.1, one RAN part may correspond to multiple CN parts of network slice. Each time the UE performs registration procedure, the RAN may provide the RAN part ID to the UE based on its allowed NSSAIs. Typically, the RAN part ID could be used for following purposes. 
· Resource isolation 
·  RAN may broadcast the RAN part ID and its corresponding isolated resources. This may be used for public safety or URLLC applications etc. 
· Cell reselection

· In addition to dedicated signalling, RAN may broadcast its serving or neighbouring frequencies and supported RAN part IDs. Based on that, the UE may camp on the frequency which supports its slices. 

· Access control
· The NAS level access control is to be determined by SA1/CT2. But the NSRPI could be seen as a supplement to the category based Table. Each UE may perform access control based on its associated RAN part ID(s) accordingly. 
· Initial access

· The NSRPI could be carried in Msg3 as cause value for admission control due to its limited size. 
Based on discussion above, the NSRPI could well support UE AS awareness of network slices while without those issues that S-NSSAI has in observation 2. It could be handled within the RAN, and used to provide differentiated handlings towards different slices. 
Proposal 1: the RAN part of network slice ID (NSRPI) could be used to support UE AS awareness of network slices, typically for the following RAN slice-specific handlings 
· Resource isolation 

· Cell reselection

· Access control
· Initial access 
4
Conclusions
This contribution gives our views on solutions for RAN to provide RAN handlings in terms of resource isolation, cell reselection and access control etc. We make the following observation and proposal. 
  Observation 1: There is one to one or one to more mapping between the RAN instance and core part of network slice instance depending on the detailed SLA of network slices. 
 Observation 2: There are following issues if S-NSSAI(s) is broadcasted/transferred over the radio interface for resource isolation, congestion and access control, cell reselection etc.

· Scalability to deploy more slices in the future

· Security risk 

· Operator deployment exposure risk

Proposal 1: the RAN part of network slice ID (NSRPI) could be used to support UE AS awareness of network slices, typically for the following RAN slice-specific handlings 

· Resource isolation 

· Cell reselection

· Access control
· Initial access 
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