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Introduction
In RAN#75, the study item on enhanced LTE support for aerial vehicles was approved [1]. The objective of the study is to investigate various RAN1 and RAN2 aspects associated with using terrestrial LTE networks to provide connectivity to aerial vehicles. In RAN1#88bis, RAN1#89, and a follow-up email discussion, most evaluation assumptions were agreed for evaluating the performance of using LTE network deployments with base station antennas targeting terrestrial coverage to serve low altitude aerial vehicles (a.k.a., drones). In this contribution, we discuss the aspects of detecting aerial vehicles causing pronounced interference to the network.
Discussion
Potential impact of interference from/to air-borne UEs on LTE connectivity
The air-ground radio propagation characteristics are different from terrestrial radio propagation characteristics, which shall be carefully considered when using LTE network deployments with base station antennas targeting terrestrial coverage to provide connectivity to low altitude aerial vehicles.  
When a low altitude aerial vehicle is flying well above the base station antenna height, thanks to line-of-sight propagation conditions the aerial vehicle may detect more cells in the downlink than a typical terrestrial UE could. This however also implies that the aerial vehicle may experience higher downlink interference due to the downlink signals received from more cells. The increased downlink interference may impact the link quality perceived by the aerial vehicle. 
Similarly, the uplink signal from the aerial vehicle becomes more visible to multiple cells due to line-of-sight propagation conditions. This may increase the uplink interference in multiple neighbour cells, which may result in a negative impact on the performance of terrestrial UEs. The level of increase in uplink interference due to transmissions from aerial vehicles depends on the density of the aerial vehicles connecting to the network.
Table 1 (from Table 5.2.1.2-2 in TR 36.888 [2] ) summarizes the required operating SINRs of LTE physical channels in normal LTE FDD deployment and gives hints on how much interference may be tolerated for proper LTE connectivity. 


[bookmark: _Ref489257370]	Table 1: MCL calculation for normal LTE FDD (Table 5.2.1.2-2 in TR 36.888)
	Physical channel name
	PUCCH
(1a)
	PRACH
	PUSCH
	PDSCH
	PBCH
	SCH
	PDCCH
(1A)

	Data rate(kbps)
	
	
	20
	20
	
	
	

	Transmitter
	
	
	
	
	
	
	

	Max Tx power  (dBm)
	23
	23
	23
	46
	46
	46
	46

	(1) Actual Tx power (dBm)
	23.0
	23.0
	23.0
	32.0
	36.8
	36.8
	42.8

	Receiver
	
	
	
	
	
	
	

	(2) Thermal noise density (dBm/Hz)
	-174
	-174
	-174
	-174
	-174
	-174
	-174

	(3) Receiver noise figure (dB)
	5
	5
	5
	9
	9
	9
	9

	(4) Interference margin (dB)
	0
	0
	0
	0
	0
	0
	0

	(5) Occupied channel bandwidth (Hz)
	180000
	1080000
	360000
	360000
	1080000
	1080000
	4320000

	(6) Effective noise power
         = (2) + (3) + (4) + 10 log((5))  (dBm)
	
-116.4
	
-108.7
	
-113.4
	
-109.4 
	
-104.7
	
-104.7
	
-98.6 

	(7) Required SINR (dB)
	-7.8 
	-10.0
	-4.3
	-4.0 
	-7.5 
	-7.8 
	-4.7 

	(8) Receiver sensitivity
         = (6) + (7) (dBm)
	
-124.24 
	
-118.7 
	
-117.7 
	
-113.4 
	
-112.2 
	
-112.5 
	
-103.34 

	(9) MCL 
         = (1)  (8) (dB)
	
147.2
	
141.7
	
140.7
	
145.4
	
149.0
	
149.3
	
146.1

	
NOTE 1:	eNB is assumed with 2 Tx and 2 Rx in FDD systems.




Interference detection in LTE networks with air-borne UEs
How to detect interference in LTE networks with air-borne UEs depends on the knowledge of the network about the UEs. We discuss interference detection based on the following classifications.
· Case 1: Network knows if the UE is flying
In this case, the network knows the operating mode of the connected UE and knows when the UE is on the ground and when the UE is flying. We believe that this will be the most typical case for legitimate air-borne capable UEs that inform the network when they are flying. Such information may be provided by the UE itself or provided by entity such as Unmanned Aircraft System (UAS) UAV traffic management (UTM).

It is however possible that the network may not know the operating mode of the connected UE, which leads to the next two cases.

· Case 2: Network does not know if the UE is flying but knows if the UE is drone capable
In this case, the network does not know when the UE is flying, but it knows that the UE is a legitimate drone capable UE. For example, since the UE is a legitimate drone capable UE, it may indicate its capability via radio resource control (RRC) signalling. However, a third party may control and operate the legitimate drone capable UE with a subscription to the LTE network, and the operation of the UE is transparent to the network.


· Case 3: Network neither knows if the UE is flying nor if the UE is drone capable
In this case, the network has the least knowledge of the UE, and neither knows if the UE is flying nor if the UE is drone capable. This is not a typical case but may occur. For example, some users may attach their normal mobile devices that do not have possible “LTE drone capability” to drones and then fly the drones.

Further, the discussions below assume that the UE can establish the connectivity with the network. If the UE cannot establish the connectivity in the first place, interference detection is not necessary since the UE cannot transmit in the uplink or receive in the downlink. (The UE may still receive PSS/SSS/PBCH/SIB and/or performs random access. But this is not related to interference detection. If the UE cannot establish the connectivity due to failures in initial access, network optimization with optimized configurations and/or enhancements is needed to support low altitude aerial vehicles.)   
Network knows if the UE is flying
If the UE is on the ground, special interference detection is not needed. Only when the UE is flying in the sky may the interference detection be interesting. Since the network knows when the UE is flying, the network can configure measurements to estimate the interference accordingly. 
Interference detection may be carried out by UE measurements or network measurements. The network may set up measurements for the flying UE. The measurement configurations can be optimized for flying UEs, which may be different from UEs on the ground.
For the UE measurements, the network may carefully select a set of target cells, which may include both nearby and faraway cells. The flying UE then performs measurements and reports the signal strengths and/or quality of the target cells. The reporting can be periodic and/or aperiodic (e.g., event triggered). With the measurement reports received from the UE, the network can examine if the flying UE is causing excessive interference in the uplink or experience high interference in the downlink. 
The network may also perform the measurements by configuring periodic or aperiodic transmission of uplink signals and then measures the received signal powers from the UE in multiple cells. For example, the network may configure the flying UE to transmit sounding reference signal (SRS). The serving cell can receive the transmitted SRS and measure the signal strength.
[bookmark: _Toc490263637]If the network knows that the UE is flying, the network can configure UE measurements and detect the interference based on measurement reports.
[bookmark: _Toc490263638] If the network knows that the UE is flying, the network can configure UE to transmit uplink reference signals (e.g. SRS) and measure the signal strength from the received reference signals. 
Network does not know if the UE is flying but knows if the UE is drone capable
In this case, the network only knows the UE is drone capable but does not know the operating mode of the UE (on the ground or in the sky). Since the network knows the UE is drone capable, the network can configure drone capable UE specific measurements to estimate the interference accordingly. The measurement configurations can be applied regardless of the operating mode of the UE. Alternatively, the network may also perform measurements by configuring periodic or aperiodic transmission of uplink reference signals and then measures the signal strength from the UE.
We expect that the main connectivity demand of drone capable UEs come from the sky and do not expect frequent connectivity of drone capable UEs on the ground. Therefore, though the measurement configurations and/or transmission of uplink reference signals are applied regardless of the operating mode of the UE, this will not impose much additional measurements and/or uplink transmission burden compared to the case when the network knows if the UE is flying. 
[bookmark: _Toc490263639]If the network knows that the UE is drone capable, the network can configure UE measurements and detect the interference based on measurement reports.
[bookmark: _Toc490263640] If the network knows that the UE is capable, the network can configure UE to transmit uplink reference signals (e.g. SRS) and measure the signal strength from the received reference signals. 
Network neither knows if the UE is flying nor if the UE is drone capable
If the network neither knows if the UE is flying nor if the UE is drone capable, it is tricky to detect the interference generated by the UE. It is an overkill for the network to detect interference caused by every UE that may potentially be flying. Therefore, it seems reasonable that the network starts to detect the interference when triggered by some special events such as sudden network performance degradation and emergency events.
Assuming now that the network has been triggered by some event(s), it starts to detect the interference. The network then can scan through the connected UEs to identify the ones that are potentially flying and thus causing the interference. To this end, the network then can scan through the connected UEs and identify a set of suspicious UEs. For example, UEs persistently having high RSRP values, but low RSRQ values associated with serving and neighbor cell measurements may be suspects. For these suspicious UEs, the network can configure UE specific measurements to estimate the interference accordingly.
[bookmark: _Toc490263641]If the network neither knows if the UE is flying nor if the UE is drone capable, it is an overkill for the network to keep detecting the potential interference caused by the UE.
[bookmark: _Toc490263642]For UEs whose operating mode (on the ground or in the sky) and drone capability not known to the network, it is reasonable that the network starts to detect the interference only when triggered by some special events.
[bookmark: _Toc490263643]If the network decides to detect interference from a UE, it can configure UE measurements and detect the interference based on measurement reports.
[bookmark: _Toc489273491][bookmark: _Toc489273499][bookmark: _Toc489299463][bookmark: _Toc489299502][bookmark: _Toc489627297][bookmark: _Toc489627406][bookmark: _Toc489628905][bookmark: _Toc490204969][bookmark: _Toc490263644]RAN1 discusses if there are specific RAN1 aspects in interference detection that requires study.
Conclusions
In this contribution, we discuss the remaining evaluation assumptions for the study of enhance LTE support for aerial vehicles. We made the following observation:
Observation 1	If the network knows that the UE is flying, the network can configure UE measurements and detect the interference based on measurement reports.
Observation 2	If the network knows that the UE is flying, the network can configure UE to transmit uplink reference signals (e.g. SRS) and measure the signal strength from the received reference signals.
Observation 3	If the network knows that the UE is drone capable, the network can configure UE measurements and detect the interference based on measurement reports.
Observation 4	If the network knows that the UE is capable, the network can configure UE to transmit uplink reference signals (e.g. SRS) and measure the signal strength from the received reference signals.
Observation 5	If the network neither knows if the UE is flying nor if the UE is drone capable, it is an overkill for the network to keep detecting the potential interference caused by the UE.
Observation 6	For UEs whose operating mode (on the ground or in the sky) and drone capability not known to the network, it is reasonable that the network starts to detect the interference only when triggered by some special events.
Observation 7	If the network decides to detect interference from a UE, it can configure UE measurements and detect the interference based on measurement reports.

Based on the discussion in this contribution, we propose the following:
Proposal 1	RAN1 discusses if there are specific RAN1 aspects in interference detection that requires study.
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