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1 Introduction
The study item (SI) on Indoor Positioning Enhancements for UTRA and LTE has goals to study potential 3GPP positioning enhancements in indoor and other challenging environments [1]. During RAN1#80 Meeting in Athens, several indoor positioning techniques were presented, such as enhanced PRS, Wi-Fi positioning, barometric sensor for positioning, TBS, etc. Wi-Fi positioning was discussed, for example, in [2], [3] and the related way forward in [4]. It has gained interests and it will be further discussed, according to [5].
In this contribution, we provide Sony’s view on utilizing Wi-Fi for indoor positioning enhancement.

2 Discussion
Wi-Fi system has been considered to enhanced the existing 3GPP positioning, in particular in indoor environments [2], [3]. Basically, the User Equipment (UE) performs measurements, such as received signal strength (RSS) and/or time of flight (ToF) measurements, and reports it either to eNodeB or directly to location server (LS) for positioning estimation purposes.
Most of the nowadays UE are equipped with Wi-Fi. Wi-Fi has also been massively deployed, especially in indoor area. Therefore, the hardware and infrastructure cost can be kept minimum. In addition, those many Wi-Fi access points can be utilized in order to provide accurate UE positioning.
Observation 1: Numerous Wi-Fi access points can be utilized so that accurate UE positioning can be achieved.

In order to utilize Wi-Fi for positioning, the AP position must be well defined and registered, for example, in location server (LS). We consider the following Wi-Fi access point classifications:

· Trusted Wi-Fi AP: the AP position is trusted by the LS. For example, the AP is owned by the network operator.

· Semi-trusted Wi-Fi AP: the AP position can be trusted by the LS but it cannot be controlled by the network operator. For example, the AP is owned by the third party, such as shopping mall, building owner, university, city municipal, etc.
· Un-trusted Wi-Fi AP: the AP position cannot be trusted by the LS and the AP cannot be controlled by the network operator. For example, the AP is privately own by individual, such as home AP, etc.

Trusted Wi-Fi AP can be used for UE positioning purposes since the AP is full controlled by the operator. However, we should not limit and only rely on this type of AP. There are still many other APs that can be used to assist UE positioning. However, semi-trusted and untrusted APs can be easily moved by the third party, and it creates a trust issue for the operators and/or the regulatory bodies. 
Observation 2: Semi-trusted and untrusted APs can be easily moved and it creates a trust issue for the operators and the regulatory bodies.
In order to utilize both semi-trusted and untrusted Wi-Fi APs for indoor positioning, it is very crucial to ensure and secure the position / location of the APs. We need to investigate some methods so that the Wi-Fi positioning only utilize the known position APs with certain level of trusts.
Based on the aforementioned observations, we have a proposal:
Proposal 1: Wi-Fi positioning should not be limited by only utilizing trusted APs (e.g owned by the operators) and Wi-Fi positioning should be equipped with mechanism to ensure and secure the position/location of the access point (AP).
3 Conclusion
In this contribution, we have provided our view on utilizing Wi-Fi for indoor positioning enhancement. We have identified the following observations:
Observation 1: Numerous Wi-Fi access points can be utilized so that accurate UE positioning can be achieved.

Observation 2: Semi-trusted and un-trusted APs can be easily moved and it creates a trust issue for the operators and the regulatory bodies.
Based on these observations, we have a proposal:
Proposal 1: Wi-Fi positioning should not be limited by only utilizing trusted APs (e.g owned by the operators) and Wi-Fi positioning should be equipped with mechanism to ensure and secure the position/location of the access point (AP).
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