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	Reason for change:
	In the current TTCN implementation of this testcase, after receiving the CM Service EQ at Step 32, security mode control procedure is performed at Step 33. This works as an indication that the SERVICE REQ is successful for a device which is Rel-11 and lower. However, this doesn’t work for a Rel-12 and later device due to change in core specification

24.008 Sec 4.5.1.1 (For rel-12 and later devices ) , 

“
In A/Gb mode, the MS shall consider the MM connection establishment to be completed when:
-     receiving an indication from the RR sublayer that the ciphering mode setting procedure is completed in MM sublayer state WAIT FOR OUTGOING MM CONNECTION, or
-     receiving a CM SERVICE ACCEPT message.
In Iu mode, the MS shall consider the MM connection establishment to be completed when
-     receiving an indication from the RR sublayer that the security mode control procedure is completed in MM sublayer state WAIT FOR OUTGOING MM CONNECTION; or
-     receiving a CM SERVICE ACCEPT message.
The procedures in subclause 4.1.1.1.1 shall always have precedence over this subclause.

“


	
	

	Summary of change:
	Instead of performing the security mode control procedure after Step 31, implemented a transmission of a CM SERVICE ACCEPT message.

A Prose change is required for this issue


	
	

	Consequences if not approved:
	A Rel-12 or later UE may fail the test case.
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1. Corrections required

Change 1 – Correction to f_TC_15_9_2_UTRAN
	Template name
	f_TC_15_9_2_UTRAN

	Reason for change
	In the current TTCN implementation of this testcase, after receiving the CM Service EQ at Step 32, security mode control procedure is performed at Step 33. This works as an indication that the SERVICE REQ is successful for a device which is Rel-11 and lower. However, this doesn’t work for a Rel-12 and later device.

24.008 Sec 4.5.1.1 (For rel-12 and later devices ) , 

Quote

In A/Gb mode, the MS shall consider the MM connection establishment to be completed when:
-     receiving an indication from the RR sublayer that the ciphering mode setting procedure is completed in MM sublayer state WAIT FOR OUTGOING MM CONNECTION, or
-     receiving a CM SERVICE ACCEPT message.
In Iu mode, the MS shall consider the MM connection establishment to be completed when
-     receiving an indication from the RR sublayer that the security mode control procedure is completed in MM sublayer state WAIT FOR OUTGOING MM CONNECTION; or
-     receiving a CM SERVICE ACCEPT message.
The procedures in subclause 4.1.1.1.1 shall always have precedence over this subclause.

Unquote

Hence, a Rel-12 device will fail the testcase because the current TTCN does not send a CM SERVICE ACCEPT.

	Summary of change
	Instead of performing the security mode control procedure after Step 31, implemented a transmission of a CM SERVICE ACCEPT message.

A Prose CR will be submitted.


	TTCN module
	Unstructured_SS.ttcn

	MCC160 Comment
	


Before Change:
	<<SKIPPED CODE>>
f_UT_SupplementaryService_SendUSSD(UT, v_USSD_String);
      // @siclog "Step 32" siclog@
      // Receive CM Service Request
      U_Dc.receive(car_UplinkDirectTransfer(utran_CellDedicated,
                                            tsc_RB3,
                                            cr_U_CMServReq_SSDef(?)));
      // @siclog "Step 33" siclog@
      //@sic R5s150780 sic@
      //  Started Integrity Protection
      f_UTRAN34_RRC_Security(utran34_Cell1, false, cs_domain);
      // @siclog "Step 34" siclog@
      //Register with unstructured SS
      // Receive REGISTER message
<<SKIPPED CODE>>


After Change:

	<<SKIPPED CODE>>
f_UT_SupplementaryService_SendUSSD(UT, v_USSD_String);
      // @siclog "Step 32" siclog@
      // Receive CM Service Request
      U_Dc.receive(car_UplinkDirectTransfer(utran_CellDedicated,
                                            tsc_RB3,
                                            cr_U_CMServReq_SSDef(?)));
      // @siclog "Step 33" siclog@
      //@sic R5s150780 sic@
      //  Started Integrity Protection
      //f_UTRAN34_RRC_Security(utran34_Cell1, false, cs_domain);
      U_Dc.send(cas_DataReq_CS(utran_CellDedicated,
                             tsc_RB3,
                             cs_U_CM_ServAcc)); //WA#15_9_2
      // @siclog "Step 34" siclog@
<<SKIPPED CODE>>


