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Introduction 

 Standards used for commercial cellular and critical 
communications have historically been separate 
 
 New interest today in adapting LTE for critical 
communication and public safety applications 
 
 3GPP is working in collaboration with the critical 
communication industry to deliver standards 
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Commercial cellular 

Benefits of vast success: 
 Huge R&D investment and innovation 
 Economy of scale 
 High speed, multimedia 
 Network capacity 

 
But: 

 Not optimized for critical communications 
 (Generally) no strong coverage obligations 

 

Presenter
Presentation Notes
Commercial cellular networks have been driven by the needs of consumer and business users. The exceptional success of cellular has led to excellent economies of scale and constant rapid innovation. This environment has produced advanced standards such as LTE that provide multi-megabit per second data rates and multimedia capabilities as well as traditional voice and messaging services
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Critical communications 

Features: 
Robust 
Excellent group operation 
Priority control 
Direct mode 

But: 
Expensive due to limited volume 
Slower evolution than commercial 
cellular 

Etc,… 

Presenter
Presentation Notes
Public safety networks provide communications for services like police, fire and ambulance. In this realm the requirement has been to develop systems that are highly robust and can address the specific communication needs of emergency services. This has fostered public safety standards – such as TETRA and P25 – that provide for a set of features that were not previously supported in commercial cellular systems. These standards have also been applied to commercial critical communications needs such as airport operations.
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Commitment to LTE 

National Public Safety Telecommunications 
Council  
 

 Spectrum and US$7bn funding for LTE-based  national 
US public safety network at 700MHz 

 
 Started standards process in 3GPP 

Tetra + Critical Communications Association 
 

  Committed to LTE for broadband critical communication 
systems 

Presenter
Presentation Notes
Early leadership in applying LTE to public safety applications came from the USA. The National Public Safety Telecommunications Council (NPSTC) and other organizations recognized the desirability of having an interoperable national standard for a next generation public safety network with broadband capabilities. In June 2009 the NPSTC decided on LTE as their platform for this national network [1]. The USA has reserved spectrum in the 700MHz band for an LTE based public safety network and in early 2012 committed US$7billion in funding [2].

After their decision to adopt LTE the NPSTC started an active engagement with the LTE standards community in 3GPP to create the system improvements needed to meet public safety requirements. Throughout this work the NPSTC have expressed a strong desire, which has been welcomed by the commercial cellular community, to implement as many of the public safety requirements as possible in a way that is also attractive for consumer and business applications.

A variety of standards are currently used for public safety communications globally. Outside of North America the leading public safety standard is Terrestrial Trunked Radio, TETRA. Enhanced TETRA standards already support medium speed data (hundreds of kilobits per second) but it is recognized that new technology is needed to add true mobile broadband capabilities. The Tetra and Critical Communications Association (TCCA) represents the views of TETRA and other critical communication technology users and manufacturers. In mid 2012 the TCCA said [3]:
“The TETRA and Critical Communications Association (TCCA) has an objective of driving the development of Mobile Broadband solutions for the users of Mission Critical and Business Critical mobile communications. Having reviewed existing technologies the TCCA believes that LTE holds the greatest prospect for delivering such solutions. As a result the TCCA intends to work with 3GPP to include the functionality necessary within the LTE standard to meet that objective.”

With NPSTC, TCCA, ETSI Technical Committee TETRA and other organizations backing LTE there is now a clear global consensus that LTE will be the baseline technology for next generation broadband public safety networks. 
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3GPP Cooperation 

TC TETRA 

Requirements & Technical Input 

LTE Enhancements 

 Preserve strengths of LTE while also adding features 
needed for public safety 

 
 Maximise the technical commonality between 

commercial and public safety aspects 
Cellular 
Industry 

Presenter
Presentation Notes
The technical work to produce enhancements to the LTE standard to support public safety applications is taking place in 3GPP. Cooperation has been established between 3GPP and other groups such as ETSI TC TETRA, TCCA and US National Institute of Standards and Technology (NIST) to ensure broad representation of the public safety community. 3GPP’s objective is to preserve the considerable strengths of LTE while also adding features needed for public safety. A further goal is to maximise the technical commonality between commercial and public safety aspects to provide the best and most cost effective solution for both communities.
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Striking a balance – 
the sliding scale 

More customization Less customization 

More COTS technology reuse 
 
Lower costs 
 
Faster standardization 
 
Less delivery risk 

More operating 
modes supported 

 
Performance (KPI) improvements 

 
Better support for “difficult” 

radio situations  

? 
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Public safety scope in 3GPP 

Radio Layer Features 
Frequency band support 

Power level support 
Radio enablers for system features 

System Features 
Proximity services (ProSE) 

Group call on LTE enablers (GCSE_LTE) 
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Allow devices in close proximity to 
communicate directly 

• Reduce network load 
• Increase capacity in given bandwidth 
• Allow communication in areas without 

network coverage 

Proximity services objectives 

Also interest for 
consumer 
applications 

Public safety 
only 

From 3GPP TR 22.803 

Presenter
Presentation Notes
Proximity services consists of two main elements: network assisted discovery of users with a desire to communicate who are in close physical proximity and the facilitation of direct communication between such users with, or without, supervision from the network. Direct communication means a radio connection is established between the users’ mobiles without transiting via the network. This saves network resources and can also permit public safety communication in areas outside network coverage. Proximity services meet the need for communication among public safety users even if they are not in coverage of the network. In the commercial area proximity services can support features like new modes of social networking, convenient file transfer between devices belonging to the same user and targeted advertising. In the commercial context 3GPP’s standards will ensure that use of licenced spectrum is controllable and billable by the network operator.
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Proximity services (ProSE) 

Cell 
Site 

Cell 
Site 

Network 

Current LTE Communication 
Path 
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Proximity services (ProSE) 

Cell 
Site 

Cell 
Site 

Network 

1 

2 

Network Assisted Discovery 
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Proximity services (ProSE) 

Cell 
Site 

Cell 
Site 

Network 

Direct Communication with Proximity Service 
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Proximity services (ProSE) 

Cell 
Site 

Network 

Locally Routed Communication with Proximity Service 
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Proximity services (ProSE) 

Cell 
Site 

Network 

User Equipment to Network Relay 
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 Enable efficient group communication 
• Dynamic groups with mobile users 

and dispatchers 
• Support for floor control 

(eg push to talk mode) 
• Large groups (perhaps up to 5000) 
• Low latency to add users, obtain channels 

 Group call application is separate from the 3GPP 
system enablers 
• Application is outside the scope of 3GPP 

Group call enablers objectives 

Presenter
Presentation Notes
Public safety users frequently need to communicate in dynamic groups that might involve both mobile users on the scene and fixed users (“dispatchers”) working in a control centre. Often these groups operate in a “push to talk” mode. Work on LTE group call system enablers will optimize support in LTE for this mode of operation and provide appropriate group management and floor control facilities. Commercial users of group calling include critical communications applications such as operational teams in transport hubs. Improved support for group calling in LTE will expand the opportunity for commercial cellular networks to address this market.
One aspect of group communication still being considered is how much functionality should be “baked in” to the LTE infrastructure and how much should be delivered by non-standardised application servers. The use of application servers will allow different organizations or regions to customize the system operation to their own needs whereas “baked in” solutions may be more efficient and simpler. It is expected that further discussion will take place on how to handle session management for public safety group communication and possible impacts on technology like the IP Multimedia Subsystem (IMS). 
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Group calling 

Dispatcher 

Cell Site 

Group 
Members 

ProSE Relay 
Cell Site 

Group Call Enabled 
LTE Network 

Group Call 
application 
sever 

Presenter
Presentation Notes
Key issues:
Performance
Relay/coverage
3GPP standard is just for enablers. Application in network (and handsets?!) will define service for particular user groups
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Group call application/enabler split 

Split between application and LTE layers still being developed. 
Proposals: 
• Application layer: group management, floor control decisions, legacy 

interoperability 
• LTE layer: mobility, service continuity, radio efficiency 
• Joint: performance, service interaction 

What is the nature of the APIs? 
• Pure IP sockets? What is the application protocol? 
• Something non-IP? 

G.C. Network Application G.C. Handset Application 

3GPP LTE Network Layers 3GPP LTE Handset Layers 

Network API Handset API 
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Work Item 3GPP Release Work Item Document 
Reference 

Proximity-based Services 
Specification 
(ProSe) 

12 SP-120883 

Group Communication System 
Enablers for LTE (GCSE_LTE) 

12 SP-120876 

Public Safety Broadband High 
Power User Equipment for Band 14 
for Region 2 

11 RP-120362 

3GPP public safety work items 

http://www.3gpp.org/ftp/Information/WORK_PLAN/ 

http://www.3gpp.org/ftp/Information/WORK_PLAN/
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3GPP Phasing 

 3GPP Standards releases last 18-24 months 
 Major work items typically span several releases 
• Break complex problems in to solvable pieces 
• Deliver minimum viable solution and enhance later 

 Anticipate that public safety will span more than one 
release 
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3GPP Release 12 roadmap 

2013 2014 2015 

June 
Requirements freeze 
(Postponed from March for 
public safety work) 

December 
Architecture freeze 

June 
Signalling freeze Release 12  

Implementations 
available? 

Requirements 

Architecture 

Protocols 

Bug fixing 

Later phase enhancements…. 
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Migration and legacy interworking 

 Commercial cellular industry has strong requirements 
on smooth technology migration and interworking 
• The tighter the legacy interworking the more 

costly/complex the system 

 Interworking requirements between Critical 
Communications Broadband and TETRA need to be 
carefully considered 
• Common groups 
• Voice migration (co-existence of VoIP and TETRA voice) 
• Handset capabilities 
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Participate in 
person Be visible 

Provide 
technical 

leadership 

Bring 
contributions 

Delivering architecture and radio 
standards 

Liaison statements are a poor substitute for 
knowledgeable people in the meeting 
• We need your physical presence and active 

participation  

Take care to preserve meaningful reuse of 
COTS LTE technology 
3GPP must balance priorities of all members 
• Contributions drive the work 
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 Standards are one element in enabling a market 
• 3GPP will deliver LTE enhancements for public safety in 

Release 12 

 Potential users need to also consider: 
• Spectrum 
• Regulation 
• Application designs 
• Legacy coexistence and migration strategies 
• Handset and infrastructure ecosystem 

 

Work beyond 3GPP 

Presenter
Presentation Notes
The development of technical standards in 3GPP for LTE based broadband public safety is one part of the broader work that must be undertaken to bring this technology to market. Developing the ecosystem also requires each country and user community to develop the right government policy, commercial environment and spectrum plan. There are multiple possible coexistence and migration scenarios between existing public safety networks and LTE. Planning when, and how, to roll-out LTE public safety in real systems is work that will be undertaken outside 3GPP’s technical standards arena.
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3GPP has started work on public safety standards 
• Meet market needs in an interoperable manner 

 3GPP is cooperating with the public safety community 
• Technical participation in Release 12 is needed 

 Where to balance benefits of reuse Vs customization? 
• New business opportunities with commercial mobile operators 

 Interworking and migration need careful consideration 

 LTE based public safety networks 
• Use common off the shelf technology 
• Improve on existing capabilities with broadband and multimedia 

Conclusion 

? 

Presenter
Presentation Notes
Standards that match market needs and deliver the right technical capabilities with true interoperability are a critical building block in creating successful national and international communication systems. Over the coming years 3GPP will be working with the commercial cellular and public safety community to develop enhancements to apply LTE to public safety and commercial critical communication scenarios. Companies and organizations with an interest in that process are encouraged to participate in 3GPP and to follow the development.

Starting from LTE Release 12, which is planned for freezing in mid-2014, the LTE standard will provide features including Proximity Services and Group Call Enablers that enable LTE to be used as part of a broadband public safety network. This will provide public safety users with economic benefits from increased use of common off-the-self technology (COTS) and technical benefits from improved data rates and multimedia communication. Commercial cellular operators will gain access to new capabilities that can enable new types of consumer and business services as well as being able to play a role in delivering public safety communications. Ultimately the most important benefits will be delivery of an enhanced public safety system which will provide better service to the whole community.
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www.3gpp.org 

More 
Information 
about 3GPP: 

contact@3gpp.org 

Thank  You ! 
Balazs Bertenyi 

Chairman of 3GPP TSG-SA 
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