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For Release 17, the enhancements for the MCData service were contained in two work items: eMCData2 for stage 2 and stage 3. The features that have been completed are described below.
The following features have been introduced:

(a) A new network-based MCData notification server has been added, The MCData notification server provides the centralized notification function in the network that allows an application (e.g. resident in the UE) to create a communication channel to receive real-time notifications from the network in either Pull or Push mode. 
(b) MCData communication (SDS or file distribution) supports using functional alias as target end points, except FD using HTTP. 

(c) Add new "search folder" and "retrieve folder content" operations to MCData message store operations. 

(d) Support application specific metadata container in MCData communication for application specific handling.

The architecture, protocol, and security aspects of the MCData service related to these enhancements are described in the following specifications:

1. The architecture (including information flows, procedures, and configuration) is specified in TS 23.282 and TS 23.280;

2. The security aspects are specified in TS 33.180;

3. The protocol aspects for call control and media plane are specified in TS 24.282 and TS 24.582 respectively;

4. The protocol aspects for group configuration, identity management, and general configuration are specified in TS 24.481, TS 24.482, TS 24.483, and TS 24.484 respectively;

5. The protocol aspects for policy and charging control are specified in TS 29.213 and TS 29.214;

6. The protocol aspects for data management related to MC service user profile are specified in TS 29.283;

7. The stage 2 aspects of the Proximity-based services (ProSe) enabler are specified in TS 23.303.
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